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BANKING SYSTEM CONTROLLED
RESPONSIVE TO DATA BEARING RECORDS
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benefit of U.S. Provisional Application 60/557,937 filed Mar.
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The disclosure of each of these applications is herein incor-
porated by reference in its entirety.

TECHNICAL FIELD

This invention relates to automated banking machines that
operate responsive to data read from data bearing records
including user cards, and which may be classified in U.S.
Class 235, Subclass 379.

BACKGROUND ART

Automated banking machines may include a card reader
that operates to read data from a bearer record such as a user
card. Automated banking machines may operate to cause the
data read from the card to be compared with other computer
stored data related to the bearer or their financial accounts.
The machine operates in response to the comparison deter-
mining that the bearer record corresponds to an authorized
user or an authorized account, to carry out at least one trans-
action which may be operative to transfer value to or from at
least one financial account. A record of the transaction is also
often printed through operation of the automated banking
machine and provided to the user. Automated banking
machines may be used to carry out transactions such as dis-
pensing cash, the making of deposits, the transfer of funds
between accounts and account balance inquiries. The types of
banking transactions that may be carried out are determined
by the capabilities of the particular banking machine and
system, as well as the programming of the institution operat-
ing the machine.

Other types of automated banking machines may be oper-
ated by merchants to carry out commercial transactions.
These transactions may include, for example, the acceptance
of'deposit bags, the receipt of checks or other financial instru-
ments, the dispensing of rolled coin, or other transactions
required by merchants. Still other types of automated banking
machines may be used by service providers in a transaction
environment such as at a bank to carry out financial transac-
tions. Such transactions may include for example, the count-
ing and storage of currency notes or other financial instrument
sheets, the dispensing of notes or other sheets, the imaging of
checks or other financial instruments, and other types of
transactions. For purposes of this disclosure an automated
banking machine, automated transaction machine or an auto-
mated teller machine (ATM) shall be deemed to include any
machine that may be used to automatically carry out transac-
tions involving transfers of value.

Automated banking machines may benefit from improve-
ments.

OBIECTS OF EXEMPLARY EMBODIMENTS

It is an object of an exemplary embodiment to provide an
automated banking machine that operates responsive to data
bearing records.
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It is an object of an exemplary embodiment to provide a
more secure way of conducting transactions with automated
banking machines.

It is a further object of an exemplary embodiment to pro-
vide an automated banking machine that includes additional
ways for verifying that a transaction is authorized.

It is a further object of an exemplary embodiment to pro-
vide an automated banking machine that works in conjunc-
tion with a portable device such as a mobile phone to further
assure that transactions are authorized.

It is a further object of an exemplary embodiment to pro-
vide a system including an automated banking machine that
provides features to help assure that transactions are autho-
rized.

It is a further object of an exemplary embodiment to pro-
vide a method of operating a banking system.

It is a further object of an exemplary embodiment to pro-
vide at least one article bearing computer executable instruc-
tions that are operative to cause an automated banking
machine or other computer to carry out transactions.

Further objects of exemplary embodiments will be made
apparent in the following Detailed Description of Exemplary
Embodiments and the appended claims.

The foregoing objects are accomplished with a system
including an automated banking machine that operates in
response to data bearing records. The automated banking
machine includes a card reader that operates to read data from
user cards corresponding to financial accounts. The auto-
mated banking machine includes a user interface that
includes one or more input devices and output devices. The
automated banking machine is operative to communicate
with one or more remote computers to cause financial trans-
fers to and/or from accounts corresponding to card data read
from user cards. The exemplary automated banking machine
may include a cash dispenser that is operative to dispense
cashto users of the machine. The automated banking machine
may be operative to accept currency bills, checks or other
instruments from machine users. Other embodiments of auto-
mated banking machines may include other types of transac-
tion function devices that operate in the carrying out of trans-
actions with the machine.

In exemplary embodiments the machine may receive iden-
tifying inputs from users that are usable to determine that the
machine user is authorized to conduct a requested transaction
at the machine. In some embodiments this may include the
card data and/or other input data which is a personal identi-
fication number (PIN). Such input data may also include
biometric data or other data that can be read from an article or
perceived from a user through at least one input device.

In further exemplary embodiments the automated banking
machine may require the user to provide additional inputs to
the machine or to another device in order to authorize a
transaction. This may include in exemplary embodiments,
requiring that the user authorize a transaction in at least one
additional way which helps to assure that the person request-
ing to conduct the transaction is an authorized user. In some
embodiments this may include operation of the automated
banking machine to cause a message to be sent to a particular
device or network address associated with the user. This may
include for example, causing a text message to be sent to a
system address which corresponds to the user’s mobile phone
or similar device. For example in some embodiments the user
may be notified that a transaction is currently being con-
ducted at an automated banking machine. The user may be
required to provide an input to the phone in order to authorize
the transaction to proceed. This may include for example an
authorization input indicating that the transaction should pro-
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ceed. Alternatively or in addition the input may include a
secret code, biometric input or other authorization input that
is generally known only to or capable of being provided by the
user. Alternatively or in addition an automated voice message
may be sent to a user’s mobile phone to obtain a responsive
authorization input.

In other exemplary embodiments operation of an auto-
mated banking machine may cause a message to be sent to a
mobile phone or other device associated with the user. The
user may be prompted through such a message to input certain
data to or take other actions at the automated banking
machine if they wish for a transaction to proceed. This may
include for example a message with a random code (or other
transaction associated identifier) that is presented to the user,
and which code is required to be input to the machine in order
for the transaction to proceed. Upon input of this code or other
verification thereof, the user is then enabled to proceed with
their requested transaction. Again such communications may
be carried out through text messages, e-mail messages, auto-
mated voice/response systems or other suitable systems.

In other exemplary embodiments, transactions may be car-
ried out or facilitated through the use of portable wireless
devices such as mobile phones, wireless tablet computers or
other portable computing devices that may be operated to
cause financial transfers.

Various approaches may be taken within the scope of the
concepts described herein for purposes of providing
improved authentication techniques and transactions.

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1 is an isometric external view of an exemplary auto-
mated banking machine which is an automated banking
machine and which incorporates some aspects and features
described in the present application.

FIG. 2 is a front plan view of the machine shown in FIG. 1.

FIG. 3 is a transparent side view showing schematically
some internal features of the machine.

FIG. 4 is a schematic view representative of the software
architecture of an exemplary embodiment.

FIG. 5 is a front view showing the fascia portion moved to
access a first portion of an upper housing of the machine.

FIG. 6 is a partially transparent side view showing air flow
through an air cooling opening of the machine.

FIG. 7 is an isometric view of the machine shown in FIG.
1 with the components of the upper housing portion removed.

FIG. 8 is a schematic side view of the housing showing
schematically the illumination system for the transaction
areas and representing in phantom the movement of the upper
fascia portion so as to provide access for servicing.

FIG.9isaschematic view of an illumination and anti-fraud
sensing device which bounds a card reader slot of an exem-
plary embodiment.

FIG. 10 is a schematic side view of an unauthorized card
reading device in operative connection with a housing of the
anti-fraud sensor.

FIG. 11 is a schematic view of exemplary logic for pur-
poses of detecting the presence of an unauthorized card read-
ing device in proximity to the card reader during operation of
the machine.

FIG. 12 is an exemplary side, cross sectional view of an
automated banking machine keypad.

FIG. 13 is a schematic representation of a sensor for sens-
ing whether an unauthorized key input sensing device has
been placed adjacent to the keypad.

FIG. 14is a view of a keypad similar to FIG. 12 but with an
unauthorized key input sensing device attached.
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FIG. 15 is a schematic representation similar to FIG. 13,
but representing the change in reflected radiation resulting
from the attachment of the unauthorized key input sensing
device.

FIG. 16 shows an automated banking machine security
arrangement.

FIG. 17 shows an arrangement for comparing GPS location
data to stored location data.

FIG. 18 shows an automated banking machine with GPS.

FIG. 19 shows a representation of a database portion.

FIG. 20 shows a service provider, database, and requester
arrangement.

FIG. 21 shows a flowchart of a service process.

FIG. 22 shows an exemplary fraud prevention service
arrangement.

FIG. 23 is a schematic view of an alternative automated
banking machine system.

FIGS. 24 and 25 are a schematic representation of software
logic carried out by an exemplary automated banking
machine used in the system shown in FIG. 23.

FIG. 26 is a simplified schematic representation of soft-
ware logic carried out through operation of a server used in
the system represented in FIG. 23.

FIG. 27 shows an account security system arrangement.

FIG. 28 shows another account security system arrange-
ment.

FIG. 29 shows a further account security system arrange-
ment.

FIG. 30 is a schematic view of an alternative automated
banking machine system.

FIG. 31 is a schematic representation of software logic
carried out by the exemplary automated banking machine
system shown in FIG. 30.

FIG. 32 is a simplified schematic representation of soft-
ware logic carried out through operation of the exemplary
automated banking machine system represented in FIG. 30.

FIG. 33 is an exemplary view of an output from an auto-
mated banking machine that enables carrying out transactions
through a mobile wireless device.

FIG. 34 shows a further screen that is output through an
automated banking machine in connection with carrying out
transactions through a mobile wireless device.

FIG. 35 is a schematic representation of a mobile wireless
device capturing data from a screen output from an automated
banking machine.

FIG. 36 is a schematic view of an alternative embodiment
of an automated banking machine system.

FIG. 37 is a flow chart that schematically shows logic
carried out in connection with an exemplary automated bank-
ing machine of the system shown in FIG. 36.

FIG. 38 is a flow chart showing a schematic logic flow
carried out by a portable wireless device used in the system of
FIG. 36.

FIG. 39 is an isometric view of a portable wireless device
providing an exemplary output that is received by an input
device associated with an automated banking machine in the
system shown in FIG. 36.

FIG. 40 is a schematic view of an alternative automated
banking machine system.

FIG. 41 is a flow chart showing a schematic view of logic
carried out in connection with a portable wireless device or
other computing device used in connection with the system
shown in FIG. 40.

FIGS. 42 through 47 are flow charts showing schematically
the logic carried out in connection with registering a mobile
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wireless device for carrying out transactions at automated
banking machines through use of a mobile device without the
use of card.

FIGS. 48 through 52 are flow charts showing a schematic
view of logic carried out in connection with conducting trans-
actions at automated banking machines using mobile devices.

DETAILED DESCRIPTION OF EXEMPLARY
EMBODIMENTS

Referring now to the drawings and particularly to FIG. 1,
there is shown therein an exemplary embodiment of an auto-
mated banking machine generally indicated 10. In the exem-
plary embodiment automated banking machine 10 is a drive
up machine, however the features described and claimed
herein are not necessarily limited to machines of this type.
The exemplary machine includes a housing 12. Housing 12
includes an upper housing area 14 and a secure chest area 16
in a lower portion of the housing. Access to the chest area 16
is controlled by a chest door 18 which when unlocked by
authorized persons in the manner later explained, enables
gaining access to the interior of the chest area.

The exemplary machine 10 further includes a first fascia
portion 20 and a second fascia portion 22. Each of the fascia
portions is movably mounted relative to the housing as later
explained, which in the exemplary embodiment facilitates
servicing.

The machine includes a user interface generally indicated
24. The exemplary user interface includes input devices such
as a card reader 26 (shown in FIG. 3) which is in connection
with a card reader slot 28 which extends in the second fascia
portion. Other input devices of the exemplary user interface
24 include function keys 30 and a keypad 32. The exemplary
machine 10 also includes a camera 34 which operates as an
image capture device and which also may serve as an input
device for biometric features and the like. The exemplary user
interface 24 also includes output devices such as a display 36.
Display 36 is viewable by an operator of the machine when
the machine is in the operative condition through an opening
38 in the second fascia portion 22. Further output devices in
the exemplary user interface include a speaker 40. A head-
phone jack 42 also serves as an output device. The headphone
jack may be connected to aheadphone provided by a user who
is visually impaired to provide the user with voice guidance in
the operation of the machine. The exemplary machine further
includes a receipt printer 44 (see FIG. 3) which is operative to
provide users of the machine with receipts for transactions
conducted. Transaction receipts are provided to users through
a receipt delivery slot 46 which extends through the second
fascia portion. Exemplary receipt printers that may be used in
some embodiments are shown in U.S. Pat. No. 5,729,379 and
U.S. Pat. No. 5,850,075, the entire disclosures of which are
incorporated by reference herein. It should be understood that
these input and output devices of the user interface 24 are
exemplary and in other embodiments, other or different input
and output devices may be used.

Inthe exemplary embodiment the second fascia portion has
included thereon a deposit envelope providing opening 48.
Deposit envelopes may be provided from the deposit enve-
lope providing opening to users who may place deposits in the
machine. The second fascia portion 20 also includes a fascia
lock 50. Fascia lock 50 is in operative connection with the
second fascia portion and limits access to the portion of the
interior of the upper housing behind the fascia to authorized
persons. In the exemplary embodiment fascia lock 50 com-
prises a key type lock. However, in other embodiments other
types of locking mechanisms may be used. Such other types
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of'locking mechanisms may include for example, other types
of mechanical and electronic locks that are opened in
response to items, inputs, signals, conditions, actions or com-
binations or multiples thereof.

The exemplary machine 10 further includes a delivery area
52. Delivery area 52 is in connection with a currency dis-
penser device 54 which is alternatively referred to herein as a
cash dispenser, which is positioned in the chest portion and is
shown schematically in FIG. 3. For purposes hereof, a cash
dispenser shall be deemed to include any device that causes
stored currency such as coins and/or currency bills that are
stored in the machine to be made available externally of the
machine so that they may be taken by machine users. The
delivery area 52 is a transaction area on the machine in which
currency sheets are delivered to a user. In the exemplary
embodiment the delivery area 52 is positioned and extends
within a recessed pocket 56 in the housing of the machine.

Machine 10 further includes a deposit acceptance area 58.
Deposit acceptance area is an area through which deposits
such as deposit envelopes to be deposited by users are placed
in the machine. The deposit acceptance area 58 is in operative
connection with a deposit accepting device positioned in the
chest area 16 of the machine. Exemplary types of deposit
accepting devices are shown in U.S. Pat. No. 4,884,769 and
U.S. Pat. No. 4,597,330, the entire disclosures of which are
incorporated herein by reference.

In the exemplary embodiment the deposit acceptance area
serves as a transaction area of the machine and is positioned
and extends within a recessed pocket 60. It should be under-
stood that while the exemplary embodiment of machine 10
includes an envelope deposit accepting device and a currency
sheet dispenser device, other or different types of transaction
function devices may be included in automated banking
machines. These may include for example, check and/or
money order accepting devices, ticket accepting devices,
stamp accepting devices, card dispensing devices, money
order dispensing devices and other types of devices which are
operative to carry out transaction functions.

In the exemplary embodiment the machine 10 includes
certain illuminating devices which are used to illuminate
transaction areas, some of which are later discussed in detail.
First fascia portion 20 includes an illumination panel 62 for
illuminating the deposit envelope providing opening. Second
fascia portion 22 includes an illumination panel 64 for illu-
minating the area of the receipt delivery slot 46 and the card
reader slot 28. Further, an illuminated housing 66 later dis-
cussed in detail, bounds the card reader slot 28. Also, in the
exemplary embodiment an illuminating window 68 is posi-
tioned in the recessed pocket 56 of the delivery area 52. An
illuminating window 70 is positioned in the recessed pocket
60 of the deposit acceptance area 58. It should be understood
that these structures and features are exemplary and in other
embodiments other structures and features may be used.

As schematically represented in FIG. 3, the machine 10
includes one or more internal computers. Such internal com-
puters include one or more processors. Such processors may
be in operative connection with one or more data stores. In
some embodiments processors may be located on certain
devices within the machine so as to individually control the
operation thereof. Examples such as multi-tiered processor
systems are shown in U.S. Pat. No. 6,264,101 and U.S. Pat.
No. 6,131,809, the entire disclosures of which are incorpo-
rated herein by reference.

For purposes of simplicity, the exemplary embodiment will
be described as having a single controller which is alterna-
tively referred to herein as a computer, which controls the
operation of devices within the machine. However it should
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be understood that such reference shall be construed to
encompass multicontroller and multiprocessor systems as
may be appropriate in controlling the operation of a particular
machine. InFIG. 3 the controller is schematically represented
72. Also as schematically represented, the controller is in
operative connection with one or more data stores 78. Such
data stores in exemplary embodiments are operative to store
program instructions, values and other information used in
the operation of the machine. Although the controller is sche-
matically shown in the upper housing portion of machine 10,
it should be understood that in alternative embodiments con-
trollers may be located within various portions of the auto-
mated banking machine.

In order to conduct transactions the exemplary machine 10
communicates with remote computers. The remote comput-
ers are operative to exchange messages with the machine and
authorize and record the occurrence of various transactions.
This is represented in FIG. 3 by the communication of the
machine through a network with a bank 78, which has at least
one computer which is operative to exchange messages with
the machine through a network. The bank computer is alter-
natively referred to herein as a host. For example, the bank 78
may receive one or more messages from the machine request-
ing authorization to allow a customer to withdraw $200 from
the customer’s account. In an exemplary embodiment the
machine operates to send at least one message including data
corresponding to card dataread from the user’s card as well as
a personal identification number (PIN) and/or other identify-
ing data to the remote computer. The data included in the one
or more messages sent by the machine enables the remote
computer to determine that the user at the machine is an
authorized user who is permitted to conduct the requested
transaction. The remote host computer at the bank 78 will
operate to determine that such a withdrawal is authorized and
will return one or more messages to the machine through the
network authorizing the transaction. After the machine con-
ducts the transaction, the machine will generally send one or
more messages back through the network to the bank indicat-
ing that the transaction was successfully carried out. Of
course these messages are merely exemplary.

Other systems may operate in a manner like that described
in U.S. patent application Ser. No. 13/200,016 filed Sep. 14,
2011, the disclosure of which is incorporated herein by ref-
erence in its entirety. In such systems, an automated banking
machine may be operated in a virtual environment, and the
physical machine is controlled responsive to operation of the
virtual machine.

It should be understood that in some embodiments the
machine may communicate with other entities and through
various networks. For example as schematically represented
in FIG. 3, the machine will communicate with computers
operated by service providers 80. Such service providers may
be entities to be notified of status conditions or malfunctions
of the machine as well as entities that are to be notified of
corrective actions. An example of such a system for accom-
plishing this is shown in U.S. Pat. No. 5,984,178, the entire
disclosure of which is incorporated herein by reference. Other
third parties who may receive notifications from exemplary
machines include entities responsible for delivering currency
to the machine to assure that the currency supplies are not
depleted. Other entities may be responsible for removing
deposit items from the machine. Alternative entities that may
be notified of actions at the machine may include entities
which hold marketing data concerning consumers and who
provide messages which correspond to marketing messages
to be presented to consumers. For example some embodi-
ments may operate in a manner described in U.S. Pat. No.
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7,516,087, the entire disclosure of which is incorporated
herein by reference. Various types of messages may be pro-
vided to remote systems and entities by the machine depend-
ing on the capabilities of the machines in various embodi-
ments and the types of transactions being conducted.

FIG. 4 shows schematically an exemplary software archi-
tecture which may be operative in the controller 72 of
machine 10. The exemplary software architecture includes an
operating system such as for example Microsoft® Windows,
Google® Chrome, IBM OS/2® or Linux. The exemplary
software architecture also includes a machine application
schematically represented 82. The exemplary application
includes the instructions for the operation of the automated
banking machine and may include, for example, an Agilis®
91x application that is commercially available from Diebold,
Incorporated which is a cross vendor software application for
operating automated banking machines. Further examples of
software applications which may be used in some embodi-
ments are shown in U.S. Pat. Nos. 6,289,320 and 6,505,177,
the entire disclosures of which are herein incorporated by
reference.

In the exemplary embodiment middleware software sche-
matically indicated 84 is operative in the controller. In the
exemplary embodiment the middleware software operates to
compensate for differences between various types of auto-
mated banking machines and transaction function devices
used therein. The use of a middleware layer enables the more
ready use of an identical software application on various
types of automated banking machine hardware. In the exem-
plary embodiment the middleware layer may be Involve®
software which is commercially available from a wholly
owned subsidiary of the assignee of the present application.

The exemplary software architecture further includes a
diagnostics layer 86. The diagnostics layer 86 is operative as
later explained to enable accessing and performing various
diagnostic functions of the devices within the machine. In the
exemplary embodiment the diagnostics operate in conjunc-
tion with a browser schematically indicated 88.

The exemplary software architecture further includes a
service provider layer schematically indicated 90. The ser-
vice provider layer may include software such as WOSA XFS
service providers for J/XFS service providers which present a
standardized interface to the software layers above and which
facilitate the development of software which can be used in
conjunction with different types of machine hardware. Of
course this software architecture is exemplary and in other
embodiments other architectures may be used.

As schematically represented in FIG. 4, a controller 72 is in
operative connection with at least one communications bus
92. The communications bus may in some exemplary
embodiments be a universal serial bus (USB) or other stan-
dard or nonstandard type of bus architecture. The communi-
cations bus 92 is schematically shown in operative connection
with transaction function devices 94. The transaction func-
tion devices include devices in the machine which are used to
carry out transactions. These may include for example the
currency dispenser device 54, card reader 26, receipt printer
44, keypad 32, as well as numerous other devices which are
operative in the machine and controlled by the controller to
carry out transactions. In the exemplary embodiment one of
the transaction function devices in operative connection with
the controller is a diagnostic article reading device 96 which
may be operative to read a diagnostic article schematically
indicated 98 which may provide software instructions useful
in servicing the machine. Alternatively and/or in addition,
provision may be made for connecting the bus 92 or other
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devices in the machine computer device 100 which may be
useful in performing testing or diagnostic activities related to
the machine.

Inthe exemplary embodiment of machine 10 the first fascia
portion 20 and the second fascia portion 22 are independently
movably mounted on the machine housing 12. This is accom-
plished through the use of hinges attached to fascia portion
20. The opening of the fascia lock 50 on the first fascia portion
20 enables the first fascia portion to be moved to an open
position as shown in FIG. 5. In the open position of the first
fascia portion an authorized user is enabled to gain access to
a first portion 102 in the upper housing area 14. In the exem-
plary embodiment there is located within the first portion 102
a chest lock input device 104. In this embodiment the chest
lock input device comprises a manual combination lock dial,
electronic lock dial or other suitable input device through
which a combination or other unlocking inputs or articles
may be provided. In this embodiment, input of a proper com-
bination enables the chest door 18 to be moved to an open
position by rotating the door about hinges 106. In the exem-
plary embodiment the chest door is opened once the proper
combination has been input by manipulating a locking lever
108 which is in operative connection with a boltwork. The
boltwork which is not specifically shown is operative to hold
the chest door in a locked position until the proper combina-
tion is input. Upon input of the correct combination the lock-
ing lever enables movement of the boltwork so that the chest
door can be opened. The boltwork also enables the chest door
to be held locked after the activities in the chest portion have
been conducted and the chest door is returned to the closed
position. Of course in other embodiments other types of
mechanical or electrical locking mechanisms may be used. In
the exemplary embodiment the chest lock input device 104 is
in supporting connection with a generally horizontally
extending dividing wall 110 which separates the chest portion
from the upper housing portion. Of course this housing struc-
ture is exemplary and in other embodiments other approaches
may be used.

An authorized servicer who needs to gainaccess to an item,
component or device of the machine located in the chest area
may do so by opening the fascia lock and moving the first
fascia portion 20 so that the area 102 becomes accessible.
Thereafter the authorized servicer may access and manipulate
the chest lock input device to receive one or more inputs,
which if appropriate enables unlocking of the chest door 18.
The chest door may thereafter be moved relative to the hous-
ing and about its hinges 106 to enable the servicer to gain
access to items, devices or components within the chest.
These activities may include for example adding or removing
currency, removing deposited items such as envelopes or
checks, or repairing mechanisms or electrical devices that
operate to enable the machine to accept deposited items or to
dispense currency. When servicing activity within the chest is
completed, the chest door may be closed and the locking lever
108 moved so as to secure the boltwork holding the chest door
in a closed position. Of course this structure and service
method is exemplary and in other embodiments other
approaches may be used.

In the exemplary embodiment the second fascia portion 22
is also movable relative to the housing of the machine. In the
exemplary embodiment the second fascia portion 22 is mov-
able in supporting connection with a rollout tray 112 sche-
matically shown in FIG. 3. The rollout tray is operative to
support components of the user interface thereon as well as
the second fascia portion. The rollout tray enables the second
fascia portion to move outward relative to the ATM housing
thereby exposing components and transaction function
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devices supported on the tray and providing access to a sec-
ond portion 114 within the upper housing and positioned
behind the second fascia portion. Thus as can be appreciated,
when the second fascia portion is moved outward, the com-
ponents on the tray are disposed outside the housing of the
machine so as to facilitate servicing, adjustment and/or
replacement of such components. Further components which
remain positioned within the housing of the machine as the
rollout tray is extended become accessible in the second
portion as the second fascia portion 22 is disposed outward
and away from the housing.

In the exemplary embodiment the rollout tray 112 is in
operative connection with a releasable locking device. The
locking device is generally operative to hold the tray in a
retracted position such that the second fascia portion remains
in an operative position adjacent to the upper housing area as
shown in FIGS. 1, 2 and 3. This releasable locking mecha-
nism may comprise one or more forms of locking type
devices. In the exemplary embodiment the releasable locking
mechanism may be released by manipulation of an actuator
116 which is accessible to an authorized user in the first
portion 102 ofthe upper housing 14. As a result, an authorized
servicer of the machine is enabled to move the second fascia
portion outward for servicing by first accessing portion 102 in
the manner previously discussed. Thereafter, by manipulat-
ing the actuator 116 the second fascia portion is enabled to
move outward as shown in phantom in FIG. 8 so as to facili-
tate servicing components on the rollout tray. Such compo-
nents may include for example a printer or card reader. After
such servicing the second fascia portion may be moved
toward the housing so as to close the second portion 114. Such
movement in the exemplary embodiment causes the rollout
tray to be latched and held in the retracted position without
further manipulation of the actuator. However, in other
embodiments other types of locking mechanisms may be
used to secure the rollout tray in the retracted position. It
should be understood this approach is exemplary and in other
embodiments other approaches may be used.

As best shown in FIG. 7 in which the components sup-
ported in the upper housing are not shown, the delivery area
52 and the deposit acceptance area 58 are in supporting con-
nection with the chest door 18. As such when the chest door
18 is opened, the delivery area 52 and the deposit acceptance
area 58 will move relative to the housing of the machine. The
exemplary embodiment shown facilitates servicing of the
machine by providing for the illumination for the transaction
areas by illumination sources positioned in supporting con-
nection with the rollout tray 112. As best shown in FIG. 6,
these illumination sources 118 are movable with the rollout
tray and illuminate in generally a downward direction. In the
operative position of the second fascia portion 22 and the
chest door 18, the illumination sources are generally aligned
with apertures 120 and 122 which extend through the top of a
cover 124 which generally surrounds the recessed pockets 60
and 56. As shown in FIG. 10, aperture 120 is generally ver-
tically aligned with window 68, and aperture 122 is generally
aligned with window 70. In an exemplary embodiment, aper-
tures 120 and 122 each have a translucent or transparent lens
positioned therein to minimize risk of introduction of dirt or
other contaminants into the interior of the cover 124.

As can be appreciated from FIGS. 6 and 8, when the chest
door 18 is closed and the second fascia portion 22 is moved to
the operative position, the illumination sources 118 are posi-
tioned in generally aligned relation with apertures 120 and
122. As aresult the illumination of the illumination devices is
operative to cause light to be transmitted through the respec-
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tive aperture and to illuminate the transaction area within the
corresponding recessed pocket.

In operation of an exemplary embodiment, the controller
executes programmed instructions so as to initiate illumina-
tion of each transaction area at appropriate times during the
conduct of transactions. For example in the exemplary
embodiment if the user is conducting a cash withdrawal trans-
action, the controller may initiate illumination of the delivery
area 52 when the cash is delivered therein and is available to
be taken by a user. Such illumination draws the user’s atten-
tion to the need to remove the cash and will point out to the
user that the cash is ready to be taken. In the exemplary
embodiment the controller is programmed so that when the
user takes the cash the machine will move to the next trans-
action step. After the cash is sensed as taken, the controller
may operate to cease illumination of the delivery area 56. Of
course these approaches are exemplary.

Likewise, in an exemplary embodiment, if a user of the
machine indicates that they wish to conduct a deposit trans-
action, the controller may cause the machine to operate to
initiate illumination of the deposit acceptance arca 58. The
user’s attention is drawn to the place where they must insert
the deposit envelope in order to have it be accepted in the
machine. In the exemplary embodiment the controller may
operate to also illuminate the illumination panel 62 to illumi-
nate the deposit envelope providing opening 48 so that the
user is also made aware of the location from which a deposit
envelope may be provided. In an exemplary embodiment the
controller may operate to cease illumination through the win-
dow 70 and/or the illumination panel 62 after the deposit
envelope is indicated as being sensed within the machine.

In alternative embodiments other approaches may be
taken. This may include for example drawing the customer’s
attention to the particular transaction area by changing the
nature of the illumination in the recessed pocket to which the
customer’s attention is to be drawn. This may be done for
example by changing the intensity of the light, flashing the
light, changing the color of the light or doing other actions
which may draw a user’s attention to the appropriate trans-
action area. Alternatively or in addition, a sound emitter,
vibration, projecting pins or other indicator may be provided
for visually impaired users so as to indicate to them the
appropriate transaction area to which the customer’s attention
is to be drawn. Of course these approaches are exemplary and
in other embodiments other approaches may be used.

As previously discussed the exemplary embodiment of
machine 10 is also operative to draw a user’s attention at
appropriate times to the card reader slot 28. Machine 10 also
includes features to minimize the risk of unauthorized inter-
ception of card data by persons who may attempt to install a
fraud device such as an unauthorized card reading device on
the machine. As shown in FIG. 9, the exemplary card slot 28
extends through a card slot housing 66 which extends in
generally surrounding relation of the card slot. It should be
understood that although the housing 66 generally bounds the
entire card slot, in other embodiments the principles
described herein may be applied by bounding only one or
more sides of a card slot as may be appropriate for detecting
unauthorized card reading devices. Further, it should be
understood that while the exemplary embodiment is
described in connection with a card reader that accepts a card
into the machine, the principles being described may be
applied to types of card readers that do not accept a card into
the machine, such as readers where a user draws the card
through a slot, inserts and removes a card manually from a
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slot, bringing a card or a card containing device that can
communicate wirelessly in proximity to a reading device and
other card reading structures.

In the exemplary embodiment the housing 66 includes a
plurality of radiation emitting devices 126. The radiation
emitting devices emit visible radiation which can be per-
ceived by a user of the machine. However, in other embodi-
ments the radiation emitting devices may include devices
which emit nonvisible radiation such as infrared radiation, but
which nonetheless can be used for sensing the presence of
unauthorized card reading devices adjacent to the card slot. In
the exemplary embodiment the controller operates to illumi-
nate the radiation emitting devices 126 at appropriate times
during the transaction sequence. This may include for
example times during transactions when auser is prompted to
input the card into the machine or alternatively when a user is
prompted to take the card from the card slot 28. In various
embodiments the controller may be programmed to provide
solid illumination of the radiation emitting devices or may
vary the intensity of the devices as appropriate to draw the
user’s attention to the card slot.

In the exemplary embodiment the card slot housing 66
includes therein one or more radiation sensing devices 128.
The radiation sensing devices are positioned to detect
changes in at least one property of the radiation reflected from
emitting devices 126. The sensing devices 128 are in opera-
tive connection with the controller. The controller is operative
responsive to its programming to compare one or more values
corresponding to the magnitude and/or other properties of
radiation sensed by one or more of the sensors, to one or more
stored values and to make a determination whether the com-
parison is such that there is a probable unauthorized card
reading device installed on the fascia of the machine. In some
embodiments the controller may be operative to execute
fuzzy logic programming for purposes of determining
whether the natures of the change in reflected radiation or
other detected parameters are such that there has been an
unauthorized device installed and whether appropriate per-
sonnel should be notified.

FIG. 10 shows a side view of the housing 66. An example
of'a fraud device which comprises unauthorized card reading
device 130 is shown attached externally to the housing 66.
The unauthorized card reading device includes a slot 132
generally aligned with slot 128. The device 130 also includes
a sensor shown schematically as 134 which is operative to
sense the encoded magnetic flux reversals which represent
data on the magnetic stripe of a credit or debit card. As can be
appreciated, an arrangement of the type shown in FIG. 10
enables the sensor 134 if properly aligned adjacent to the
magnetic stripe of a card, to read the card data as the card
passes in and out of slot 128. Such an unauthorized reading
device may be connected via radio frequency (RF) or through
inconspicuous wiring to other devices which enable intercep-
tion of the card data. In some situations criminals may also
endeavor to observe the input of the user’s PIN corresponding
to the card data so as to gain access to the account of the user.

As can be appreciated from FIG. 10 the installation of the
unauthorized card reading device 130 changes the amount of
radiation from emitting devices 126 and that is reflected or
otherwise transmitted to the sensors 128. Depending on the
nature of the device and its structure, the amount or other
properties of radiation may increase or decrease. However, a
detectable change will often occur in the magnitude or other
properties of sensed radiation between a present transaction
and a prior transaction which was conducted prior to an
unauthorized card reading device being installed. Of course
the sensing of the magnitude of radiation is but one example
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of a property of radiation that may be sensed as having
changed so as to indicate the presence of an unauthorized
reading device.

FIG. 11 demonstrates an exemplary simplified logic flow
executed by a controller for detecting the installation of an
unauthorized card reading device. It should be understood
that this transaction logic is part of the overall operation of the
machine to carry out transactions. In this exemplary logic
flow the machine operates to carry out card reading transac-
tions in a normal manner and to additionally execute the
represented steps as a part of such logic each time a card is
read. From an initial step 136 the controller in the machine is
operative to sense that a card is in the reader within the
machine in a step 138. Generally in these circumstances the
controller will be operating the radiation emitting devices 126
as the user has inserted their card and the card has been drawn
into the machine. In this exemplary embodiment the control-
ler continues to operate the radiation emitting devices and
senses the radiation level or levels sensed by one or more
sensors 128. This is done in a step 140.

The controller is next operative to compare the signals
corresponding to the sensed radiation levels to one or more
values in a step 142. This comparison may be done a number
ofways and may in some embodiments execute fuzzy logic so
as to avoid giving false indications due to acceptable condi-
tions such as a user having the user’s finger adjacent to the
card slot 28 during a portion of the transaction. In the case of
a user’s finger for example, the computer may determine
whether an unauthorized reading device is installed based on
the nature, magnitude and changes during a transaction in
sensed radiation, along with appropriate programmed weigh-
ing factors. Of course various approaches may be used within
the scope of the concept discussed herein. However, based on
the one or more comparisons in step 142 the controller is
operative to make a decision at step 144 as to whether the
sensed value(s) compared to stored value(s) compared in step
142 have a difference that is in excess of one or more thresh-
olds which suggest that an unauthorized card reading device
has been installed.

Ifthe comparison does not indicate a result that exceeds the
threshold(s) the transaction devices are run as normal as
represented in a step 146. For example, a customer may be
prompted to input a PIN, and if the card data and PIN are
valid, the customer may be authorized to conduct a cash
dispensing transaction through operation of the machine. Fur-
ther in the exemplary embodiment, the controller may operate
to adjust the stored values to some degree based on the more
recent readings. This may be appropriate in order to compen-
sate for the effects of dirt on the fascia or loss of intensity of
the emitting devices or other factors. This is represented in a
step 148. In step 148 the controller operates the machine to
conduct transaction steps in the usual manner as represented
in a step 150.

Ifin step 144 the difference between the sensed and stored
values exceeds the threshold(s), then this is indicative that an
unauthorized card reading device may have been installed
since the last transaction. In the exemplary embodiment when
this occurs, the controller is operative to present a warning
screen to the user as represented in a step 152. This warning
screen may be operative to advise the user that an unautho-
rized object has been sensed adjacent to the card reader slot.
This may warn a user for example that a problem is occurring.
Alternatively if a user has inadvertently placed innocently
some object adjacent to the card reader slot, then the user may
withdraw it. In addition or in the alternative, further logic
steps may be executed such as prompting a user to indicate
whether or not they can see the radiation emitting devices
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being illuminated adjacent to the card slot and prompting the
user to provide an input to indicate if such items are visible.
Additionally or in the alternative, the illuminating devices
within the housing 66 may be operative to cause the emitting
devices to output words or other symbols which a user can
indicate that they can see or cannot see based on inputs
provided as prompts from output devices of the machine. This
may enable the machine to determine whether an unautho-
rized reading device has been installed or whether the sensed
condition is due to other factors. It may also cause a user to
note the existence of the reading device and remove it. Of
course various approaches could be taken depending on the
programming of the machine.

If an unauthorized reading device has been detected, the
controller in the exemplary embodiment will also execute a
step 154 in which a status message is sent to an appropriate
service provider or other entity to indicate the suspected
problem. This may be done for example through use of a
system like that shown in U.S. Pat. No. 5,984,178 the entire
disclosure of which is herein incorporated by reference.
Alternatively messages may be sent to system addresses in a
manner like that shown in U.S. Pat. No. 6,289,320 the entire
disclosure of which is also herein incorporated by reference.
In a step 156 the controller will also operate to record data
identifying for the particular transaction in which there has
been suspected interception of the card holder’s card data. In
addition or in the alternative, a message may be sent to the
bank or other institution alerting them to watch for activity in
the user’s card account for purposes of detecting whether
unauthorized use is occurring. Alternatively or in addition,
some embodiments may include card readers that change, add
or write data to a user’s card in cases of suspected intercep-
tion. Such changed data may be tracked or otherwise used to
assure that only a card with the modified data is useable
thereafter. Alternatively or in addition, in some embodiments
the modified card may be moved in translated relation, moved
irregularly or otherwise handled to reduce the risk that modi-
fied data is intercepted as the card is output from the machine.
Of course these approaches are exemplary of many that may
be employed.

In the exemplary embodiment the machine is operated to
conduct a transaction even in cases where it is suspected that
an unauthorized card reading device has been installed. This
is represented in a step 158. However, in other embodiments
other approaches may be taken such as refusing to conduct the
transaction. Other steps may also be taken such as capturing
the user’s card and advising the user that a new one will be
issued. This approach may be used to minimize the risk that
unauthorized transactions will be conducted with the card
data as the card can be promptly invalidated. Of course other
approaches may be taken depending on the programming of
the machine and the desires of the system operator. In addi-
tion while the fraud device shown is an unauthorized card
reading device, the principles described may also be used to
detect other types of fraud devices such as for example false
fascias, user interface covers and other devices.

In some embodiments additional or alternative features and
methods may be employed to help detect the presence of
unauthorized card reading devices or other attempted fraud
devices in connection with the machine. For example in some
embodiments an oscillation sensor may be attached to the
machine to detect changes in frequency or vibration that
result from the installation of unauthorized devices on the
machine. FIG. 10 shows schematically an oscillator 127
attached to the interior surface of the machine fascia. Oscil-
lator 127 may be operative responsive to the controller and
suitable vibration circuitry to impart vibratory motion to the
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fascia in the vicinity of the card reader slot. A sensor 129 is in
operative connection with the fascia and is operative to sense
at least one parameter of the motion imparted to the fascia by
the oscillator 127. Although oscillator 127 and sensor 129 are
shown as separate components, it should be understood that
in some embodiments the functions of the components may
be performed by a single device.

The sensor 129 is in operative connection with the control-
ler of the machine through appropriate circuitry. The control-
ler selectively activates the oscillator and the sensor 129 is
operative to sense the resulting movement of the fascia caused
by the oscillation. The installation of an unauthorized card
reading device or other fraud device on the machine will
generally result in a change in at least one property being
sensed by the sensor 129. This may include changes in ampli-
tude, frequency or both. Alternatively or in addition, some
embodiments may provide for the oscillator to impart vibra-
tion characteristics of various types or vibratory motion
through a range of frequencies and/or amplitudes. Sensed
values for various oscillatory driving outputs may then be
compared through operation of the controller to one or more
previously stored values. Variances from prior values may be
detected or analyzed through operation of the controller and
notifications given in situations where a change has occurred
which suggests the installation of an unauthorized device.

In some embodiments the controller may cause the oscil-
lator and sensor to operate periodically to sense for installa-
tion of a possible unauthorized device. Alternatively, the con-
troller may cause such a check to be made during each
transaction. Alternatively in some embodiments, oscillation
testing may be conducted when a possible unauthorized
device is detected by sensing radiation properties. The con-
troller can operate to take various actions in response to
sensing a possible unauthorized reading device through
vibration, radiation, or both. For example, detecting a pos-
sible fraud device by both radiation and oscillation may war-
rant taking different actions than only detecting a possible
fraud device through only one test or condition.

In some embodiments the controller may be programmed
to adjust the thresholds or other limits used for resolving the
presence of a possible fraud device for responses to changes
that occur over time at the machine. This may include for
example adjusting the thresholds for indicating possible fraud
conditions based on the aging of the oscillator or the sensor.
Such adjustments may also be based on parameters sensed by
other sensors which effect vibration properties. These may
include for example, the fascia temperature, air temperature,
relative humidity and other properties. Of course readings
from these and other sensors may be used to adjust thresholds
of the oscillation sensor, radiation sensor or other fraud
device sensors. Various approaches may be taken depending
on the particular system.

In some embodiments the oscillator may additionally or
alternatively be used to prevent the unauthorized reading of
card reader signals. This may be done for example when the
banking machine has a device which takes a user card into the
machine for purposes of reading data on the card. In such
embodiments the controller may operate to vibrate the area of
the fascia adjacent to the card reader slot when a user’s card
is moving into and/or out of the slot. In such cases the vibra-
tion may be operative to cause the generation of noise or
inaccurate reading by an unauthorized card reading sensor so
as to make it more difficult to intercept the card stripe data
using an unauthorized reading device. In some embodiments
such vibration may also serve to disclose or make more appar-
ent the presence of unauthorized card reading devices. Of
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course these approaches are exemplary and in other embodi-
ments other approaches may be used.

In some exemplary embodiments provision may be made
for detecting the presence of unauthorized input sensing
devices for sensing a user’s inputs through the keypad on the
machine. Such unauthorized input sensing devices may be
used by criminals to sense the PIN input by the user. Detect-
ing unauthorized devices may be accomplished by providing
appropriate sensing devices in or adjacent to the keypad. Such
sensing devices may be operative to detect that a structure has
been placed over or adjacent to the keypad. Such sensors may
be in operative connection with the controller in the machine
or other devices which are operative to determine the prob-
able installation of such an unauthorized input sensing
device. Inresponse to determining the probable installation of
such a device, the controller may be operative in accordance
with its programming to provide notification to appropriate
entities, modify the operation of the machine such as to dis-
able operation or prevent certain operations, or to take other
appropriate actions.

FIG. 12 shows the cross-sectional view of exemplary key-
pad 32. Keypad 32 is shown schematically, and it should be
understood that not all of the components of the keypad are
represented. Keypad 32 includes a plurality ofkeys 250. Keys
250 are moveable responsive to pressure applied by a user’s
finger to provide an input corresponding to alphabetical or
numerical characters. Extending between some of the keys
250 are areas or spaces 252. Extending in spaces 252 are
sensors 254. In the exemplary embodiment the sensors 254
are radiation type sensors, but as previously discussed, in
other embodiments other approaches may be used. Overlying
the sensors 254 is an outer layer 256. In the exemplary
embodiment, layer 256 is translucent or otherwise comprised
of' material so as to partially enable the transmission of radia-
tion from the sensors therethrough.

As represented in FIG. 13, the exemplary sensors 254
include a radiation emitter 258 and a radiation receiver 260.
During operation the radiation emitter is operative to output
radiation that is at least partially reflected from the inner
surface of layer 256. The reflected radiation is received by the
receiver 260. Corresponding electrical signals are produced
by the receiver, and such signals are transmitted through
appropriate circuitry so as to enable the controller to detect
the changes in signals that correspond to probable presence of
an unauthorized reading device.

FIG. 14 is a schematic view of an unauthorized input inter-
cepting device 262 that has been positioned in overlying
relation of a keypad 32. The input intercepting device 262
includes false keys 264 which are moveable and which are
operatively connected to the corresponding keys 250 of the
keypad. In the exemplary embodiment, input intercepting
device 262 includes sensors which are operative to detect
which of the false keys 264 have been depressed by a user.
Because the depression of the false keys is operative to actu-
ate the actual keys 250, the ATM is enabled to operate with the
device 262 in place. Input intercepting device 262 in exem-
plary embodiments may include a wireless transmitter or
other suitable device for transmitting the input signals to a
criminal who may intercept such inputs.

As represented in FIG. 19, the input intercepting device
262 includes portions 267 which extend in the areas 252 in
overlying relation of layer 256. As represented in FIG. 15, the
portion of the input intercepting device extending in overly-
ing relation of the layer 256 is operative to cause a change in
the amount of radiation from the emitter 258 that is reflected
and sensed by the receiver 260 of the sensor. This is because
the overlying portion will have different radiation reflecting
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or absorbing characteristics which will change the radiation
reflective properties of the layer 256 compared to when no
such input intercepting device is present. Thus the installation
of'the unauthorized input intercepting device can be detected.

In some exemplary embodiments the controller may be
operative to sense the level of reflected radiation at the sensors
periodically. This may be done, for example, between trans-
actions when a user is not operating the terminal. This may
avoid giving a false indication that an unauthorized input
intercepting device has been installed when a user is resting a
hand or some other item adjacent to the keypad during a
transaction. Of course in other embodiments sensor readings
can be taken and compared during transactions to prior values
stored in a data store to determine if a change lasting longer
than normal has occurred which suggests that an unautho-
rized input intercepting device has been installed rather than
a user has temporarily placed their hand or some other item
adjacent to the keypad. For example, in some exemplary
embodiments the controller may not resolve that there is a
probable unauthorized input intercepting device on the
machine until a significant change from a prior condition is
detected in the radiation properties adjacent to the keypad on
several occasions both during a transaction and thereafter.
Alternatively or in addition, a controller may be operative to
determine that an improper device has been installed as a
result of changes that occur during a time when no transac-
tions have occurred. Alternatively in other embodiments, the
controller may operate to sense and analyze signals from the
sensors responsive to detecting inputs from other sensors,
such as for example an ultrasonic sensor which senses that a
person has moved adjacent to the machine but has not oper-
ated the machine to conduct a transaction. Of course these
approaches are merely exemplary of many approaches that
may be used.

It should be understood that although in the exemplary
embodiment radiation type sensors are used for purposes of
detection, in other embodiments other types of sensors may
be used. These include, for example, inductance sensors,
capacitance sensors, sonic sensors, RF sensors, or other types
of sensing approaches that can be used to detect the presence
of material in locations that suggest an unauthorized input
intercepting device being positioned adjacent to the keypad.
Further, in some embodiments the controller or other cir-
cuitry associated with the sensors may be operative to make
adjustments for normal changes that may occur at the
machine. These may include, for example, changes with time
due to aging of emitters, the buildup of dirt in the area adja-
cent to the keypad, weather conditions, moisture conditions,
scratching of the surface of the sensing layer, or other condi-
tions which may normally occur. Appropriate programs may
be executed by the controller or other circuitry so as to reca-
librate and/or compensate for such conditions as may occur
over time while still enabling the detection of a rapid change
which is sufficiently significant and of such duration so as to
indicate the probable installation of an unauthorized input
intercepting device. Of course these approaches are exem-
plary of many approaches that may be used.

In other embodiments other or additional approaches to
detecting fraudulent reading or other improper activities may
be used. For example, in some embodiments the fascia of the
banking machine may be subject to observation within a field
of view of one or more imaging devices such as camera 131
schematically represented in FIG. 10. Camera 15 may be in
operative connection with an image capture system of the
type shown in U.S. Pat. No. 6,583,813, the entire disclosure of
which is herein incorporated by reference.
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In some embodiments the controller and/or an image cap-
ture system may be operative to execute sequences of activi-
ties responsive to triggering events that may be associated
with attempts to install or operate fraud devices. For example,
the presence of a person in front of the banking machine may
be sensed through image analysis, weight sensors, sonic
detectors or other detectors. The person remaining in prox-
imity to the machine for a selected period or remaining too
long after a transaction may constitute a triggering event
which is operative to cause the system to take actions in a
programmed sequence. Such actions may include capturing
images from one or more additional cameras and/or moving
image data from one or more cameras from temporary to
more permanent storage. The sequence may also include
capturing image data from the fascia to try to detect tampering
or improper devices. Radiation or vibration tests may also be
conducted as part of a sequence. Notifications and/or images
may also be sent to certain entities or system addresses. Of
course these actions are exemplary.

In some exemplary embodiments the controller of the
machine or other connected computers may be operatively
programmed to analyze conditions that are sensed and to
determine based on the sensed conditions that a fraud device
is installed. Such a programmed computer may be operative
to apply certain rules such as to correlate the repeated sensing
of abnormal conditions with a possible fraud or tampering
condition and to conduct tests for the presence of fraud
devices. Such events may constitute soft triggers for
sequences or other actions to detect and reduce the risk of
fraud devices. Of course these approaches are merely exem-
plary and in other embodiments other approaches may be
used.

In some embodiments the machine may include sensors
adapted to intercept signals from unauthorized card readers or
customer input intercepting devices. For example, some fraud
devices may operate to transmit RF signals to a nearby
receiver operated by a criminal. The presence of such RF
signals in proximity to the machine may be indicative of the
installation of such a device. Such signals may be detected by
appropriate circuitry and analyzed through operation of the
machine controller or other processor, and if it is determined
that it is probable that such a device is installed, programmed
actions may be taken.

For example, in some embodiments suitable RF shielding
material may be applied to or in the fascia to reduce the level
of RF interference from devices within the machine at the
exterior of the fascia. Antennas or other appropriate radiation
sensing devices may be positioned adjacent to or installed on
the fascia. A change in RF radiation in the vicinity of the
fascia exterior may result upon the installation of an unautho-
rized device. The RF signals can be detected by receiver
circuitry, and signals or data corresponding thereto input to a
processor. In some embodiments the circuitry may also deter-
mine the frequency of the radiation sensed to be used in
resolving if it is within the range emitted by legitimate
devices such as cell phones of users operating the machine. In
other embodiments the circuitry may analyze the signals to
determine if they are varying, and the circuitry and/or the
processor may evaluate whether the changes in a signal cor-
respond to the input of a PIN or a card to the machine.

In response to the sensed signal data, the processor may
operate in accordance with its programming to evaluate the
nature and character of the intercepted signals. For example,
if the signals do not correspond to a legitimate source, such as
acell phone, the processor may operate to take actions such as
to wholly or partially cease operation of the machine, capture
images with a camera, and/or notify an appropriate remote
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entity through operation of the machine. Alternatively, the
processor may compare the sensed RF signals to transaction
activity at the machine. Ifthe sensed signals are determined to
be varying in ways that correspond in a pattern or relationship
to card or PIN inputs, for example, the processor may operate
in accordance with its programming to cause the machine or
other devices to take appropriate programmed steps.

In still other exemplary embodiments the processor may be
in operative connection with an RF emitter. The processor
may operate in accordance with its programming to cause the
emitter to generate RF signals that interfere with the detected
signals. This can be done on a continuing basis or alterna-
tively only at times during user operation of the machine
when user inputs are likely to be intercepted. For example, the
processor controlling the emitter may operate the machine or
be in communication with a controller thereof. In such situ-
ations, the processor may operate to control the emitter to
produce outputs at times when a user’s card is moving into or
out of a card slot, and/or when the machine is accepting a
user’s PIN or other inputs. Thus, the emitter may be operative
to produce interfering signals during relatively brief periods
so as to not disrupt RF transmissions for an extended period in
the event an incorrect determination is made and the RF
signals are from a legitimate source.

In some embodiments an emitter may be a type that trans-
mits on a plurality of frequencies intended to disrupt trans-
missions within the expected range of frequencies for a fraud
device. In other embodiments the emitter may be controlled
responsive to the processor to match the frequency or fre-
quencies of suspect signals that have been detected. Of course
these approaches are exemplary of approaches that may be
used. Some example embodiments may use features like
those described in U.S. patent application Ser. No. 13/200,
697 filed Sep. 28, 2011, the disclosure of which is incorpo-
rated herein by reference in its entirety.

In still some other embodiments the risk of interception of
customer inputs to an automated banking machine may be
reduced by using types of input devices that reduce or elimi-
nate user contact with the machine. By reducing such user
contact the possibilities for interception of user inputs may be
reduced. For example in some embodiments the at least one
controller of the automated banking machine may operate
computer executable instructions which comprise eye track-
ing software. Eye tracking software may operate to determine
from visible features of the user’s eyes, where the user is
looking. This may be done in exemplary embodiments by
having infrared or near infrared emitters directed to an area of
the user’s eyes and positioning cameras or other image cap-
ture devices which can detect the reflected radiation from the
user’s eyes. By having such emitters and image capture
devices adjacent to the display of the machine, the at least one
controller in the machine is operative to determine the area on
the display to which the user’s eye or eyes are directed. This
can be accomplished for example using eye tracking software
available from Tobii Technology of Stockholm, Sweden that
is sold under the trademark My Tobii. Of course this is but one
of many commercial products that may be used for this pur-
pose.

In exemplary embodiments the at least one controller in the
machine may be operated to receive inputs such as a user’s
PIN by tracking where an automated banking machine user is
looking. This may be done in an exemplary embodiment by
the controller operating to provide output indicia on the dis-
play that instructs the user to gaze at certain features pre-
sented on the display. For example the display may output
different colored rectangles in the corners thereof. The user
may be prompted to gaze at each of the specific rectangles at
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different times. By detecting the reflected radiation from the
user’s eyes as the user looks at each of the rectangles, the at
least one controller is able to determine where the user is
currently looking.

Thereafter in an exemplary embodiment the user may be
prompted to look at characters or other indicia output on the
screen and to select in sequence the ones which correspond to
the user’s PIN by gazing at each specific one and then blink-
ing. In this way the user can gaze at the indicia corresponding
to each of the characters of the PIN number and select each
character in the proper order by blinking. In some embodi-
ments this may be done by presenting all of the possible
characters on a single output screen through the display while
in other embodiments a subset of characters may be output in
a plurality of different display screens. Further in exemplary
embodiments the display may provide an output such as a star
symbol each time that the user is sensed by the machine as
having selected a character of a PIN number. Of course this is
merely an exemplary approach.

In some exemplary embodiments the display may also
include indicia such as a rectangle which a user can gaze at
after they have input all of the characters of their PIN number.
This provides an input to the machine so that the machine can
then operate to attempt to process a transaction using the
characters that the customer has input. In addition in some
embodiments the at least one controller may cause the display
to output a rectangle or other indicia that a user can select to
reset their PIN inputs. Thus for example, if the user happens
to involuntarily blink in a manner which causes an erroneous
input which does not correspond to a character of their PIN,
the user can correct the error by resetting the inputs and start
over.

In such exemplary embodiments because the movement of
the user’s eyes is not perceptible from vantage points that are
observable by a third party, it is more difficult to intercept the
customer’s PIN input. Further in some embodiments even
micro cameras which are surreptitiously mounted on the
machine would generally not be effective to enable criminals
to determine the user’s PIN inputs based on observation of the
user through the camera.

It should be understood that while this exemplary approach
is described in connection with a user providing a PIN or
other secret code to an automated banking machine, the prin-
ciples may be used for receiving other inputs from banking
machine users. This may include for example enabling users
to provide transaction instructions to the machine. Such trans-
action instructions may include for example selecting trans-
action types and amounts. This may be accomplished in some
embodiments by the at least one controller operating to
present different transaction options as text in rectangles or
other indicia on the screen. The user may operate to select one
of the transaction options by gazing at it and blinking their
eyes. Likewise amounts may be selected by presenting a
representation of the numerical keypad through the display in
response to operation of the controller. The user can then
present inputs corresponding to numerical amounts by gazing
at selected numerals and then blinking. Numerous types of
inputs may be provided in this manner.

Further it is to be understood that while in this exemplary
embodiment the approach of providing inputs has been dis-
cussed as the user gazing at a particular rectangular icon or
other indicia on the screen and then blinking, in other embodi-
ments other approaches may be used. This may include for
example the user providing a machine input by looking at a
particular item of indicia on the screen for more than a pre-
determined time so as to select it. Alternatively selections
may be made through other eye movements such as moving
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the eye in a cross pattern centered on the particular item of
indicia output on the display. Numerous approaches may be
used employing the principles described.

In some exemplary embodiments the machine 10 is pro-
vided with enhanced diagnostic capabilities as well as the
ability for servicers to more readily perform remedial and
preventive maintenance on the machine. This is accom-
plished in an exemplary embodiment by programming the
controller and/or alternatively distributed controllers and pro-
cessors associated with the transaction function devices, to
sense and capture diagnostic data concerning the operation of
the various transaction function devices. In an exemplary
embodiment this diagnostic data may include more than an
indication of a disabling malfunction. In some embodiments
and with regard to some transaction function devices, the data
may include for example instances of speed, intensity, deflec-
tion, vacuum, force, friction, pressure, sound, vibration, wear
or other parameters that may be of significance for purposes
of detecting conditions that may be developing with regard to
the machine and the transaction function devices contained
therein. The nature of the diagnostic data that may be obtained
will depend on the particular transaction function devices and
the capabilities thereof as well as the programming of the
controllers within the machine.

An exemplary embodiment includes an automated banking
machine security arrangement. The automated banking
machine (e.g., ATM) includes a Global Positioning System
(GPS). A machine with GPS can include self-service features
enabling a user of the machine to carry out transactions. As
previously discussed, a machine can include a cash dispenser
permitting a cash withdrawal transaction. As explained in
more detail later, GPS (or some other position indicator) also
enables more efficient servicing of a machine. Systems and
methods related to the monitoring, status, and servicing of
machines may be found in U.S. Pat. No. 5,984,178, the entire
disclosure of which is herein incorporated by reference.

An automated banking machine (or each machine in a
network of machines) can be embedded with a GPS trans-
ceiver. The operation of a GPS is well known and need not be
discussed in detail herein. The GPS module or unit can iden-
tify the geographical position of the machine by using a
coordinate system. For example, the GPS unit can read its
latitude and longitude coordinates with the use of one or more
satellites. A machine with GPS technology allows the
machine to annunciate its location. The machine can emit its
coordinates through a variety of known communication
mechanisms and methods.

In an exemplary arrangement, a machine is provided with
GPS to permit tracking of the machine. The tracking can be
beneficial in maintaining accurate location information on a
plurality of machines, especially if certain machines are
moved during their lifetime. As explained in more detail
herein, tracking can also be used to thwart thieves who are
able to pickup and remove an entire unit.

A GPS unit (including an antenna) can be built into a
machine so that the GPS cannot be dismantled. The GPS can
be connected with a machine in a manner ensuring that the
positional information (i.e., coordinates) of the machine can
continue to be conveyed. For example, critical components of
the GPS (and machine) can be battery backed to enable con-
veyance of the unit’s position. This arrangement permits a
GPS disconnected from its main power source to still have the
ability to accurately obtain from one or more satellites the
machine position. The GPS unit may comprise a satellite
phone.

A computer or controller associated with the machine can
request a reading of location data from the GPS unit. It should
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be understood that for purposes of brevity, herein a “com-
puter” may comprise one or more computers or processors,
whether in a single device or distributed among several
devices. The GPS unit can obtain the machine position coor-
dinates from one or more satellites. The machine computer
can receive the location data from the GPS unit. The machine
can transmit its GPS-obtained position to a service monitor-
ing (or responsible for) the security of the machine. The
security monitoring service center may oversee the monitor-
ing of plural GPS-equipped machines. Communication
between a machine and the security center (which may be the
host computer associated with the machine) can be carried
out in a known manner of communication, including the use
of'a phone line, a proprietary line, a wireless system, a satel-
lite system, a network, an intranet, and/or the Internet. Critical
components in the machine can also be battery backed to
ensure communication with the GPS unit and the security
center. A computer software program operating at the security
center (or in the machine) can be used to determine if the
normally stationary (or fixed) terminal has been improperly
moved.

FIG. 16 shows a shared security/monitoring arrangement
300 for plural machines. The arrangement 300 includes a
satellite 302, machines 304, 306, 308 with respective GPS
units 310, 312, 314, and a security/monitoring center 316. As
previously discussed, the machines 304, 306, 308 can obtain
a GPS reading via the satellite 302 and then transmit the read
data to the security center 316. For example, a GPS reading
may be obtained with a satellite phone which is able to trans-
mit the GPS data to a web site accessible by the security
center computer. The security center 316 can include many
different types of communication devices, including a cell
phone system 318.

A stolen machine having GPS technology enables move-
ment of the stolen machine to be tracked. One or more com-
puters operating in conjunction with a security center enable
the current position of a moving machine to be tracked in real
time. Software operating in a security center computer can be
used to present the individual GPS-reported machine posi-
tions as a simultaneous path of travel. The software can over-
lay the travel path of a stolen machine onto a road map of the
surrounding area. Authorities can be kept informed as to the
route of the tracked machine. The real time overlay map can
also be downloaded (e.g., via the Internet) from the security
center to the authorities (e.g., police). The monitoring
arrangement permits a stolen machine with GPS to be recov-
ered.

The security center can be in operative connection with a
database containing the locations of respective machines
stored in memory. The security center can use a computer
(e.g., a host computer) to compare a received machine GPS
location to the stored location assigned to that particular
machine. If the compared locations do not substantially
match, then the computer can determine that the machine was
stolen and, responsive thereto, cause proper action to be ini-
tiated. The comparison may include a predetermined percent-
age error range to compensate for GPS reading calibrations,
fluctuations, deviations, and other factors. Additional GPS
location data readings and location comparisons may be per-
formed to ensure accuracy before a final determination on
theft is made.

FIG. 17 shows steps in a process of comparing read GPS
location data to stored machine location data. Location data
for a plurality of machines (i.e., ATM #1 to ATM #N) is stored
in a database 320. Stored data 322 includes location data
corresponding to the fixed or assigned location of ATM #1
(e.g., machine 304). Stored data 324 includes location data
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corresponding to the fixed location of ATM #2 (e.g., machine
306). GPS data 326 was obtained using the GPS unit of ATM
#1. The location data in the stored data 322 for ATM #1 is
compared to the GPS location data 326 for ATM #1 by using
a computer 328, which may be in the security center 316. If
the comparison results in a corresponding “Yes” match, then
ATM #1 is determined as secure 330.

However, if the comparison does not resultin a correspond-
ing match, then the security status of ATM #1 is determined as
stolen. Following a “No” match, at least one of the response
actions 332, 334, 336, 338 can be executed, as explained in
more detail later. That is, response to a determination of theft
one or more actions can be initiated, including notifying 332
the authorities about the theft, firing 334 dye packs located in
the stolen machine, tripping 336 an alarm in the stolen
machine, and/or tracking 338 movement of the stolen
machine. It should be understood that a security center 316
can include the database 320 and the computer 328, and cause
commencing of the actions 332, 334, 336, 338. Alternatively,
the database 320 can be remotely located from the security
center 316, yet in operative connection therewith to enable the
security center to request and receive location data from the
database (and store data in the database).

The GPS location analysis performed by the security cen-
ter 316 for a particular machine can be used to cause the firing
of dye packs in that particular machine. FIG. 18 shows the
machine 304 including a secure chest or safe portion 340. The
chest 340 includes a dye pack 342 adjacent to cash 344 in a
currency dispenser 346. The cash 344 may be in a currency
cassette in the currency dispenser 346. The chest 340 also
includes a dye pack 348 adjacent to cash 350 in a cash deposit
bin 352. The cash deposit bin 352 can hold cash that was
deposited by machine users or cash that was not taken fol-
lowing a cash withdrawal transaction. The GPS transceiver
310 and a machine computer 354 are also shown. The com-
puter 354 can cause firing of the dye packs 342, 348. The
computer 354 can be instructed by the security center 316 to
fire the dye packs 342, 348. The example machine 304 further
includes movement sensors 360, 362. Although the GPS unit
310 and the computer 354 are shown in the upper portion 356
of'the housing 358, it should be understood that they may be
situated inside of the secure chest portion 340 of the housing
(e.g., like GPS unit 314).

Different communication methods can be used in carrying
out the determination of whether a machine was stolen. In one
arrangement the machine computer 354 can periodically
obtain a regularly time-based location reading from the GPS
unit 310 (i.e., predetermined reading times). In another
arrangement the computer 354 can continuously receive
updated GPS data from the GPS unit 310. The machine 304
(or the GPS unit 310) can transmit the read GPS location
information to the security center 316. The security center
316 analyzes the transmitted GPS location information (e.g.,
by performing the previously discussed location compari-
sons) to determine if inappropriate movement (e.g., theft)
involving the machine 304 has occurred. As previously dis-
cussed, response actions 332, 334, 336, 338 can also be ini-
tiated via the security center 316.

In another arrangement the machine 304 can use the sen-
sors 360, 362 (e.g., motion detectors) to detect movement
(e.g., tilt, lateral, vertical, and/or horizontal movement) of the
machine 304. The computer 354 is in operative connection
with the sensors 360, 362 to receive information therefrom. In
response to a sensed machine movement, the computer 354
can take action to thwart the suspected theft of the machine
304. For example, the computer 354 can cause the dye packs
342, 348 to be fired. The computer 354 may notify the secu-
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rity center 316 of the sensed machine movement. As previ-
ously discussed, the security center 316 can initiate response
actions 332, 334, 336, 338 to thwart the suspected theft of the
machine.

Alternatively, an analysis of GPS location information can
be used to verify whether or not the sensed machine move-
ment was the result of the machine 304 being illegally moved
from its expected location or because of some other distur-
bance (e.g., an earthquake). In response to a sensor 360, 362
detecting movement of the machine 304, the computer 354
can request a location reading from the GPS unit 310. The
machine 304 transmits the acquired GPS location data 326 to
the computer 328 associated with the security center 316.
Again, the security center 316 can compare (as previously
discussed) the GPS location data 326 to stored location data
372 to determine whether the particular machine 304 (i.e.,
ATM #1) was actually moved from its foundation. Thus, both
movement sensors 360, 362 and GPS 310 can be used
together to accurately determine whether or not a machine
was stolen.

In a further arrangement the plurality of machines 304,
306, 308 each include a wireless cell phone. FIG. 18 shows
the machine 304 including a cell phone system 366. The
computer 354 is in operative connection with the cell phone
366. Each machine can use their cell phone to call the security
center 316, which includes the cell phone system 318. Each
machine is also operative to receive calls from the security
center 316. The security center cell phone system 318 is
operative to simultaneously communicate with plural
machines via their cell phones.

The security center 316 is in operative connection with a
database having memory for storage of cell calling area infor-
mation corresponding to each respective machine cell phone.
The stored cell calling area information can be in previously
discussed database 320 or it can be in a separate cell database.
FIG. 19 depicts an expanded portion of the database 320
showing additional machine information. The previously dis-
cussed stored data 322 corresponding to ATM #1 is also
depicted. For ATM #1 the identity data 370 is stored in cor-
responding relationship with the machine’s location data 372,
cell phone number data 374, and call cell data 376. The
database 320 enables the identity 370 of a machine to be
ascertained via its stored location data 372 or by its stored cell
phone number data 374. Likewise, a machine location 372
can be identified via its cell phone number 374, and vice
versa. That is, in the database 320 each machine cell phone
number is also stored in corresponding relationship with a
respective cell calling area. For example, phone number data
374 is stored in relation with cell data 376.

The cell assigned to a machine can be the call cell in which
that machine is physically located. That is, the assigned cell
can be the cell in which the cell phone (of the fixed machine)
would use to originate a phone call. The stored location data
for a particular machine can be used to determine which cell
is to be assigned to the phone number for that particular
machine. That is, the assigned cell can be based on the stored
(and assigned) location. For example, the cell calling area
which covers the location 372 of ATM #1 can be used as the
cell 376 assigned to ATM #1. Using the stored location data
enables the database to be quickly updated to reflect any
changes in cell areas, cell providers, etc.

It should be understood that some machines may be located
in the same cell calling area. Thus, these machines could be
assigned the same cell data in the database 320. For example,
both ATM #1 and ATM #3 could have the same stored cell
data. Contrarily, a cell in the database may be assigned to only
a single cell phone number because the phone number
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belongs to an isolated distant machine. For example, the cell
data assigned to ATM #2 may be the only instance of that cell
in the entire database 320.

An exemplary security checking operation involving the
cell phone arrangement will now be discussed. A machine
computer 354 causes the machine’s cell phone 366 to peri-
odically call the security center cell phone system 318. The
security center 316 uses the computer 328 (or another com-
puter) to perform an initial analysis of the received call. In an
exemplary embodiment of first level security analysis, the
security center 316 can recognize which machine cell phone
placed the call, such as by using caller ID, etc. The security
center 316 can use this information to learn the cell assigned
to the machine from which the call was made. For example,
the security center 316 can use caller ID to ascertain the phone
number 374 belonging to a call originating from the phone of
the not yet identified machine. By knowing the phone number
374 the security center 316 can use the database 320 to iden-
tify the machine as ATM #1. The security center 316 can
further use the database 320 to determine the cell 376
assigned to ATM #1. Thus, the assigned cell 376 is known.
Next, the security center 316 needs to compare the assigned
cell 376 to the used cell. The security center 316 can obtain
the cell used by the machine phone. Triangulation calcula-
tions or secondary sources may be used in obtaining the cell
in which the call was made. The security center computer 328
can then compare the obtained cell to the cell 376 assigned to
that particular machine 370. If the compared cells do not
match, then it is determined that the cell phone of ATM #1 was
moved out of its assigned cell area 376. The security level for
ATM #1 can be flagged as suspect. Thus, the theft of ATM #1
can be viewed as suspect. In the first level of security analysis,
improper movement of a particular machine can be suspected
via the machine’s cell phone, without using the machine’s
GPS unit. Although ATM #1 was used in the example, it
should be understood that a first analysis can be applied to any
of the machines in the network.

Returning to the exemplary example, following a suspicion
of'theft of ATM #1, the security center 316 can initiate appro-
priate response actions 332, 334, 336, 338 to thwart the sus-
pected theft, as previously discussed. Alternatively, in
response to the suspicion, the security center 316 can begin
another (second) level of security analysis on ATM #1. That
is, a second analysis can be performed before a response
action 332, 334, 336, 338 is initiated by the security center
316. The second analysis can be performed to double check or
validate the suspicion of theft of ATM #1. The second analysis
can be independent from the first analysis. The second analy-
sis can use the GPS unit of ATM #1.

In an exemplary embodiment of second level security
analysis, the security center 316 submits a request to the
suspect ATM #1 asking for an updated GPS reading. The
request can be communicated in a manner previously dis-
cussed, including using cell phone communication. In a man-
ner previously discussed, a machine computer 354 attempts
to obtain an updated reading with its GPS unit 310, and then
transmit the updated reading to the security center 316. The
security center 316 can then compare (as previously dis-
cussed) the updated GPS location data 326 to database loca-
tion data 372 corresponding to the suspect ATM #1. Based on
the location comparison, the security center 316 can deter-
mine whether the suspected theft activity was founded. If an
updated GPS reading is no longer obtainable then this infor-
mation can also be a factor in the determination. Once a
determination is made that the machine was actually illegally
moved (i.e., stolen), then responsive actions such as notifying
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authorities 332, firing dye packs 334, starting an alarm 336,
and/or machine tracking 338 can be initiated to thwart the
theft.

In other security arrangements, the machine does not have
to rely on a security center to perform a determination of
machine movement. In an exemplary embodiment the
machine’s own computer can make the determination.

A machine computer can have a backup battery power
source. Battery sources for computers are known in the art. A
machine computer 354 can have access to location data
locally stored in the machine. For example, the machine data
322 can be stored in ATM #1 or in a security software program
operating in ATM #1. The location data 372 for ATM #1 may
have been previously downloaded to ATM #1 for storage
therein. Thus, the ATM #1 computer 354 itself (instead of the
security center) can run a security computer program to per-
form a comparison of the machine’s assigned location 372 to
the location obtained from the machine’s GPS reading 326. If
the machine computer 354 determines that the locations 372,
326 do not match, then the machine computer 354 can cause
a machine alarm to trip and/or notify the security center (or
other authorities) regarding the theft of the machine. Again,
the security center can cause appropriate response actions
332, 334, 336, 338 to be carried out.

In another security arrangement, motion sensors, GPS, and
a cell phone (or cell phone modem) can be used in combina-
tion to analyze the status of a machine. For example, a
machine GPS unit can periodically or continuously receive
position readings. The GPS unit and cell phone are in opera-
tive connection so that the cell phone can receive GPS data
from the GPS unit (even when the cell phone is in an “off” or
sleep condition). Detected motion of the machine (via a
motion sensor) causes the cell phone to be placed in an “on”
or awakened condition (i.e., turned on). The cell phone when
turned on is programmed to transmit GPS data to a satellite.
The satellite can receive the transmitted data and recognize
the data sender (i.e., the cell phone/machine). The satellite
can then send the GPS information and sender data to a web
site that allows monitoring of the machine’s location. That is,
the web site can be accessible by a security center computer.

It should be understood that various alternative combina-
tions may be used in the exemplary embodiments. For
example, a cell phone can be programmed to receive and
transmit the GPS data. A cell phone can include the GPS
system. Also, while motion is detected, a cell phone can be
periodically turned on (e.g., every minute) to receive and/or
transmit the GPS data. When movement of the machine stops,
so do the transmissions. Furthermore, the cell phone can
bypass the satellite to send the GPS information (and cell
phone/machine 1D data) directly to the web site (or a data-
base). A computer may link the GPS unit and the cell phone.
Alternatively, a GPS satellite phone may be used.

A machine’s alarm can be tripped responsive to reading
GPS data. The alarm can also have a backup battery power
source. An alarm controller in the machine can activate the
alarm in response to the machine’s security computer pro-
gram determining movement of the machine via the GPS
reading (and/or via one or more movement sensors). The
alarm can be audible or silent. A silent alarm can notify a
security center or authorities. An audible alarm can have
different decibel levels. A higher decibel level, which is
uncomfortable to a thief operating the getaway vehicle, may
be used while machine movement is detected. The alarm can
be switched to a lower decibel level when machine movement
is no longer detected, or vice versa. Hence, a machine can
have a plural stage audible alarm. Furthermore, known func-
tions for drawing attention to a stolen machine or cash may
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additionally be used. For example, the GPS can also be asso-
ciated with tripping a cash staining device (e.g., dye packs)
located in the machine.

In a further exemplary embodiment, even if a machine 304
is stolen, the cash in its chest portion 340 (or safe) can be
rendered useless to the thieves. The security system in the
machine can also monitor the sequence that was used to open
the chest 340. The security system, which can include the
computer 354 and a software program operable in the com-
puter, can recognize a normal (or permitted) chest opening
sequence. The security system can also detect a non-normal
(or non-authorized) chest opening sequence. If the chest is not
opened in the proper sequence, then the security system can
act to have cash 344, 350 inside the chest 340 marked in a
manner indicative of stolen cash (e.g., stained/dyed cash).

The software can be programmed to monitor chest opening
sequences. Alternatively, the software can be programmed to
initiate monitoring of a chest opening sequence following a
detection of suspicious (or confirmed) machine movement.

An example of a normal sequence for accessing the cash in
the chest will now be discussed. The predetermined chest
door opening sequence can include a plurality of sequence
events. In the example, the machine is first put into a mainte-
nance mode. Next an unlocking of the chest door occurs. This
may include entering one or more correct combinations. Next
the chest doorhandle is turned to cause an interior lock bolt to
move to unlock the chest door. Then the chest door is pivoted
or swung to an open position to provide access to the chest
interior. It should be understood that the opening of the chest
door may be one of the sequence events. The performing of
certain steps in the sequence can be a prerequisite for later
steps.

Sensors can detect whether a predetermined (normal)
sequence portion was carried out. The sensors can be in
operative connection with the security system computer to
provide feedback to the computer. Again, the security system,
including the computer and sensors, can operate with a
backup power source, such as one or more batteries.

The computer can be informed or recognize when the
machine status condition is in maintenance mode. Sensors
can be used to detect when unlocking of the chest door occurs.
The entering of mechanical or electronic combinations can be
sensed. Sensors can detect when the chest door handle is
turned. Sensors can be positioned adjacent to the handle to
detect movement of the handle. Motion sensors can be posi-
tioned adjacent to the lock bolt work components which (in
the predetermined sequence) would need to move to permit
opening of the chest door. Other sensors can be used to detect
when the chest door was moved from a closed position to an
open position. An example of a lock bolt work arrangement
for an automated banking machine may be found in U.S. Pat.
No. 5,784,973, the entire disclosure of which is herein incor-
porated by reference.

The software operated by the security system computer can
analyze the sensor input to determine if any events or steps in
the normal chest door opening sequence have been bypassed.
The software can compare the sensed (performed) sequence
events to the stored (expected) predetermined sequence steps.
For example, the machine computer can monitor and track
sequence event occurrence. Responsive to the monitoring, the
computer can determine whether all expected sequence
events have occurred. The computer can assign a condition
(e.g., positive or negative) to the chest door opening status.
Therefore, when opening of the chest door is detected, the
computer can conclude whether to fire the dye packs.

In anon-normal chest opening sequence the chest door was
opened, but not in the expected sequence. For example, the
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chest door (or other chest components) may have been drilled
or burnt to enable the chest door to be opened for accessing
the cash. The exemplary machine security system can detect
if a chest bolt was unlocked without the chest door lock first
being unlocked (or other optional prerequisite steps, e.g.,
maintenance mode, combination, code access, etc.). For
example, the security system can detect whether the door
combination was not correctly (or ever) entered, yet the
chest’s interior bolt was moved to an unlocked position. The
security system can also detect whether the chest door was
opened without turning of the door handle. The security sys-
tem can make a determination that unauthorized access was
granted to the chest interior responsive to the door being
opened (or in an unlocked position enabling opening thereof)
out of sequence. The detection of a non normal chest door
opening sequence (or order) can be interpreted as an attack
against the chest (and any cash therein).

In response to a determination of an attack against the
chest, the cash 344, 350 inside the chest 340 can be devalued
by the security system. The chest 340 includes a chest door,
such as previously discussed chest door 18. The chest door in
an open position enables a service person to access devices
and components in the security chest interior. The security
system includes a currency staining system, and a method of
actuating the staining system. For example, the security sys-
tem can include dye packs 342, 348. The dye packs 342, 348
can be located in the chest 340 adjacent to the cash 344, 350.
The security system can cause the dye packs 342, 348 to be
activated (e.g., fired or exploded) to release the dye therefrom.

The security software operating in the machine computer
354 can be programmed to cause the computer 354 to initiate
firing ofthe dye packs 342, 348 in response to a determination
that the door of the chest 340 was opened (or moved) without
following (or completion of) a required sequence (or pattern)
for opening the chest door. That is, dye packs can be triggered
to fire upon unauthorized movement of the chest door. The
computer programming software in the security system can
be read by the computer 354 to determine unauthorized chest
access and initiate an electronic firing of the dye packs.

The machine security system computer may determine that
the door opening sequence is improper prior to the chest door
being opened. Thus, the computer may be programmed to
automatically fire the dye packs when the chest door is still
closed but is detected as being placed in an unlocked condi-
tion. In other programming embodiments firing of the dye
packs may not occur until the chest door is actually opened.
For example, the computer may not determine an improper
sequence until the chest door was actually opened.

In alternative embodiments the computer can issue a warn-
ing of a detected improper chest opening sequence. Such a
warning can be audible or visible (e.g., a display message,
etc.). The warning may be presented in a manner that is
undetectable (silent) to the public, but detectable to an autho-
rized service person. The warning may be presented as a
flashing light at the rear of the machine. The warning may be
presented via a cell phone call to a specific number at a
security center. The warning may be beneficial to an autho-
rized service person who inadvertently generated an out-of-
sequence step. A code can be inputted to the machine to
override or reset the out-of-sequence programming, or dis-
able firing of the dye packs. Entry of the code may be time
based. For example, if the code is not entered within a prede-
termined time period, then override is no longer a valid
option.

Dye released from a dye pack 342, 348 is operative to
deface cash (i.e., currency or money or notes or bills) in a
known manner. The size and amount of dye packs and their
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placement relative to cash in a chest can be strategically
predetermined to ensure optimum devaluing of all the cash in
the chest upon activation of the dye packs.

New machines can be provided with the sequence moni-
toring security system. Existing machines can be retrofit with
the security system. Because the sequence monitoring secu-
rity system can be provided in some machines without need-
ing any additional sensors or alarm grids, it can be easy to
provide a low-cost retrofit. The sequence monitoring security
system may be provided as a backup to normal anti-theft
detection arrangements for machines.

As previously discussed, a machine computer can cause
dye packs to be fired, such as in response to a security soft-
ware program detecting an improper chest opening sequence.
That is, a computer can control operation of the dye packs. As
previously discussed, a computer can also communicate with
the security center computer. Thus, the security center can
directly communicate instructions to the machine computer,
including instructions for the computer to fire the dye packs.
That is, regardless of the monitored security status of a chest
opening sequence, a machine computer can be instructed by
a security center to activate the dye packs at any time. Thus,
dye pack activation can be independent of chest opening
sequence monitoring.

As previously discussed, dye pack activation can be a
response action 334 to machine theft. A security center 316
can use machine GPS information 326 to confirm that a
machine was stolen. Responsive to the confirmation of theft,
the security center 316 can instruct the machine computer 354
to actuate its dye packs 344, 348. Upon the computer 354
receiving the instruction to fire the dye packs 344, 348, the
machine computer can cause the dye packs to be exploded to
stain the cash 344, 350 located within the interior of its chest
340. Thus, the staining of money inside of a machine can be
the result of a positional reading taken with a GPS unit of that
machine.

In another exemplary arrangement, the security center
itself can directly signal machine dye packsto fire. That is, the
security center can fire the dye packs without using the
machine computer. The security center may cause the dye
packs to be activated following a theft confirmation. The
signal from the security center to a dye pack may be
encrypted. A dye pack can have a trigger device (or a deto-
nator) set to fire upon receiving a predetermined frequency or
wave. A radio frequency may be used. The frequency can be
unique to a particular dye pack or a series of dye packs in a
particular machine. The security center can generate and
transmit the frequency. Alternatively, if the security center is
too far from the machine, then the security center can cause
the machine (or another nearby source) to initiate or generate
the triggering frequency.

It should be understood that the scope of the described
concepts for determining whether an automated banking
machine was moved is not limited to the embodiments dis-
closed herein. For example, image recognition, land-based
radar, and sound waves can also be used in determining
whether a machine was stolen. A camera unit can be fixedly
mounted to periodically capture an image of a machine. The
camera unit can transmit the image to a security center. The
security center can have an original image of the machine
stored in a database. The security center can use image rec-
ognition software to compare the image received from the
camera unit to the image in storage. Likewise, data relating to
land based radar and/or sound waves can be used in determi-
nation comparisons. [f compared data does not match, then an
appropriate response action can be initiated by the machine,
as previously discussed. Alternatively, one or more additional
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analyses may be performed to confirm that the machine was
actually stolen. The confirmation analyses may include secu-
rity comparisons already discussed, including comparisons
involving data related to movement sensors, phone cells, and/
or machine GPS.

A machine may need servicing (e.g., transaction function
device malfunction, cash replenishment, low paper supply,
predetermined maintenance, etc.) A machine with GPS pro-
vides a service center (which may comprise the security cen-
ter) the ability to identify the closest service personnel to the
machine. A dispatching program can operate in a service
center computer (or a machine host computer). The service
center can receive both GPS information and a service request
from a machine. The GPS information and service request
may be received in the same transmission packet. The service
center can also receive (e.g., via GPS, address input, phone,
voice, etc.) the current (or latest) locations of service person-
nel inthe field. The dispatching program can determine which
available service person can reach the machine needing ser-
vice the quickest. The program can match service personnel
to service-needing machines for optimum efficiency.

The dispatching program can also use received machine
GPS information to generate optimal directions for the cho-
sen service person to use to reach the machine. The directions
can include the most efficient route. The directions can be
transmitted to the service person in a known manner. The
dispatching program can also operate in real time with regard
to current traffic conditions that may influence the route deci-
sions, and hence the servicer-to-machine matching. Thus, the
chosen servicer may not necessarily be the closest servicer in
distance. In an exemplary embodiment, the servicer is chosen
based on smallest estimated travel time. The use of automated
banking machine GPS allows a servicer to reach a machine in
the quickest manner. The ability to quickly associate the
position of a machine needing servicing with the current
positions of available service personnel results in a more
efficient service dispatch. Machine operating efficiency can
be improved.

In other exemplary embodiments, a machine can signal
what type of servicing is needed. Thus, a servicer may be
chosen based on smallest estimated travel time in conjunction
with the needed skill level of the service person.

It should be understood that the use of GPS for servicing
applies to both fixed and portable (or movable) machines. For
example, a portable machine may be built into a vehicle that
is able to drive to different sporting events, entertainment
venues, etc. The portable machine can be used (e.g., cash
withdrawal transactions, etc.) by users at the events. Again,
the ability to use GPS to quickly analyze or compare the
current position of a portable machine with the current posi-
tions of available service personnel results in a more efficient
service dispatch.

The previously discussed use of GPS enables a machine to
be installed at any location just by plugging it in. Thus, in
alternative embodiments there is no need to keep a database
on where machines are located, because GPS tracking keeps
the security/service center aware of their location, especially
for purposes of servicing. A dynamic database of machine
locations can be established and automatically updated.

The ability to locate a machine’s geographical position can
also be used to enhance the usage security of other automated
transaction machines (e.g., ATMs). An exemplary embodi-
ment combines the signals of a GPS system with a cellular
device (e.g., cell phone) to provide information related to the
geographical location of the cellular device user. That is, the
exemplary embodiment includes the ability to track cellular
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devices using a combination of cellular or GPS/cellular tech-
nology. A cellular device can be equipped with a GPS receiver
and/or transmitter.

For purposes of this disclosure a cell phone shall be
deemed to include a cell phone, PDA, pager or other device
that has audio and/or text communication capabilities. It
should be understood that although a cell phone is used as the
cellular device (or cellular object) in some exemplary
embodiments herein, other cellular devices can likewise be
used. That is, a cellular device need not be limited to a phone.
For example, an object such as a card, key, time piece, wallet,
vehicle, human body, etc. may have cellular technology (and/
or GPS technology) embedded therein or thereon which
allows the location of the object to be ascertained. Cell trian-
gulation is one method to remotely determine the current
location ofa cellular object. Likewise, GPS communication is
one method to remotely determine the current location of an
object having GPS technology (e.g., GPS transmitter and/or
receiver).

An exemplary cellular embodiment includes the ability to
obtain the geographical location of an automated banking
machine (e.g., ATM). As previously discussed, a machine
location can be obtained via an embedded GPS device in the
machine or a database of machine installation locations.
Thus, a machine user’s cell phone location can be compared
with the machine location to determine if the user is an autho-
rized user.

The arrangement can be operated independently or as part
of'a fraud prevention (or security) service to which a machine
cardholder can join. A member in the fraud prevention pro-
gram grants permission for his cell phone’s location to be
known to the provider of the security service whenever his
account (or one of his accounts) is accessed at a machine. The
member provides to the service provider the information
(e.g., cell phone number, cell phone provider, contacts
options, etc.) necessary to set up the service. The service
provider program can be provided by a partnership between a
financial institution (e.g., bank), a transaction processor host,
and one or more cell service providers. Alternatively, the
program can be controlled by a sole proprietor.

Different types of member-selectable contact options are
available. For example, the program can be set up to alert a
member about a transaction that is being requested on his/her
account from a machine which is not within reasonable prox-
imity to his/her cell phone. The service provider notifies the
member via the member’s cell phone that a transaction is
being requested at a particular machine. Another selectable
option can include having the service provider prevent a
transaction request from being carried out when the machine
location and the member’s cell phone location do not sub-
stantially correspond.

An exemplary method of operation of a fraud prevention
service will now be explained with reference to FIG. 22. As
shown, the exemplary system arrangement 400 includes
machines 402, 404, 406, a machine host 410 in communica-
tion with the machines, a cell phone locator system 412 in
communication with the host, and a member’s cell phone
424.

A machine 402 receives user identification data from a
customer. The identification data may be received during a
transaction request. The identification can be in the form of a
name, account number, PIN, code, password, data sequence,
biometric data, or some other information linking a person to
an account. The identification can be input or provided by the
customer to the machine 402, such as from a card or a bio-
metric type of input (iris scan, fingerprint, etc.). For purposes
of this disclosure card data includes data read from a card or
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other object through operation of the machine that can be used
to determine a corresponding financial account. Alterna-
tively, the identification may be determined from some other
customer input or a customer item read by the machine 402.

The machine 402 sends the user identification data to a
computer of the host 410. The host computer can be part of a
host system for a machine network. Each of the machines is in
communication with the host. In some embodiments the host
410 can communicate with other computers outside of the
machine network in carrying out a transaction.

The host 410 can operate to determine the machine loca-
tion from a GPS device in the machine 402. Alternatively the
host 410 can determine the machine location from one or
more databases 414 that includes the locations of the
machines in the network. The host has access to the database
414. The machine can provide its machine ID to the host
during communication with the host. For example, the
machine ID can be sent to the host when the user identifica-
tion data is sent to the host 410. The host can compare a
machine ID to machine IDs in the database to ascertain the
location of a machine. In other arrangements, data obtained
by the host via a GPS device in a machine may first need to be
compared with a database to ascertain the location of the
machine.

The host 410 can also determine the cell phone 424
assigned to the received user identification data. The database
414 links authorized machine users to their cell phones (and
their accounts). For example, the host can compare received
(or determined) account data to account data in the database
414 to ascertain the cell phone assigned to that account.

The host 410 is in operative communication with a cell
phone locator system 412. In some embodiments the cell
phone locator system may comprise a separate computer or
computers and other hardware that is operative to determine
cell phone location, while in other embodiments the cell
phone locator system may comprise software instructions
operative in one or more computers that operate in conjunc-
tion with other functions and determine cell phone location
through communication with other devices or systems. The
host can request the cell phone locator system 412 to provide
the location of the cell phone 424 corresponding to the user.
The host can provide the cell phone locator with a cell phone
number, a cell phone account number, or other information
corresponding to the ascertained cell phone.

The cell phone locator system 412 receives the host request
and determines the current location of the cell phone 424. The
cell phone locator can use cell triangulation to determine the
current location of the cell phone. Alternatively, the cell
phone locator can use a GPS device in the cell phone to
determine the location of the cell phone. For example, the cell
phone may receive a request from the cell phone locator to
report its location. In response to the request, the cell phone
can find its location (or GPS coordinates) using its GPS
receiver. The cell phone then communicates the location data
to the cell phone locator using cellular technology. Alterna-
tively, the cell phone may transmit its location to the cell
phone locator system using (via satellite) GPS technology.
Thus, the cell phone locator system 412 knows the location
(or GPS coordinates) of the cell phone.

The host 410 receives the location of the cell phone from
cell phone locator system 412. Alternatively, the host can
receive (via GPS, RFID, bar code reader, etc.) the location of
the cell phone directly from the cell phone. The host can then
compare the cell phone’s location to the machine’s location.
Ifthe locations correspond, then the received user identifica-
tion data is authenticated. The current machine customer
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(adjacent to the machine) is determined as an authorized user
of the account. The transaction request is approved.

Ifthe locations do not correspond, then the host may oper-
ate in accordance with its programming so that the current
machine customer is denied the ability to perform transac-
tions with that account (corresponding to the received iden-
tification data). That is, a transaction request (and/or use of
the machine) would be denied. The security arrangement
prevents an unauthorized machine user (i.e., a thief) from
using a machine card that was stolen from a service member,
to perform a transaction at the machine involving the mem-
ber’s financial account. Thus, even if a member’s card and
PIN are stolen by a thief, the fraud prevention service can still
prevent unauthorized machine access to funds in the mem-
ber’s bank account. Because of the additional cell phone
security feature, the thief’s use of the machine would be
limited (e.g., card entry, PIN entry, etc.), and would not
include theft of the member’s money.

It should be understood that cell phone and machine loca-
tions are deemed to correspond through operation of the
system based on predetermined variables. Particular vari-
ables can be assigned to particular users of the fraud preven-
tion service. For example, one correspondence may require
that the compared locations be within a predetermined degree
or distance from each other. In another acceptable correspon-
dence arrangement, the machine location may have to be
physically located within the same cell as the cell phone.
Correspondence may also be time sensitive. For example, a
member of the fraud prevention service can have their
account set up such that machine usage is only permitted
during specific times of specific days. Thus, time can be
another factor (or variable) that may have to be met (along
with correspondence between cell phone location and
machine location) before a transaction is authorized. In still
other arrangements, time can be chosen by a member as the
only variable. For example, a member who only needs limited
access to a machine may select their machine access time
period as limited to 9-10 a.m. on Saturday mornings. Any
(fraudulent) attempt to access this person’s account at a
machine outside of this designated time period would be
denied. The fraud prevention system is flexible and enables
users to select and/or change their assigned variables to meet
their particular needs and safety concerns. This may be done
for example by the user establishing the parameters through
correspondence with their financial institution when they
establish the service. Alternatively or in addition the user may
establish and/or change their desired usage parameters
through communication with the bank in connection with an
online banking system. Thus, for example, users who have the
online banking service and the associated secure communi-
cations associated therewith may be given the option to
modify their machine usage parameters through an online
interface which thereafter operates to cause the parameters
for authorized transactions to be changed. In another
example, users who subscribe to mobile banking features
may set or change usage times and perhaps other usage
parameters via their mobile device such as a cell phone.
Alternatively or in addition machines may include program-
ming which enables a user once they have established their
authority to operate the machine to thereafter change or
modify certain user parameters through inputs through the
machine interface. In addition to time, other user changeable
usage parameters may include placing dollar limits on trans-
actions, allowing some transaction types while blocking oth-
ers, and/or setting cumulative hourly, daily, weekly or
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monthly transaction limits. Of course these approaches are
exemplary and in other embodiments other approaches may
be used.

An exemplary system for fraud prevention will now be
explained. A person uses a machine to request a financial
transaction, such as a cash withdrawal transaction request for
$100 from a checking account. The request (along with other
information) is transmitted from the machine to the transac-
tion processor host (which may be the host computer for the
machine network). As previously discussed, the host knows
or can determine the location of the machine from which the
transaction request is being made. The host also knows that
the transaction request is from a particular individual due to
the identification (e.g., an account number on a card) pro-
vided to the machine during the request.

The host analyzes database records corresponding to that
particular individual. The host can determine through execu-
tion of its programmed instructions whether the individual is
amember of the fraud prevention program. If so, then the host
also determines the member’s cell phone provider. This is
done by accessing stored data in at least one data store. The
host requests the current location of the member’s cell phone
from the cell phone provider (or a phone location server
associated therewith). The cell phone provider computer or
computers determines the current location of the member’s
cell phone and then transmits messages including data corre-
sponding to that location back to the host. The host compares
the received cell phone location to the machine location. If the
two locations are within a predetermined range or proximity
of one another, then the transaction requested is determined
safe and can be authorized according to normal transaction
authorization rules in place. However, if the two locations do
not correspond or are not within the predetermined accept-
able proximity, then appropriate fraud notification rules and
procedures can be implemented.

Alternatively or in addition, the location of the user’s cell
phone in proximity to the machine can be determined through
the use of localized communication and positive identifica-
tion of the user’s cell phone. This can be accomplished using
near field communication (NFC), Bluetooth, RFID, RF, IR or
other local communication of data that can identify the user’s
cell phone.

Thus, grant/denial of a machine transaction request involv-
ing a member’s account can be based on that member’s (cur-
rent or real time) location. If it is concluded that the member
is adjacent the machine, then the transaction request is
granted. Otherwise, the transaction request is denied. The
member’s determined location (via the member’s cell phone
location) can be used as another (or secondary) source of user
identification.

A variety of additional fraud notification rules can be
defined (selected) by the member, such as at the time of
service protection enrollment. In a first example, if a member
(e.g., a female) has sole access to her account and she nor-
mally has the cell phone with her, then she may have selected
an option in which the service provider (e.g., bank or host
operating on behalf) denies any transaction request where
there is a mismatch between the machine location and her cell
phone location. With this selected option the member’s cell
phone may receive from the service provider a text message
like “A transaction was just attempted against your account,
but was denied due to location discrepancies between the
machine in question and your cell phone. Please contact us
at . . . for more information.”

In the first example, a machine may be instructed by a host
to capture the inserted card responsive to a determined mis-
match of locations. Further, the host itself may be pro-

10

15

20

25

30

35

40

45

50

55

60

65

36

grammed to notify the police of a potential theft in progress at
the particular machine. This may be done for example
through an automated voice response interface that operates
to cause a synthesized voice message to the police in the
jurisdiction where the transaction is being attempted. Alter-
natively or in addition text messages, e-mail, radio, or other
types of transmission messages to communicate with appro-
priate authorities may be used.

In a second example, a member (e.g., a male) may share
access to an account (such as with a spouse) and it can some-
times happen that the location of the designated cell phone
and a machine location may not coincide. Therefore, the
member may select a notification option which causes the at
least one computer of the service provider to operate to notify
the cell phone holder via a text message on the cell phone that
“A transaction was just requested against your account at the
machine located at Wisconsin and M streets.” Many methods
of informing the holder that they have a text message can be
used. For example, an audible (ring) or vibratory notification
can be used. Additionally, messages other than in text format
(e.g., a voice message, e-mail message, page or other mes-
saging) can be used.

If the location and/or timing of the requested machine
transaction for which notice is given is suspicious to the
member then he can further investigate. For example, he may
call his spouse for verification. If necessary, he can notify the
machine’s bank and/or the police. Alternatively, the host (or
the security service) may be programmed to notify proper
authorities of a potential fraud in progress at the particular
machine. Thus, the scenario is cardholder/fraud prevention-
centric.

In an exemplary embodiment of the security system, a
selectable option permits the cell phone holder to grant per-
mission for the requested machine transaction (e.g., by the
spouse) to be remotely authorized. Permission can be granted
by the security system to allow the machine transaction to
proceed upon receiving one or more messages corresponding
to consent from the designated cell phone. Consent can be
automatically granted upon the system receiving a call from
the designated cell phone to a certain phone number (or code)
within a certain amount of time. For example, a person may
initiate a consent call text message or other communication
after verifying that their spouse is trying to use the machine.
The consent call phone number (or consent code or password)
may also be selectable by a member in some embodiments of
the fraud prevention system. The machine may be instructed
by its host to capture an inserted card responsive to the system
determining a mismatch of locations in combination with no
received consent call or other appropriate response to autho-
rize the machine usage.

It should be understood that in some embodiments there
may be many other detection, notification, and consent
options available. For example, a machine with a camera can
capture an image ofthe current machine user at the time of the
detected discrepancy in locations between the machine and
the cell phone. The captured user image (with or without a
text message) can be sent to the designated cell phone. The
person having the cell phone in their possession can be noti-
fied (via the phone) of the discrepancy and that they have
access to an image of the machine user in question. The cell
phone holder can then view the user image on a display screen
of the cell phone. The image can help the cell phone holder
(e.g., owner) quickly determine whether to grant consent to
the current machine user. This may be done, for example, in
the manner described in U.S. Pat. No. 7,533,805 the disclo-
sure of which is herein incorporated by reference in its
entirety. Thus, consent can be image based. Communication
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and data transfer between the security system and a desig-
nated cell phone can occur in real time or near real time.

Also, in some embodiments more than one cell phone can
be assigned to an account. This may be done, for example, by
associating multiple cell phone numbers, text message num-
bers, e-mail addresses or other predetermined notification
network addresses with an account in at least one database
that is accessible by one or more computers that are operative
to cause notifications to be given. Thus, the host can obtain the
current location of plural cell phones. For example, GPS or
triangulation of cell areas may be used to determine the cell
phones’ location. If the host (or another computer of the
service provider) determines that one of the cell phones is
currently located adjacent to the machine then the transaction
request is permitted. This option enables family members
such as both spouses (who have respective cell phones) to
separately carry out a machine transaction without requiring
service provider notification.

Other methods of communicating between the service pro-
vider and the member may be used in some embodiments. For
example, a personal (human voice) phone call may be made
on behalf of the service provider notifying the service mem-
ber of'the situation involving their account. This may be done
through operation of an automated voice response (AVR)
system in operative connection with one or more computers
s0 as to dial and/or send a simulated voice message to one or
more phones. This may be done in the manner of the incor-
porated disclosure or through other types of devices. Alter-
natively or in addition one or more computers of the service
provider may operate to give notice to a live service person to
make a call to the cell phone of the customer involved. The
service provider can call the cell phone number assigned to
the member causing the cell phone to ring. After the member
answers their cell phone, the service provider can inform the
member of the discrepancy situation. Instead of a live person,
a recorded message can be used for the informing. Other
communication formats can be used. This may include, for
example, IM (instant messaging), text messaging and the like
may be the communications formats used to contact the mem-
ber’s cell phone.

Alternatively, a member’s device other than their cell
phone may be contacted by the service provider. For example,
a notifying e-mail may be sent (by the service provider such
as through automated computer dispatch) to the member’s
work and/or home PC. A voice message may be left on the
member’s home answering machine. Alternatively or in addi-
tion the user may be contacted via pager message, message to
a service to which the user subscribes, for example Twitter™
or other methodology that is operative to provide a user that
reasonably prompt notification.

As discussed, in some embodiments different security lev-
els of fraud detection and member notification can be selected
by the member. For example, a different level of detection
may use cell triangulation in placing the location of a cell
phone instead ot having GPS embedded in the cell phone. The
cell in which the cell phone is deemed present can be com-
pared to the cell in which the machine resides. If the cells
correspond, then the transaction requester is authenticated as
an authorized user of the account. It should be understood that
even further detection and notification procedures may be
available in some embodiments to members of the security
system.

As previously discussed, an exemplary embodiment of the
security system enables authorization (or authentication) of
machine transactions based on the (cellular) location of the
security system member. The authorization can be further
based on GPS location of the machine. The authorization can
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additionally or alternatively be based on local communication
from the user’s cell phone. The exemplary security system
provides additional transaction security to help prevent unau-
thorized machine access to a financial account if it is deter-
mined that the location of the machine from which the
account transaction is being requested substantially differs
from the location of the authorized user of the account. The
location of the machine can be determined via GPS technol-
ogy. The location of the authorized user can be determined via
the location of the user’s cell phone. Also, some other (com-
municator, detectable, or traceable) device (e.g., a computer
chip) normally with (or on or embedded in) the user can
alternatively be used. The location of the cell phone can be
determined via cellular or GPS/cellular technology.

It should be understood that the description of the security
system with regard to automated banking machines is exem-
plary, but is not to be limited thereto. Such a machine is one of
many automated transaction machines in which the security
system can be implemented. Others include point-of-sale
(POS) locations/systems and self-service machines. Like-
wise, the security system can be used with facilities, such as
gas stations. A positive comparison of the gas station (or fuel
pump) GPS location with the purchaser’s cell phone location
grants access to the fuel. Alternatively, a cellular device may
be located in or on a vehicle. When a person requests fuel for
the vehicle, a comparison is made of the vehicle location (e.g.,
cellular location) and gas station location (e.g., GPS loca-
tion).

Additionally, the security system can be used in conjunc-
tion with other transaction facilities, including stores, restau-
rants, etc. The security system can be used where location-
based verification or identification of a person is needed. The
security system helps to reduce or prevent unauthorized use
of'a financial account by determining whether the location at
which the account is trying to be used substantially differs
from the current location of the authorized user of the
account. Again, the security system can be used in conjunc-
tion with POS transactions involving a check, a credit card, a
debit card, a smart card, or some other type of transaction
item. The security arrangement provides an additional layer
of fraud protection with regard to financial transactions.
Because of the reduced risk of fraudulent transactions, mer-
chants and/or credit card companies may give discounts to
paying customers who take part in the security system.

The exemplary security arrangement permits a method to
be carried out including the steps of (a) receiving input with a
machine, where the input corresponds to an account; (b)
determining a current distance of an authorized user of the
account relative to the machine; and (c¢) determining whether
the received input corresponds to the authorized user respon-
sive to the determination in (b). Step (¢) can include deter-
mining whether a current machine customer is authorized
access to the account responsive to a computer comparison of
the current location of the authorized user relative to the
machine. The determination in (¢) can include comparing
machine location to current authorized user location. The
current authorized user location can correspond to location of
a personal item of the authorized user, where (b) includes
determining location of a personal item of the authorized user.
The current authorized user location can correspond to loca-
tion of a cell phone of the authorized user, where (b) includes
determining location of a cell phone of the authorized user.
The cell phone can include a Global Positioning System
(GPS) receiver, where (b) includes determining location of
the cell phone via GPS. The input can correspond to an
account of the authorized user, where (c) includes determin-
ing whether the current machine customer is the authorized
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user. Step (a) can include receiving account data on/from a
card. Step (a) can include receiving biometric input corre-
sponding to an authorized user of the account.

The exemplary security arrangement permits another
method to be carried out including the steps of (a) receiving a
transaction request at an automated transaction machine,
where the transaction request is associated with an account;
(b) determining location of the automated transaction
machine; (c¢) determining at least one location of at least one
authorized user of the account; (d) comparing the location
determined in (b) to the at least one location determined in (¢);
and (e) responsive to a positive comparison in (d), granting
the transaction request received in (a).

The exemplary security arrangement permits a further
method to be carried out including the steps of (a) receiving
customer identification input with an automated transaction
machine; (b) determining a first customer location as location
of the machine, responsive to the input; (c) independent of
(b), determining a second customer location as current loca-
tion of an item on the customer, responsive to the input; (d)
comparing the first and second customer locations; and (e)
responsive to a positive comparison in (d), authorizing a first
customer transaction with the machine. Step (a) can include
receiving customer identification input with a machine
including a currency dispenser, and where (¢) includes deter-
mining location of a cell phone.

The exemplary security arrangement permits another
method to be carried out including the steps of (a) determin-
ing location of a portable communication device affiliated
with an authorized customer responsive to input to an auto-
mated transaction machine; and (b) determining whether the
input corresponds to the authorized customer responsive to
relative location between the device and the machine. The
portable communication device can comprise a cell phone. A
customer of the machine can be authorized a transaction
responsive to location of the cell phone corresponding to
location of the machine. The machine can comprise an ATM.

The exemplary security arrangement permits another
method to be carried out including the steps of (a) determin-
ing location of a cell phone affiliated with an authorized
customer; and (b) authorizing to the customer a transaction
with an automated transaction machine responsive to location
of the cell phone corresponding to location of the machine.

The exemplary security arrangement permits another
method to be carried out including the steps of (a) receiving
input with an automated transaction machine, where the input
is associated with a customer affiliated with an object locat-
able independent of operation of the machine; and (b) autho-
rizing a customer transaction with the machine responsive to
correspondence between location of the object and location
of the machine. The object can comprise a cellular item, a
GPS item, or an RFID item, for example.

The exemplary security arrangement permits another
method to be performed including the steps of (a) receiving
input with an automated transaction machine, wherein the
input is associated with a customer affiliated with a remotely
locatable device; (b) operating at least one computer to deter-
mine location of the device; (c) operating the at least one
computer to determine whether the location of the device
determined in step (b) corresponds to location of the machine;
and (d) responsive to correspondence in step (¢), authorizing
to the customer a transaction with the machine.

The exemplary security arrangement permits another
method to be performed including the steps of (a) receiving
input with an automated transaction machine, wherein the
input is affiliated with a cell phone; (b) operating at least one
computer to determine whether location of the cell phone
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corresponds to location of the machine; and (¢) responsive to
correspondence in step (b), authorizing a transaction with the
machine.

The exemplary security arrangement permits another
method to be performed including the steps of (a) receiving
input with an automated transaction machine from a person
associated with a cell phone; and (b) determining whether the
person is an authorized user of the machine using location of
the cell phone relative to location of the machine.

The exemplary security arrangement can include an appa-
ratus comprising: a system, where the system includes a
plurality of cell phones, at least one computer, a plurality of
cash dispensing machines each having a GPS device, a
machine host in operative communication with and remote
from the machines, and a cell phone locator system in opera-
tive communication with and remote from the host; where the
machine is operative to receive user identification data from a
customer, the host can determine a cell phone ID assigned to
the received user identification data, the host can also deter-
mine location data corresponding to a machine from either a
database or from a GPS device in the machine, the cell phone
locator can determine the current location of a cell phone
corresponding to the cell phone ID responsive to a request
from the host, the cell phone locator can then send the cell
phone’s location data to the host, the host can then compare
the cell phone’s location data to the machine’s location data,
responsive to the comparison the host can either authorize the
customer to perform a transaction at the machine if the loca-
tions correspond or deny the customer from performing a
transaction at the machine if the locations do not correspond.

The exemplary security arrangement can include another
apparatus comprising: at least one automated transaction
machine, where each machine is operative to receive account
information from a customer during a transaction request, and
a host, where the host includes at least one computer, where
the host is in operative communication with the at least one
machine, where the host is operative to determine geographi-
cal location of a transaction request at a machine responsive
to account information received at the machine, where the
hostis operative to determine geographical location of at least
one authorized user corresponding to account information
received at a machine independent from a determination of
geographical location of a transaction request at the machine,
where the host is operative to compare transaction request
geographical location to authorized user geographical loca-
tion, and where the host is operative to determine whether a
machine customer corresponds to the at least one authorized
user. The apparatus can further comprise a cell phone, where
the host is operative to determine geographical location of at
least one authorized user via the cell phone. The cell phone
can include a Global Positioning System (GPS) receiver. The
apparatus can further comprise a cell phone locator system,
where the cell phone locator system is operative to determine
the current location of the cell phone. The host can be in
operative communication with the cell phone locator system,
where the host is in operative to request the cell phone loca-
tion from the cell phone locator system. The cell phone loca-
tor system is operative to provide the current location of the
cell phone to the host. At least one automated transaction
machine comprises at least one automated teller machine
(“ATM”), where each machine includes a currency dispenser,
and where each currency dispenser is operative to dispense
currency from a respective machine. Each machine is opera-
tive to receive account information from a customer during a
transaction request. At least one machine includes a GPS
receiver. The host is operative to determine geographical
location of at least one machine via GPS data. The host is
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operative to compare cell phone location to machine location
to determine whether a current machine customer corre-
sponds to an authorized machine user.

In alternative arrangements, a RFID, NFC or other wireless
output object (each of which is referred to herein as an RFID
object for brevity) can be used instead of or in combination
with cellular and GPS objects. An RFID object can be used to
verify that the current machine user is an authorized user. The
RFID object can be separate from a user card. The RFID
object can be used as another security level for verifying user
authorization. The machine has a RFID reader. The user data
read from the RFID object (tag) is compared to another form
of user identification (user card, user fingerprint, iris scan,
palm vein scan, other biometrics, etc.). The comparing can
take place at the machine, machine host, or security center.
The comparison can be used to determine if the RFID object
1D and user ID correspond. A positive correspondence per-
mits the user to use the machine for transactions. If the
machine is unable to obtain the necessary data from the RFID
object (which is an indication that the RFID object is not
adjacent the machine) then usage of the machine is denied.

The ability to locate a machine’s geographical position can
also be used to provide location-oriented services to the pub-
lic. A service provider (“SP”) can provide the services. The
service provider can comprise or be associated with a previ-
ously discussed security center or service center including
one or more computers. A computer in the machine (or the
GPS system) can convey coordinate location data to the ser-
vice provider. The service provider computer or computers
can operate to store this machine location data in a database
along with other location data corresponding to other
machines. Thus, the database can include the locations of
plural machines, including machines belonging to different
banking networks. The database may also contain location
information for many other locations that may be of public or
private interest. The database may contain data corresponding
to waypoint location information, e.g., stores, food establish-
ments, bank branches, or even dynamic machine-service
vehicle locations.

Machines with GPS capability provide the capability to
reference coordinates for machine-based map generation.
The database can also store map data. A service provider can
use a geographical starting point reference from which to
generate a variety of “how to get there from here” directions,
which may be in the form of a map.

A machine direction-providing service can receive a
request for directions from one or more entities (e.g., a per-
son, computer, machine, etc.). For example, a person at a first
location (e.g., a merchant store, fuel station, restaurant, etc.)
may wish to have directions to the nearest machine. The
direction requester may be a person desiring to use a machine
to perform a financial transaction (e.g., cash withdrawal,
reload a smart card, etc.). Of course the individual may also be
a machine service person needing to locate a malfunctioning
machine.

The system allows a person to provide their current (or best
known) location to the service provider. The current location
may be provided to the service provider in numerous known
ways. From this “current location” information, the location
service can instruct or provide directions to the person on how
to get to the nearest (or desired) machine. The service pro-
vider can also provide directions to the nearest machine
belonging to a requested particular bank or financial institu-
tion (e.g., a bank belonging to the requester’s home banking
network).

The service provider providing the directions can be a
company, person, computer, and/or machine. The service
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provider can communicate with a direction requester via
diverse communication devices and processes. The direction-
providing service can be made available to a direction
requester via a variety of communication devices, such as
PDA, cell phone, Internet, address input, input device
equipped with a GPS receiver, on-line devices, and off-line
devices. Other known transmission processes suitable for
communication may be used, including analog, digital, wire-
less, radio wave, microwave, satellite, and Internet commu-
nication. For example, the service provider may operate one
or more computers to communicate with a person using voice
recognition software and speech software. In another
example, a person can wirelessly transmit their request along
with their current GPS location to the direction-providing
service over the Internet via a hand-held computer or cell
phone. In response, the service can download (e.g., as e-mail,
PDF file, voice mail, instant message, etc.) the requested
directions (e.g., a detailed map) to the hand-held computer. In
afurther example, a cell phone can include a GPS system. The
person can wirelessly transmit their request along with their
current GPS location to the service via the cell phone. For
example, when the cell phone calls a particular phone number
of'the service provider for a directions request, the cell phone
also transmits its current GPS location. Alternatively, the
service provider computer can operate to recognize the cell
phone number via caller ID, match the cell phone’s number to
the cell phone’s GPS system, obtain the cell phone’s current
location from the cell phone’s GPS system, and then transmit
directions to the nearest machine based on the cell phone’s
location. Alternatively, the service provider computer may
provide data corresponding to a machine location or other
data, from which the directions to the machine can be deter-
mined.

FIG. 20 shows one or more computers of a service provider
380 in operative connection with a database 390. The service
provider 380 includes at least one computer 382. The service
provider 380 can simultaneously communicate with and pro-
vide information to plural requesters 384, 386, 388.

The database 390 can store machine location data 392, map
data 394, and additional data 396. Such additional data 396
may be key words or phrases, such as landmark names, points
of interest, street intersections, city sections such as China-
town and Little Italy, etc. For example, a requester may not
know their exact address location but can inform the service
provider (viatheir phone) that they are near the intersection of
19th and M streets. The computer 382 can operate to recog-
nize (such as via voice recognition software) the received
intersection as location information. From the intersection
information the computer 382 can provide the requested
directions. It should be understood that directions can also
contain landmarks, points of interest, street intersections, etc.
For example, by knowing which intersection the requester is
near and the (real time) visual lay out of the city, the service
provider 380 can instruct the requester that the nearest
machine is next to a landmark that is easily visible from the
intersection. Such a landmark may be a well lit (neon) sign, a
bell tower, a pedestrian bridge, etc. Thus, additional stored
data 396 can be used by the service provider computer 382 to
more accurately understand requests and provide locations/
directions to requesters.

An exemplary flowchart of requesting/receiving service is
shown in FIG. 21. The actions performed by the requester and
by the service provider are also shown. In the exemplary
method a requester (e.g., a person) contacts one or more
computers of the service provider (SP).
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The SP operates to acknowledge the contact and provides
at least one message that asks for the person’s PIN or service
access code. The person provides their PIN.

The SP compares the PIN with a list of valid PINs and
determines the PIN acceptable. The level of service associ-
ated with the PIN is obtained. The SP provides at least one
message that provides at least one message that asks for the
person’s current location. The person notifies the SP of their
current location (e.g., an address, notable landmark, etc.).

The SP analyzes (e.g., voice recognition, speech to data
interpretation, etc.) the provided location for best fit location
comprehension. That is, the SP computer operates in accor-
dance with its programming and stored data to recognize the
provided location. The comprehended location may be com-
pared to locations in the database to determine if it is a usable
(valid) location. Ifthe provided location is not usable, then the
SP may ask the person to again provide the location, or more
information may be requested to ensure location accuracy.
For example, the SP may provide synthesized speech which
includes the comprehended location to the person and ask the
person to validate whether the location is correct. Alterna-
tively, a person may take photos in one or multiple directions
which can be wirelessly transmitted and analyzed using
stored images of the area to determine a location. Once a
provided location is deemed valid, then the SP can ask for the
person’s request. In response, the person may request direc-
tions to the nearest available machine.

The SP uses the database information to determine the
shortest available route from the person’s current location to
the nearest machine. The SP generates directions in a format
capable of being received by the person. The format can
match the format in which the request was received. For
example, if the request was made via the person’s cell phone,
then the directions can be provided in a form capable of being
received by the person’s cell phone. The SP provides the
directions to the person. The person receives the directions. It
should be understood that in other arrangements greater or
fewer steps may be carried out, and the order of the steps can
vary.

The person’s request for directions may be selected from a
list of options. For example, options may include press num-
ber 1 for information regarding the nearest machine, press
number 2 for information regarding the nearest fee-free
machine, etc. Once the first option is input then another set of
options may be provided to the person. The second set of
options may relate to the context in which the information
content is to be provided. For example, assuming that the
nearest machine was selected in the first option set, the second
options may include press number 1 for the machine address,
press number 2 for a map to the machine, press number 3 for
an operator to guide you to the machine, etc. Further sets of
options may follow to ensure the desired service. The service
provider can know the level of service available to the
requester based on the provided PIN. Likewise, other infor-
mation (e.g., requester’s home banking network) can corre-
spond to the provided PIN.

The person’s communication device may partake in
obtaining the person’s current location and in notifying the
service of the current location. For example, the person’s
communication device may include GPS. GPS, triangulation
of cell areas, or other approaches may be used to determine
the requester’s (cell phone) location. Also, a person’s request
for directions may be a default request based on the manner of
communication. For example, a service provider may treat
any person calling their phone number as a direction requester
by default. Thus, a person may not have to actually (e.g.,
verbally) request directions, it already being inferred.
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The direction-providing service may be a free service, a
pay-as-you-use service, and/or limited to paid subscribers. A
person may have access to the service as a result of being a
valued customer of a particular bank. For example, a machine
customer that regularly incurs machine transaction fees to the
bank may receive free access to the machine-directing ser-
vice. The bank can provide (or pay for) the service on behalf
of the valued customer.

The level of service may vary with the type of service to
which the person has subscribed. For example, one type of
service may include having a personal assistant stay on a
phone with the person until they correctly and safely reach
their desired machine, while another level of service may
simply provide the street address of the nearest machine.
Features like those described in U.S. patent application Ser.
No. 13/667,274 filed Nov. 2, 2012 which in incorporated
herein by reference in its entirety, may also be used.

In some exemplary embodiments, automated banking
machines may operate to indicate to a user when a machine or
a particular device or transaction normally available through
operation of the machine, is unavailable. Such machines may
operate in accordance with their programming to provide to a
user information that enables the user to locate the nearest
available machine that can carry out a transaction that a user
may wish to conduct. This may be done in some embodiments
by providing outputs from the machine which can be read
through operation of a mobile wireless device. The mobile
wireless device may interpret the outputs from the machine
and utilize the data included in such outputs to provide a user
with information that can be used to locate the nearest avail-
able machine that can conduct the user’s desired transaction.
In some example embodiments, an automated banking
machine that is out of service may provide outputs in the form
of'indicia that can be interpreted by a mobile wireless device.
Thus for example, an automated banking machine may output
visible indicia such as a two-dimensional bar code or QR
code, which includes data which can be interpreted by a
user’s mobile device. This data may be interpreted by a pro-
cessor in the mobile device to provide outputs which indicate
alocation of the nearest automated banking machine which is
available to perform the transaction. Alternatively and/or in
addition, the outputs may be indicative of locations of mul-
tiple machines that are available. In other example embodi-
ments the output data may include directions that a user can
follow to travel from the location of the machine at which the
user is currently present to automated banking machines that
are operational to carry out a user’s desired transaction.

In some embodiments, the output indicia may include suf-
ficient information to provide the user’s mobile device with
information on the location of alternative machines and direc-
tions thereto. In other embodiments, the output indicia may
be usable to link to one or more web sites which can provide
a user’s mobile device with data concerning locations, direc-
tions and other information that a user may find helpful in
deciding to which machine they wish to travel. In addition, in
some alternative arrangements the data that is output through
the display of the machine that is fully or partially opera-
tional, and/or data provided from a remote link such as a web
site, may be able to confirm that each particular machine to
which a user may be directed is currently operational and is
planned to be available to the user so that they do not travel to
the machine and then discover that it is not operational. As can
be appreciated, these principles may be applied not only in
situations where an automated banking machine is not in
service to perform any transactions, but where such a machine
only partially inoperative. For example, a machine may nor-
mally include a bill acceptor through which a user can deposit
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stacks of currency bills. However, if the bill acceptor on a
machine is not operational, the machine may nonetheless be
able to continue to carry out transactions. Outputs from the
machine may indicate to a user that the machine is operational
except for bill accepting transactions. Data output from the
machine may indicate to a user and/or their mobile device the
location of the nearest machine that can accept currency bills.

Of course, it should be understood that while in exemplary
embodiments the data that is output from the automated bank-
ing machine may include visible indicia that can be read
through operation of a camera or similar device on a mobile
wireless device, other embodiments may use other types of
outputs. Such outputs may include wireless communications
in the form of NFC, Bluetooth, infrared or other types of
wireless communications that can provide to a user’s mobile
device the information that can be utilized by a user to find an
alternative machine to carry out the desired transaction.

FIG. 23 shows schematically the system of an exemplary
embodiment that may be operated to minimize the risk of a
user’s financial account being accessed by an unauthorized
person at an automated banking machine. It should be under-
stood that the system is shown schematically and is shown
schematically for purposes of facilitating explanation. The
system shown in FIG. 23 includes automated banking
machines 402, 404 and 406.

The automated banking machines in some embodiments
may be ATMs and in other embodiments other types of bank-
ing machines may be used. The automated banking machines
are connected through one or more networks 408 with one or
more remotely located computers. In the exemplary embodi-
ment, the remote computers include a host computer 410. The
host computer can include one or multiple computers that are
in operative communication with one or more data stores
schematically indicated 414. The exemplary embodiment
further includes one or more other remote computers. This is
schematically represented by a server 416. Server 416 is also
in operative connection with one or more data stores 418.

In the exemplary embodiment, the host computer 410 is in
operative connection with a wireless communication system
schematically indicated 420. Similarly, in this exemplary
embodiment the server 416 is also in operative connection
with a wireless communication system schematically indi-
cated 422. In exemplary embodiments, the wireless commu-
nication system may be operative to provide connections to
achieve communications with cell phones, such as phone 424
schematically shown in FIG. 23. The wireless communica-
tion systems may be in operative connection with one or more
wireless networks. Alternatively or in addition, the wireless
communication networks may be operative to communicate
wirelessly with other devices. This may include in some
embodiments, the capability for communication of GPS data
for tracking cell phones or other wireless devices, as previ-
ously discussed. Alternatively or in addition, the wireless
communication capability may be usable for wireless track-
ing of the automated banking machines or other items.

In the exemplary embodiment, the automated banking
machines may include input devices of the types previously
discussed. This may include, for example, a card reader which
is operative to read data from user cards which correspond to
financial accounts. The automated banking machines may
also include other input devices which have a capability to
provide user identifying data. The exemplary automated
banking machines may also include input devices such as
keypads which are usable to receive manual inputs from
users. This may include, for example, data such as personal
identification numbers (PINs). Keypads may also be used for
receiving transaction amounts or other user-provided inputs.
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It should be understood for purposes of this disclosure that
keypads can include touch screens or other devices that can
receive user selectable inputs.

Exemplary automated banking machines may also include
other input devices such as for example a bar code reader. Bar
code readers may be usable to read for example one-dimen-
sional or multi-dimensional bar codes such as QR codes and
other codes for purposes of determining the data represented
thereby. Of course this is accomplished thorough operation of
one or more banking machine computers that are included in
each of the automated banking machines. Further in some
exemplary embodiments, image capture devices, such as
cameras, may be associated with or mounted near or within
each of the automated banking machines. The image capture
devices may operate in connection with one or more comput-
ers and systems having the capabilities described in U.S. Pat.
No. 7,533,805, the entire disclosure of which is herein incor-
porated by reference. Of course these capabilities are exem-
plary and in other embodiments other approaches may be
used.

Inthe exemplary embodiment, the one or more servers 416
can have capabilities like those described in U.S. Pat. No.
7,516,087, the disclosure of which has been herein incorpo-
rated in its entirety. This includes for example, including in
the one or more data stores 418 data which corresponds to
user data and messages or other actions to be presented and/or
taken when a particular user is determined to be requesting a
transaction at a particular machine. This can include for
example, presenting certain specific determined messages to
the particular user based on stored information and/or criteria
associated with that particular user.

In this particular exemplary embodiment, the one or more
server data stores 418 include data corresponding to one or
more predetermined notification network addresses. The net-
work addresses are associated with user data that is received
by the server 416 responsive to a user conducting a transac-
tion at a particular automated banking machine. This network
address data may correspond to one or more ways of com-
municating with the particular user. In exemplary embodi-
ments, these ways of communicating may correspond to com-
munication with a user’s cell phone. This data may include,
for example, address data for calling the particular user’s cell
phone. Alternatively or in addition, the address data may
include data for communicating a text message to the user’s
particular cell phone. Alternatively or in addition, the data
may include an e-mail address at which messages are receiv-
able with the user’s cell phone or other manner for commu-
nicating with the particular user’s cell phone or other mobile
device so as to enable the communication to be provided to
the user during or proximate to the conduct of a particular
transaction at an automated banking machine. Furthermore,
the exemplary embodiment of the one or more servers 416
includes computer executable instructions that are operative
to cause the server to generate message content appropriate
for messages to be communicated to a user’s cell phone or
other mobile device related to particular transaction condi-
tions. Alternatively or in addition, such message generation
capabilities may be associated with other connected comput-
ers and/or the wireless communication system with which the
server 416 is connected.

In the exemplary embodiment, the host system may oper-
ate in a manner like that discussed in the incorporated disclo-
sures to receive messages from an automated banking
machine and to cause a financial transfer related to an account
corresponding to card data on a card that is read for purposes
of carrying out the transaction at the particular machine. Thus
for example, in exemplary embodiments the host 410 may
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receive one or more messages from an automated banking
machine at which a user is requesting a transaction. These
host messages may include data corresponding to card data
which identifies the user and/or their financial account. The
host messages may include data corresponding to a PIN num-
ber or other identifier presented by the user at the banking
machine. The one or more messages sent to the host from the
banking machine may generally also include information
regarding the type of transaction the user wishes to conduct.
This may include, for example, a cash withdrawal from the
automated banking machine. The one or more messages sent
to the host may also include data corresponding to an amount
associated with the transaction that the user wishes to con-
duct. This may include for example, in a cash withdrawal
transaction, a request for $200 to be dispensed from the
banking machine and assessed to a user’s checking account.

In exemplary embodiments the host may operate in accor-
dance with its programming based on data stored in the one or
more data stores, to determine that the card data corresponds
to an authorized user whose account is authorized to carry out
the requested transaction. The host computer may also oper-
ate in accordance with its programming to determine that PIN
number data or other data included with a message corre-
sponds to that which is appropriate for the particular user or
account. This is done based on the host computer operating to
determine that the data included in the message corresponds
to data in the one or more data stores 414. Of course these
approaches are exemplary and other approaches can be used.

The host computer may also determine that the requested
automated banking machine transaction is authorized for the
particular account and/or user, and operates to cause one or
more messages to be sent from the host to the particular
automated banking machine. This may include, for example,
including data in the messages which indicates that the trans-
action is authorized. In response to receiving the messages
from the host, the automated banking machine operates to
carry out the authorized transaction. In this example, this
would include operating a cash dispenser to cause cash stored
in the machine in the requested amount of $200 to be dis-
pensed to a user.

Of course in a situation where the host computer deter-
mines that the transaction is not authorized, then the messages
sent to the automated banking machine will indicate that the
transaction is not to be conducted. In this case, the automated
banking machine may operate to display an appropriate mes-
sage to the user, and will also operate to cancel the transac-
tion. In some embodiments, and based on the messages from
the host to the automated banking machine, the user card may
be returned to the user. In cases where the card is reported
stolen or otherwise the programming of the host indicates the
card is being improperly used, the messages to the automated
banking machine may operate to cause the banking machine
to capture the card. Of course these approaches are exem-
plary.

Furthermore, in exemplary embodiments the automated
banking machine may operate once it has successfully carried
out the authorized transaction, to generate one or more mes-
sages to the host to indicate the successful completion of the
transaction. This may be done through operation of the one or
more banking machine computers included in the machine,
which operate in accordance with their programming to cause
such messages to be sent to the host. The host may operate in
accordance with its programming in response to the data
included in such sent messages to cause a financial transfer
from the user’s account in an amount corresponding to the
cash dispensed. Alternatively, if the automated banking
machine was not able to carry out the transaction (for example
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the cash could not be dispensed), the at least one computer in
the automated banking machine operates to cause one or
more messages to be sent to the host with data indicating that
the authorized transaction could not be carried out. The host
operates in response to such messages from the automated
banking machine to record that the transaction could not be
completed. The host also operates in such circumstances in
accordance with its programming not to charge the user’s
account for the value of the requested transaction. The host
may further operate in accordance with its programming to
cause a notification to be given in appropriate circumstances
of a problem or other situation at the banking machine that
will need to be remedied because the transaction could not be
completed. This might include for example, information that
the transaction was unable to be completed because the auto-
mated banking machine does not contain sufficient cash. The
host may operate in accordance with its programming to give
notice to appropriate service persons to replenish the machine
with cash. Of course these operations and steps are exem-
plary, and in other embodiments other approaches may be
used.

In the system schematically represented in FIG. 23 the
system may operate to provide additional assurance or secu-
rity that a requested transaction at an automated banking
machine has been authorized by the actual owner of the
account. This is accomplished in an exemplary embodiment
by the user being contacted via a cell phone (or other mobile/
portable device) message during the transaction through a
particular network address associated with the cell phone that
they have registered for receiving notifications. In a manner
previously discussed, the cell phone’s contact data can be
associated (linked) in a data store with user identification data
(e.g., account data). The user identification data (or data cor-
responding thereto) can be read by the automated banking
machine. Thus, user data read by the automated banking
machine can be used to access stored contact data for the
correct cell phone.

In one exemplary embodiment, the cell phone operates to
receive a particular message or security data that the user is
required to input to the automated banking machine in order
to have a transaction proceed. The security data can comprise
a code. The received message can include the security data,
which may also be referred to herein as permission, authori-
zation, confirming, consent, approval, identifier, or security
data. User input of the transaction security data (e.g., code) at
the machine is sensed through operation of the at least one
banking machine computer. The code is compared and veri-
fied (determined) as the appropriate (e.g., same) code that was
sent during the transaction to the cell phone that is associated
in a data store with the particular user.

Of course if the user’s card has been stolen, the message
that is sent to the user’s cell phone will alert the actual autho-
rized user that a (fraudulent) transaction is being attempted.
Of course the person (e.g., a thief) attempting unauthorized
use of the automated banking machine will not receive the
provided code. Thus, a fraudulent transaction request will not
be authorized to be carried out even in circumstances where a
thief (i.e., as an operator of the machine) has an authorized
card/ID and PIN number for a particular account.

The exemplary software logic flow carried out through
operation of banking machine computers in the automated
banking machine in a system which has these capabilities is
schematically represented in FIGS. 24 and 25. As can be
appreciated, before a user approaches the automated banking
machine it may be operating in a wait mode. This may
include, for example, outputting particular promotional mes-
sages or other information to attract a user to the machine
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and/or providing instructions to a user on how to commence
a transaction with the machine. In the exemplary embodi-
ment, the machine user may commence a transaction by
inserting or swiping a card which includes data correspond-
ing to the user’s financial account. This is represented sche-
matically in FIG. 24 by a step 426 in which the machine
operates to cause a user’s card to be read. This can be done for
example through operation of a card reader in the machine.

In accordance with the incorporated disclosure, the exem-
plary embodiment of the banking machine computer is opera-
tive to cause to be sent to the server 416 one or more messages
including data corresponding to at least a portion of the read
card data. This is represented in a step 428. Of course as can
be appreciated, the one or more messages to the server 416
may be encrypted or otherwise configured so as to reduce the
risk of unauthorized interception of the data that is exchanged
in the messages between the automated banking machine and
the at least one server 416.

In operation of the automated banking machine in this
exemplary embodiment, the machine then operates in accor-
dance with the software instructions to receive PIN data from
auser. This is represented by a step 430. The user inputs their
PIN number through a keypad or other input device on the
machine. Of course it should be understood that other input
devices for receiving identifying information may be used.
This may include for example biometric inputs, facial recog-
nition inputs, or other inputs that are suitable for identifying
the particular user or their account.

In the exemplary embodiment, the automated banking
machine operates in accordance with its programming to
provide a user with transaction options that the user may
select. These transaction options correspond to transaction
types that the user could conduct at a machine. The embodi-
ment operates to receive from the user one or more inputs
which are indicative of the particular transaction type that the
user wishes to conduct at the machine. This is represented by
step 432. For purposes of this example, it will be presumed
that the user wishes to request a cash withdrawal from their
account, such as their checking account.

Step 434 represented in FIG. 24 corresponds to receipt by
the automated banking machine from the user of the particu-
lar amount associated with the transaction that they wish to
conduct. In this case the amount of the cash withdrawal would
be $200. The automated banking machine operates to receive
through inputs from the user, an indication that this is the
amount of the particular cash withdrawal that the user wishes
to receive. This can be done through a keypad, touch screen,
or other suitable input devices.

In the exemplary embodiment of the system represented in
FIG. 23, the automated banking machine operates responsive
to one or more server messages from the server 416 to provide
a particular output for users that have elected to receive a
service in which additional authorization is required in order
to conduct transactions. This includes in this exemplary
embodiment, responsive to operation of the server 416,
receipt of a message through their designated mobile phone
or other portable device, which indicates the occurrence of a
transaction at an automated banking machine. Further in this
exemplary embodiment, the server operates in the manner
later described in detail to cause to be sent to the mobile
phone, a particular code (or other transaction related identi-
fier) which the user must input/provide to the banking
machine to allow the machine to carry out the requested
transaction.

In some systems, a requirement for additional transaction
authorization may be triggered by the type of transaction
being requested. For example, if a cash withdrawal transac-
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tion is requested and the user card data corresponds in a data
store to a cell phone contact, then a security code may be sent
to the cell phone. Thus, based on the transaction type, the
banking machine can be programmed to additionally expect
or request the machine user (during the transaction) to input
data corresponding to a security code. However, even though
anaccount may be associated with a cell phone, other types of
account transactions (e.g., an account balance request trans-
action) may not necessarily trigger the additional security
steps that include the sending of a security code to a custom-
er’s cell phone followed by user input of the code to the
machine. In such a scenario, the banking machine may be
programmed to not expect any user input of data correspond-
ing to a security code.

In an exemplary embodiment, at least one computer of the
machine is programmed to carry out a transaction, such as a
cash withdrawal/dispensing transaction. The programming
may cause the computer to carry out the transaction in stages.
For example, in a first stage of the transaction the machine
computer causes a reader device (e.g., card reader) to obtain
user identifying data from a user of the machine. In a second
stage of the transaction the computer sends a message to a
remote computer (e.g., server). The message causes cell
phone contact data to be obtained (by the remote computer)
from a data store which associates the cell phone contact data
with the user identifying data. The message also causes a
security code to be sent (through operation of the remote
computer) to the user cell phone which corresponds to the cell
phone contact data. In a third stage of the transaction the
computer receives user inputted data through an input device
of the machine. In a fourth stage of the transaction the
machine computer causes cash to be dispensed, based on the
received user input corresponding to the sent security code.
Of course it should be understood that other transaction
stages/steps can occur between these mentioned stages. For
example, before the fourth stage the machine computer can
cause data corresponding to the inputted data to be sent to the
remote computer for comparison with the security code, and
receive from the remote computer data corresponding to the
comparison result, which the machine computer operates to
use in determining to either allow the transaction to proceed
or to deny the transaction.

In some exemplary embodiments, the code may be a ran-
dom one-time use code that is generated through operation of
the server (or other computer in operative connection with the
server) executing a random character generation program.
The random characters may include in some embodiments,
numbers, letters, symbols, bar codes or other characters or
indicia which are included in a code that otherwise cannot be
predicted in advance, and which the user is required to input
to allow the transaction to proceed. Thus, in the exemplary
embodiment, in step 436 the machine receives from the user
in response to a (message) output through a banking machine
display device, the (same) code that the server caused to be
sent to the user’s mobile device. Of course it should be under-
stood that if the transaction is not being conducted by the
authorized user, then the person conducting the transaction
will not know the required code. Thus, the person will not be
able to input the correct code, and therefore will input an
improper code or no code. Alternatively, in some embodi-
ments the mobile device may include software which resolves
a different code that has a corresponding relationship to the
server generated code, which can be identified when input to
the machine as corresponding to the server generated code.

Furthermore, code entry can be time sensitive. Thus, if the
person operating the automated banking machine does not
input the correct code within a given time period, the machine
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may operate to cancel the transaction and return to its initial
waiting state. The machine may also operate in accordance
with its programming to return the user card to the user.

In the exemplary embodiment, after receiving the code
from the user, the automated banking machine computer
operates in accordance with its programming to send one or
more messages to the server 416. These one or more messages
include data corresponding to at least a portion of the code
that was received from the user. This is represented in step
438. Of course as can be appreciated as in the case with the
other server messages and host messages, such messages may
be appropriately encrypted or otherwise configured to reduce
the risk of interception.

In the exemplary embodiment, the server operates in the
manner hereafter explained to determine if the user-inputted
data (corresponding to the code) that was sent by the auto-
mated banking machine to the server in step 438, corresponds
to the (same) code that the server generated and caused to be
sent to the user’s mobile device. The server operates in
response to this determination to send to the automated bank-
ing machine, one or more messages with data which indicates
whether the user-inputted data corresponds to the data (code)
that was included in the one or more messages sent to the cell
phone. Machine receipt of these messages is represented by a
step 440 in FIG. 25.

In a step represented 442, the automated banking machine
computer operates in accordance with its programming to
determine from the one or more messages received in step
440 whether the data included therein indicates that the trans-
action should proceed. If the server determined that the trans-
action should not proceed, the banking machine computer
operates in accordance with its programming to return the
user’s card. This is represented in a step 444. The machine
also operates to cancel the transaction as represented in step
446. However, as can be appreciated, a record of the transac-
tion may be recorded and stored in the machine, at the server
or in other connected computers so as to provide data usable
to determine whether there is a pattern of possible fraudulent
activity related to a particular card. After canceling the trans-
action, the machine then returns to its waiting state to begin
another transaction.

In the exemplary embodiment, if the one or more messages
received by the machine from the server indicates that the
transaction should proceed, then the automated banking
machine operates in accordance with its programming to send
one or more messages to the host 410. These one or more
messages may be of the type previously discussed, which
include data corresponding to the card data, identifying infor-
mation such as the PIN, transaction type, and amount. The
sending of such one or more messages to the host is repre-
sented by step 448. Therefore, after performing the additional
security process, the machine can communicate with the host
to carry out the transaction process. As later described, part of
the transaction process may occur while the additional secu-
rity process is being carried out.

The host operates in response to the receipt of the messages
from the automated banking machine to determine if the card
data corresponds to an authorized financial account and
whether the account is authorized to perform the transaction
in the amount requested. The host also operates to cause to be
determined whether the PIN number or other identifying data
corresponds to a particular authorized user that is permitted to
conduct a transaction on the account. Based on this determi-
nation, the host operates to send one or more messages to the
machine which includes data corresponding to whether the
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transaction should be allowed to proceed. These host mes-
sages are received by the automated banking machine as
represented in a step 450.

The banking machine computer then operates in accor-
dance with its programming to determine if the messages
received from the host indicate that the transaction is autho-
rized by the host. This is represented in a step 452. If the data
included in the one or more messages from the host indicate
the transaction is not authorized, the banking machine will
operate in accordance with its programming to return the
user’s card. This is represented in step 454. The machine will
also cancel the transaction as represented in step 456. In the
exemplary embodiment, the machine will then return to the
waiting state for another transaction. Of course it should be
understood that in some embodiments the one or more mes-
sages returned by the host may indicate that the user’s card is
to be captured, additional images are to be taken of the user,
or other activities are to be conducted through operation of the
one or more banking machine computers. The steps taken
depend on the particular programming of the system and the
content of the particular messages received from the host
computer. It should be understood that the steps described are
exemplary and in other embodiments other steps or
approaches may be used.

If the one or more messages received by the automated
banking machine from the host indicate that the transaction is
authorized to be carried out, the automated banking machine
operates in accordance with its programming to cause the
particular devices of the machine to operate so as to complete
the transaction. This is represented by a step 458. This
includes for example, dispensing cash through operation of
the cash dispenser to the user in the amount of the $200
requested. This may also include the operation of other
devices such as a printer to provide the user with a receipt,
operating the display to provide the user with instructions to
take their cash, or other steps/operations. Further, it should be
understood that the automated banking machine computer
may operate in accordance with its programming to provide
the user with promotional or other messages such as those
described in the incorporated disclosure as the transaction
requested is being fulfilled through operation of the devices of
the banking machine.

The automated banking machine of the exemplary embodi-
ment operates in accordance with its programming to send
one or more messages to the host. These messages indicate
whether the transaction that was authorized was enabled to be
successfully carried out. This is represented by a step 460. If
the transaction was enabled to be successfully carried out, the
host computer operates responsive to the data included in the
one or more host messages to cause the user’s account to be
assessed for the value of the cash dispensed. Of course if the
transaction could not be carried out, the host may operate in
the manner previously discussed to avoid assessing the user’s
account for any amount. The host may also operate in accor-
dance with its programming to cause notifications to be given
or to take other steps to remedy any service problem that may
be determined to exist at the machine which may be prevent-
ing the machine from fully carrying out transactions.

In some embodiments, automated banking machines may
provide alternative forms of data which can be utilized for
purposes of obtaining records of transactions or otherwise
receiving data records from the machine. For example, in
some embodiments, a user may wirelessly receive receipt
data or other data related to transactions conducted with
machines. This may be done in the manner ofthe incorporated
disclosures or as otherwise described herein. For example, in
some embodiments, an automated banking machine may
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operate to cause receipt data related to a transaction to be sent
via RF communication to a user’s mobile wireless device.
Alternatively, the automated banking machine may operate to
cause data to be stored in a remote system from which the user
may recover the data. This may include for example, a home
banking system or other personal banking system operated by
a user in connection with carrying out transactions. In still
other embodiments, data may be stored in a secure private
cloud environment from which users may recover account
data as desired. Such systems which include a private or
secure public cloud environment may find particular applica-
bility in systems that include reloadable type payment cards
that are not associated with a conventional bank account.
Such cards accounts may be associated with non-bank enti-
ties such as institutions, retailers or other entities that provide
for stored value to be associated with the account. Such stored
value may be used for making purchases in the manner simi-
lar to debit cards. Further in some embodiments, the amount
associated with the card can be replenished at the facility of
the sponsoring retailer, institution or through automated
banking machines that accept cash or otherwise provide for
transfers of value. In some embodiments, such remote sys-
tems may be accessible by a user’s mobile device so that the
user can obtain records of transactions conducted and other-
wise track account activity. Further in some embodiments, the
user may be enabled to transfer funds from their accounts to
other accounts through communications with their mobile
wireless device. It can be appreciated numerous different
types of transactions may be accomplished in such environ-
ments.

Alternatively and/or in addition, transaction data may be
made available to a user via outputs from an automated bank-
ing machine. For example, in some example embodiments,
the user may elect to receive receipt data in the form of output
visible indicia which a user can capture using a camera on a
mobile wireless device such as a smart phone. Such output
indicia may include for example, a two-dimensional bar code
oraQR code. Such data may be captured through operation of
the mobile wireless device and stored therein. Such data
captured through the mobile wireless device may then be
analyzed through operation of the mobile device and/or trans-
ferred into an accounting program or other records kept by the
user concerning transactions that are conducted. Alterna-
tively and/or in addition, outputs through an automated bank-
ing machine may provide additional data to a user in a manner
that may facilitate the user’s receipt and analysis of the data.
For example, if a user desires to have extensive transaction
records such as a statement of all activity occurring on their
account within a selected time period, the machine may oper-
ate in accordance with its programming to offer the user an
output in the form of a multi-dimensional bar code or a QR
code. Such a QR code may contain significant data which the
user may capture through use of their mobile wireless device.
The data can then be analyzed through operation of the device
and provided to the user in a form suitable for their analysis
and/or for input into other programs. Thus for example, a user
who desires to have an account statement that covers an
extended period of time, may rapidly receive the statement
data in the form of an output QR code, which the user can
quickly capture through their mobile wireless device. This
avoids the transaction time associated with printing extended
transaction statements associated with an account.

Further in other alternative example embodiments, auto-
mated banking machines may be operative to provide a user
using their mobile wireless device, with additional informa-
tion related to accounts or transactions. This may include for
example, providing outputs in the form of multi-dimensional
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bar codes or images that correspond to image data such as
checks or other financial documents. Such data may be pro-
cessed through operation of the user’s mobile wireless device
and output in a manner that enables the user to review and
analyze the information at their convenience away from the
machine. It may also enable the user to transmit the informa-
tion into other programs or other computers. Alternatively
and/or in addition, such output codes may include data which
links the output to other information. This may include for
example, a public or private system address which can be
accessed by a user’s mobile wireless device. Such a site at a
system address may include the information desired by the
user in response to their transaction request. Of course, these
approaches are exemplary and in other embodiments, other
types of outputs from automated banking machines may be
utilized for providing such data. Such outputs may include for
example, RF or IR outputs or other suitable outputs for com-
municating data from the machine to the user’s mobile wire-
less device. Such options may provide additional ways of
providing more data and more detailed outputs which a user
may receive more rapidly and more conveniently as an avail-
able alternative such as printed documents. Of course, printed
documents for other types of outputs may remain available
for machine users who may wish to receive documents in
printed form.

In the exemplary embodiment, after sending the messages
to the host regarding the fulfillment of the transaction or
taking the other steps, the machine can return to its waiting
state pending the initiation of another transaction by a user.
This is represented in FIG. 25 by a step 462. Of course it
should be understood that this schematic logic flow which is
represented in FIGS. 24 and 25 is a schematic functional
representation of program logic and additional actions and
steps may be carried out through operation of the one or more
banking machine computers.

Furthermore, it should be understood that the steps carried
out by the banking machine computer are carried out by
computer executing instructions that are recorded on one or
more articles in the machine which hold such instructions.
Such articles may include for example a hard drive which
includes the data and software used in operation of the
machine. The hard drive may be in operative connection with
the one or more banking machine computers. Alternatively or
in addition, other articles which include computer executable
instructions may include flash memory devices, DVDs, CDs,
read-only memories, programmable read-only memories or
any other form of electrical, magnetic or optical storage
media from which computer executable instructions and data
may be recovered for execution. Thus, programming soft-
ware can cause banking machine computers to perform trans-
action operations. Similarly, other computers operated in the
system may have computer executable instructions stored on
similar articles for purposes of carrying out their program
steps. This includes for example, articles of computer read-
able media associated with the servers and the host computers
used in the system.

The logic executed by the server 416 in the course of the
transaction just described is represented in FIG. 26. As shown
therein, the server 416 receives the one or more messages
from the automated banking machine which includes data
corresponding to at least a portion of the card data and/or
other user data which is sufficient for the server to identify
data that is associated with the card and/or a user. This is
represented schematically by the step 464.

In an exemplary embodiment, users are enabled to sign up
for the service either by mail, through an online interface, by
phone, or other suitable methodology that eventually results
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in data being stored in one or more data stores 418 associated
with one or more servers. This data is usable to indicate
whether a user card/account or other user data is associated
with someone who has signed up for the additional authenti-
cation/security requirements.

It should further be understood that in some embodiments
the card data which was sent to the system which identifies the
user, may include not only account data which identifies the
particular account, but may also include the user name on the
user’s particular card. It may also include other features such
as biometric data, data corresponding to facial recognition
data, or other data which may identify a particular user
beyond the particular account data. This may include name
data encoded on the magnetic card stripe. This is useful where
spouses share a common (same) account but have different
user cards (and phones), each of which includes the user’s
name. Thus for example, some embodiments may operate to
send the user name data to the server so as to distinguish the
predetermined notification network address associated with a
cell phone for each particular spouse. This enables for
example, the particular banking machine user (first spouse) to
be notified of the transaction through their cell phone (or other
portable device) based on the data received at the banking
machine, even though their account data is identical to that of
another user (second spouse). Of course it should be under-
stood that this approach is exemplary and in other embodi-
ments other approaches may be used.

In the exemplary operation of the server, the server oper-
ates in response to the data received in the messages from the
automated banking machine to determine if the data received
corresponds to a user who has signed up for the service. This
is represented in a step 466. This is done by the server recov-
ering and analyzing the data regarding registered users
included in the one or more data stores 418. If the data
received from the automated banking machine does not cor-
respond to an individual who has signed up for this service,
the server may operate in accordance with its programming to
return one or more messages to the automated banking
machine. These messages may include for example, a mes-
sage that causes the machine not to require the input of a code
as associated with a step 436. This will allow the automated
banking machine to proceed to verify the transaction based
solely on the data associated with the card and PIN data sent
to the host. Alternatively or in addition, the server may oper-
ate in accordance with its programming to cause one or more
messages to be sent to the banking machine which cause the
machine to present to a particular user, information about the
fact that the secondary/additional authentication provided
through a mobile device is available and to consider signing
up for this service. Further as previously discussed, users in
some embodiments may be prompted as to whether they wish
to sign up for this service through the banking machine in the
manner of special user messages and responses like those of
the incorporated disclosure. This may be done after the user
has been authorized by the host as an individual who is
authorized to conduct transactions at the banking machine by
having their card, PIN and/or other data verified. Of course
these approaches are exemplary. The sending by the server of
the one or more messages to the automated banking machine
so as to indicate that a mobile provided code will not be
required to conduct the transaction is represented in FIG. 26
by step 468.

If'in step 466 the data received from the automated banking
machine indicates that the particular card data associated with
the transaction is registered to require the additional authen-
tication required by the system, the server 416 operates to
generate a code. This is represented in a step 470. As previ-
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ously discussed, in some exemplary embodiments this code
may correspond to a random code or a code that has at least
one random portion. For example, in some embodiments the
random code may be generated through operation of random
number generation software operating in the server. This
random code in some embodiments may be a code that is not
predictable in advance of the time of the particular transac-
tion. Alternatively the server may operate to generate other
data which can be used to obtain an input from the user at the
machine which verifies the identity of the user. For example,
the server might operate to generate data which corresponds
to a message which includes a query to which only the autho-
rized user could readily know the answer (and the answer to
which corresponds to data stored in at least one data store
accessible by the server). Examples would be messages that
prompt a user to enter their year of birth or the last four digits
of their social security number. The message the server
resolves could be a random one of several such possible
messages, each of which includes a query to the user that has
a response that would likely only be readily known by the
user. For purposes of this disclosure data corresponding to
such a message with a query which has an associated proper
response input from the user that the server can identify as
corresponding to the message that includes the query, will
also be considered to be a code for purposes hereof. Of course
these approaches are exemplary and in other embodiments
other approaches may be used.

The server of the exemplary embodiment then operates as
represented by a step 472 to cause the random code to be sent
to the particular cell phone which corresponds in the one or
more data stores with the user data received. This is done in
the exemplary embodiment by the server operating to deter-
mine from the user data it receives from the banking machine,
the predetermined notification network address (e.g., phone
number or other device system address) which corresponds to
the particular cell phone associated with the user of the card
that has been presented at the automated banking machine.
The data store may also operate to include the particular type
of'notification to be given to the address. This may include for
example a text message, e-mail message, voice notification
message, or other suitable message sufficient to notify the
user of the code that is required to be input to the banking
machine in order to allow the transaction to proceed. One or
more data stores associated with the server may include data
corresponding to the particular method of notification to be
given to a particular user. It may also include instructions
which are operative to cause notification to be given through
different alternative methodologies. For example, the user
may be given a minute to acknowledge a text message which
is sent to their specified cell phone. If acknowledgment of the
message is not received within the programmed time period,
a phone call to the cell phone and communicating the data
through an AVR system may be utilized. Further, in some
embodiments if the user fails to acknowledge receipt of the
code to the system within a particular time period, the server
may operate to prevent the transaction from being accom-
plished. Of course some embodiments may not require an
acknowledgment of receipt of the code beyond input to the
banking machine. It should be understood that these
described approaches are exemplary and other approaches
and steps may be used.

As represented in the step 472 the at least one server 416
operates to cause the code that is generated through operation
of the server and an appropriate message to be sent to the
user’s cell phone through the wireless communication system
422. Of course as can be appreciated, the various steps and
additional notifications may be given in some alternative
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embodiments in accordance with the programming of the
particular system. The message that is dispatched from the
server is received by the phone 424 that has the network
address data that is associated in the at least one data store
with the particular user data for the card that is being used in
the transaction. The user in response to receiving the particu-
lar code on their phone, will then provide the code (or a
response or other data corresponding to the code depending
onthe particular system) through one or more input devices to
the automated banking machine in a step 436. In some exem-
plary embodiments the message to the user’s phone may
include a statement that a transaction is currently conducted
ata machine and they are required to input the particular code
in order to allow the transaction to proceed. Such a message
will also operate to alert a user who may not be at an auto-
mated banking machine that a fraud is being attempted. The
message to the user’s phone may also indicate to the user a
need to provide a particular responsive message if, in fact,
they are not conducting such a transaction and they believe
that such a transaction to be fraudulent. This may include for
example the user providing one or more text message inputs,
inputting a specified character (e.g., #2), calling, or otherwise
contacting one or more network addresses to provide an input
or message that will cause the server and/or the host to block
the transaction.

Alternatively or in addition, in some embodiments the
message sent to the user’s cell phone may give the user the
option to allow the transaction to proceed even though the
code is not presented. This may be done for example in
circumstances where the user has given their card to a child or
other person for use on a temporary basis and the user is not
with the child or other person at the time. This may be done in
some embodiments by the user being instructed to provide an
input through the phone of one or more types of confidential
information that would only be known to the particular user.
This might include for example a secret code other than the
PIN, the user’s mother’s maiden name, or other secret data or
data that would generally readily be known by the user to that
has been established and recorded in a data store previously.
Providing such an option may enable a transaction to proceed
in emergency circumstances. It will also prevent a transaction
from proceeding in circumstances where the user does not
wish for the transaction to proceed. Of course these
approaches are exemplary.

Further, while the exemplary embodiment discusses the
presentation of a code that a user is allowed to manually input
to the banking machine such as through a keypad, other
embodiments may cause the code to be input in other ways to
the machine. This may include for example, having the
mobile device output a two or three-dimensional bar code on
the phone display. The bar code may include the data to
authorize the transaction. The bar code may be input in some
exemplary embodiments by the bar code reader of the par-
ticular automated banking machine reading the bar code from
the display of the cell phone. Alternatively or in addition, the
automated banking machine may include features like those
discussed in U.S. Pat. No. 7,516,087 the disclosure of which
has been herein incorporated by reference in its entirety. In
such cases the automated banking machine may be associated
with an image capture device such as a camera. The phone
may be caused responsive to operation of the server to output
visual images on the display of the phone or several visual
images which are captured through operation of the image
capture device. For purposes hereof such phone output and
machine captured images correspond to and are considered
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the particular code that is usable to allow the transaction. Of
course these approaches are exemplary of approaches that
may be used.

Assuming in an example embodiment that the user prop-
erly receives a multi-character code through their mobile
device, the user inputs the code through at least one input
device of the machine. While the server is waiting for receipt
of'the code, it operates a timing program as represented in step
474. In this exemplary embodiment, the server determines if
the machine sends one or more messages with data having a
predetermined relationship to the particular code within the
permitted time period (e.g., a time out period). If such mes-
sages are not timely received, then the server operates in
accordance with its programming to send one or more mes-
sages to the automated banking machine which are operative
to cause the machine not to allow the transaction to proceed.
This is represented in a step 476.

Ifthe server receives one or more messages from the auto-
mated banking machine within the time period permitted, the
server operates to receive the user-inputted data (e.g.,
expected data corresponding to the code) as represented in
step 478. The server then operates in accordance with its
programming to evaluate this received data (corresponding to
the code) as represented in step 480. In step 480 the server
operates to compare and evaluate the data in the one or more
received server messages to determine if the data received has
apredetermined relationship to the authorization data (i.e, the
security code) that was sent in the one or more messages to the
mobile phone. The predetermined relationship may require
that the user-inputted data received identically corresponds to
the data that was sent to the mobile phone. Alternatively or in
addition, the sent/received data may have a mathematical or
other relationship, or be within a predetermined range of
acceptability. This may include for example that the data
corresponds to a hash or other corresponding data generated
through operation of software operating in the phone that can
be evaluated for purposes of determining that the proper code
data has been input. Other predetermined relationship
arrangements may be based on user-provided data containing
a predetermined percentage of sent characters or their order.
Numerous approaches including alternatives of the types pre-
viously described may be taken depending on the nature of
the authorization data that is sent to the cell phone and the
particular programming of the system.

In a step 482 the server operates to make a determination
whether the data it has received has the required predeter-
mined relationship to the authorization data (e.g., code)
which the server caused to be sent to the cell phone. If the
determination is negative, then the transaction is not autho-
rized. In this case the server operates to send one or more
messages to the automated banking machine with data
included therein which indicates that the transaction is not to
proceed. This is represented by step 476.

Alternatively, if the determination analysis indicates that
the data input by the user to the banking machine corresponds
to the data (e.g., code) sent in one or more messages to the cell
phone, then the server operates to send one or more messages
to the banking machine with data included therein that indi-
cates that the transaction is allowed to proceed. This is rep-
resented by step 484. As can be appreciated, these messages
which are sent from the server to the automated banking
machine correspond to the messages received through opera-
tion of the banking machine computer in step 440 shown in
FIG. 25. Alternatively in some embodiments if a transaction
is not allowed to proceed, the server may not send a message
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to the banking machine and the pending transaction is
blocked through a time out or other feature. Of course these
approaches are exemplary.

Other embodiments may include other or additional
approaches. This may include for example a variation of the
approaches already described. In this alternative approach,
the transaction proceeds in the manner previously discussed.
However, rather than the automated banking machine send-
ing messages which include the user inputted data (corre-
sponding to the code) to the server, and then have the server
perform the data comparison, the server operates in accor-
dance with its programming to send one or more messages
including the code to the automated banking machine. This
may include for example, the server sending data correspond-
ing to the generated code in one or more messages to the
automated banking machine. This enables the automated
banking machine to compare/determine if the user inputted
data corresponds to the particular code that the server gener-
ated. The automated banking machine may operate in accor-
dance with its programming to determine if the code data
input by the user corresponds to the code data that it has
received from the server. The automated banking machine
may also be in operative connection with comparison com-
puters that can perform the data comparison/determination on
behalf of the machine.

Alternatively or in addition, the server may send a hash or
other value based on a mathematical manipulation of the
particular code data in a way which enables the automated
banking machine to operate to compare a mathematical
manipulation of what is input at the machine to the particular
data that the automated banking machine has received from
the server. In this manner the automated banking machine
then makes the determination as to whether the user inputted
data corresponds to the authorization code sent to the mobile
device so as to allow the requested transaction to proceed.

Insstill other embodiments, the system may operate to make
the decision at other points in the banking machine transac-
tion flow. For example, an exemplary embodiment has been
described as making a determination concerning whether the
user inputted data corresponds to the authorization data sent
to the user’s cell phone, prior to the machine sending mes-
sages to the host requesting the transaction. In alternative
embodiments, such host authorization allowing the transac-
tion to occur may be given and a decision not to allow the
transaction to proceed may be made at any point up through
the time that the cash is dispensed (or other transaction steps
which give monetary value the banking machine user have
been carried out). For example, the automated banking
machine, at any point in its logic flow before completing the
transaction, may operate in a modified form of its program-
ming to make the determination that the user inputted data
corresponds to the security data sent to the cell phone through
operation of the server. This may have a transaction time
advantage in the event that there is a delay in banking machine
communication with the server, whereas the banking
machine communication with the host (to otherwise autho-
rize the transaction) is not delayed. Thus, the additional secu-
rity authorization can occur simultaneously (and indepen-
dently) with the transaction authorization. However,
completion (e.g., dispensing the cash) of the host-authorized
transaction will not be carried out until the additional security
authorization is completed.

Further, it should be understood that the server 416 may be
operated like the server of the incorporated disclosure so as to
perform marketing or other messaging functions for the bank-
ing machine users in addition to the authorization function.
This may include for example giving a user the option to sign
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up for the service through the banking machine as previously
discussed. This would include providing through the inter-
face of the machine, output screens and/or audible outputs
that question a user not already enrolled for the service con-
cerning whether they would like to sign up for the security
service. If the user provides a positive response, the user
would be prompted through a further output to provide the
number or other system address data of their cell phone or
other mobile device. The machine at which the user provides
such inputs may operate in accordance with its programming
to further send one or more messages to the server that
acquires such sign up data, to cause the server not to finalize
orto delete the enrollment of the user for the service if the user
transaction that is conducted at the machine in connection
with the enrollment is denied. Thus for example, if the trans-
action is denied because the user does not have the correct
PIN for the card, or the card is otherwise blocked from per-
forming transactions by the host or a related transaction
authorizing computer because the card has been reported
stolen, the account is blocked, or the account is overdrawn,
the user will not be enrolled for the service. The machine
utilizing the principles of the incorporated disclosure may
also include the ability for the user to change the cell phone
notification information or other data as may be appropriate.
Alternatively, the authorization system and the marketing
system may be operated as independent systems. The
approach taken depends on the particular systems used and
the programming of the computers involved.

Alternatively, in other embodiments the host system may
operate through a connection with a wireless communication
system to perform the (server) functions described. These
may include for example, the host system being in commu-
nication with one or more databases or other computers
which determine whether a particular user has required addi-
tional authentication in order to conduct a transaction. Thus,
the host may operate in accordance with its programming to
generate the code, cause it to be sent to the user’s cell phone,
evaluate the data input by the user to the banking machine,
and carry out the other steps that are indicated in the previ-
ously described embodiment as carried out through operation
of the server. Modifications may be made to the host mes-
sages to provide for the additional messages or for additional
message content so as to enable the host to have this added
functionality. Of course these approaches are exemplary and
in other embodiments other approaches may be used.

In still other embodiments, the banking machine can wire-
lessly send the security code to the phone. For example, the
machine may call the phone. Alternatively, the machine may
use a RFID device or NFC device to transmit the code to the
phone, requiring both the phone to be near the machine.
Alternatively, the server or host could send the security code
to the user’s mobile device, which could then wirelessly
communicate data corresponding to the code to the machine,
either automatically or in response to user input to either the
phone, the machine or to both, depending on the program-
ming of the various computers. Alternatively or in addition,
some embodiments may require input of the code sent by the
server to an input device of the machine, and may also require
direct local wireless communication between the machine
and the mobile device of data to establish the mobile device is
in proximity to the machine to allow the transaction to pro-
ceed. Further alternatively or in addition, GPS data from the
mobile device and/or the machine may be required to also
correspond to the mobile device being in proximity to the
machine to allow the transaction to proceed. Of course other
techniques for sending a security code from the machine to a
phone may be used. The automated banking machine may
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also be operated to generate the security code. That is a
transaction device, machine, system, or arrangement (e.g.,
ATM, POS) may receive the account number, generate a
security code, transmit the code to a device (e.g, mobile
device) affiliated with the account, receive a returned code
from the account holder’s device (or some other device/plat-
form associated with the account holder), and compare the
transmitted code to the received code.

As previously discussed, the exemplary security arrange-
ments allow for a user’s account (or card) to be temporarily
blocked for a given transaction or for all transactions. The
user can control this temporary blockage. Thus, the security
system provides for consumer card control capability.

An exemplary security arrangement enables a user (the
holder/owner of an account) to independently reconfigure
their account’s security protection at any time they desire. A
user of the security service can turn their card (or account)
“on” or “off”. If a card is “on” then the previously discussed
security methods for protecting against fraudulent use of the
card can apply (e.g., need for user to input a received code to
authorize a transaction, need for a user’s cell phone to be
located adjacent the machine, etc.).

Ifthe user’s card is set as “off” then the service will prevent
all transactions from occurring against the user’s card. In
some embodiments the transaction prevention process can be
carried out without making the user aware of the attempted
transactions. User action (or inaction) is not required to pre-
vent an unauthorized transaction. For example, specific trans-
actions can be denied without contacting the user to input a
phone-received code, and not waiting for inaction by the user
with regard to correct code inputting (e.g., into a machine or
into a cell phone). Similarly, a transaction at a transaction
machine is denied regardless of the user’s cell phone location
(e.g., GPS location) relative to the transaction machine’s
location. In such a situation, all transactions are denied as if
the user does not have a cell phone. Thus, all transactions can
be denied regardless of whether or not the user has a cell
phone.

The status of a user’s card can be temporarily set at “oft”
until the user enables (or activates) the card again to the status
of““on”. One or more data stores can store of the current status
of each of a plurality of accounts/cards. Such a data store
(e.g., 412, 418) can be accessed by a security server (e.g.,
416). In other arrangements a transaction host (e.g., 410)
and/or a transaction device (e.g., 402, 404, 406) can also
access the data store.

In some embodiments a user can independently directly
change the security status of their card/account between “oft”
and “on”. A user may have several contact points to use in
order to cause the data store to change the security status. A
user can contact a system computer 416, 410, 402 (or another
computer that is associated with the security service) in order
to change their account’s “off” and “on” status. For example,
a customer can change their account’s on/off status via mes-
sages that provide customer input to any of the security server
416, a transaction host 410, or a transaction device such as a
machine 402. Each of the security server 416, transaction host
410, and machine 402 comprise at least one computer oper-
ating software instruction that enables them to receive one or
more messages corresponding to a customer request to
change account status.

The manner of changing their security status/level can be
carried out through various methods, including using a fixed
device (e.g., land line phone) or a mobile device (e.g., cell
phone). For example, a particular phone number can be used
by users to change data corresponding to their account status
stored in the data store. Their account status can also be
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changed through use of a computer (e.g., a PC), such as by
messages exchanged using a web application at an online
home banking site.

Upon calling the particular phone number or other access
address the system computer (e.g., the security server 416)
can recognize the user as a person authorized to change the
account status. The security server 416 can recognize an
authorized user through use of caller ID, a PC computer ID,
an inputted unique authorization code, a private security PIN
designated for changing account status, verification of digital
signature or digital certificates associated with a device, or
some other verifiable security feature or combinations
thereof. The security server 416 can operate to provide mes-
sages that direct or guide the user on how to provide input to
change their account status. Such input provided by the user
may include number/character key input, text message input,
and/or voice input.

In response to receiving one or more messages correspond-
ing to auser’s authorized request for a change in their account
status, the system computer automatically operates to cause
the data store (where data corresponding to the status is
stored) to automatically change the stored status. Thus, in
some exemplary embodiments the ability of a user to auto-
matically change their own account status (via automated
computer communication) does not require use of human
service provider. The system computer has software (includ-
ing computer executable instructions) that automatically
causes a user’s “off” and “on” status to be changed in a data
store immediately responsive at least in part to receiving one
or more communications corresponding to the user’s request.
The automation in some embodiments may enable the change
to be made in real time or near real time.

As previously discussed, the exemplary account on/off
functionality enables a user to directly change the availability
(status) of their account for transactions regardless of whether
they own a mobile device (e.g., a cell phone) or a computer.
That is, the card security functionality is independent of any
user device ownership. For example in some embodiments a
public or borrowed device can also be used to achieve a
desired change in account protection status.

An account may be temporarily turned “on” so that trans-
actions can be authorized just before a transaction on the
account is to be performed. For example, a bank account may
be activated just before a machine cash withdrawal is
requested. Likewise, a credit/debit card account may be acti-
vated just prior to paying for a purchase. Soon (or immedi-
ately) after an account is used for a transaction the account
can then be deactivated by being turned “off” to block further
transactions. Thus, in some embodiments a person in a mer-
chant store (e.g., a restaurant) can both activate and then
deactivate (i.e., unblock and then block transaction capabil-
ity) their debit card while being located in the store.

As can be seen, the exemplary card security service can
protect a registered account from any (and all) transaction
activity, including on-line purchases, POS transactions, ATM
transactions, etc. The ability of an account holder whose
account remains an open account with their bank, credit card
company or other account holder, to temporarily activate and
deactivate their account on demand adds another level of
security protection to the account. In example embodiments a
customer can independently (and in real time or near real
time) put a temporary hold on their account for protection
against unauthorized usage of their account, and only remove
(lift) the hold when necessary to allow a transaction that they
initiate.

FIG. 27 shows schematically an exemplary security system
server 416 in operative connection with each of a phone 424,
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personal computer 486, ATM 402, POS device 490, and an
online entity 494 (e.g., an online merchant computer). FIG.
27 shows that a customer can request a change in their on/off
account status by notifying the account status server 416. The
request includes one or more communications with the server
416 through the phone 424 or the PC 486 via one or more
networks 408. As previously discussed, the server 416 is in
operative connection with at least one account status data
store 418 which can store data corresponding to the current
on/off (unblocked/blocked) status of the customer’s account.

The server 416 can receive one or more account status
check communications from the plurality of different trans-
action devices/machines 402, 490, 494. The server 416 can
respond to such communications by checking the account
status data store 418, and then providing one or more com-
munications indicating either an account closed/invalid status
or an account open/valid status. For example, stored data may
indicate an account is open and valid, even through the
account may be currently set responsive to stored data based
on a message received from the account holder, as “off” or
blocked. Accounts that are closed or invalid may correspond
to those that cannot have transactions conducted thereon,
regardless of user settable blocked or unblocked status. These
may include, for example, accounts that the user has closed
and discontinued. Such accounts may also include accounts
where the corresponding card has been reported as stolen and
the entity holding the account has closed the account, or
situations where the institution, credit card company, mer-
chant store or other account holding entity has identified
possible fraud activity and has temporarily or permanently
closed the account. Thus in an exemplary embodiment the
server operates to determine if the account on which a trans-
action is requested is open and/or valid or closed and/or
invalid, as well as if the account is open, whether the account
is currently blocked by the user from being used to conduct
transactions or currently unblocked by the user and available
to conduct transactions. As a result, a transaction may be
either approved or disapproved based on the response pro-
vided by the server 416.

The server 416 can constitute one or more computers and/
or servers. The server 416 includes software (including com-
puter executable instructions) that enables it to operate to
receive messages corresponding to user requests, access the
account status data store 418, modity or transform data in the
data store, and provide one or more confirmation messages
indicative that the user request was completed.

The exemplary security system arrangement of FIG. 28 is
similar to the arrangement shown in FIG. 27, except a finan-
cial entity 488 is operatively intermediate the network 408
and the server 416. The financial entity 488 holds and main-
tains the customer’s account. The financial entity 488 oper-
ates one or more computers and can be a bank, credit card
company, merchant store chain, brokerage company, or any
other entity that has accounts.

The FIG. 28 arrangement allows a customer to request a
change in their account’s on/off status by notifying the finan-
cial entity 488. In an example arrangement request can be one
or more messages, communicated to a computer of the bank
488 through a phone 424 or a personal computer 486 (or some
other personal device) via the network 408. For example, a
request can be submitted to the bank through communication
with computers that operate the bank’s web site. Additionally,
the phone 424 may be able to directly connect with a com-
puter interface of the bank. The one or more computers of
bank 488 is in operative connection with (and can communi-
cate with) the account status server 416. Upon receiving the
sent request, a bank computer communicates automatically
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messages that inform the server 416 of the customer’s
request. The exemplary FIG. 28 arrangement allows a cus-
tomer to change their account’s status by notifying their bank
instead of an entity controlling the server 416.

The exemplary server 416 can receive messages corre-
sponding to account status requests from a plurality of
account maintaining entities, including the financial entities.
The server 416 can operate responsive to each request by
changing the data corresponding to an account’s status in the
data store 418. The server 416 can also communicate mes-
sages corresponding to a status change confirmation back to
the one or more computers of the financial entity, which in
turn can notify the customer that the account’s status has been
changed. Alternatively, the server can directly notify the cus-
tomer without involving the financial entity.

The FIG. 29 example security system arrangement shows a
financial entity 488 which will be referred to herein for sim-
plicity as a bank, keeping its own account status records
instead of a server 416 which in some examples may be
operated by a different entity. The financial entity 488 which
includes one or more computers can be a bank where the
account is held. The bank 488 is operatively connected with
one or more data stores 492, which stores the data corre-
sponding to on/off status for a plurality of accounts.

In FIG. 29 the host 410 can be the computer that commu-
nicates with a plurality of transaction devices, including for
example a POS transaction terminal 490 and an ATM 402. In
an account verification operation, the POS terminal or an
associated device (collectively and individually referred to
herein as a POS terminal) sends one or more messages cor-
responding to a request that the host check whether a trans-
action should be approved. The POS terminal sends transac-
tion details, including the account number, to the host. From
the account number the host can operate in accordance with
its programming to determine that the bank 488 is affiliated
with the account. The host then operates to communicate to
ask the bank computers whether the transaction should be
approved. The bank computer operates to check the current
availability of the account based on the data corresponding to
the account’s on/off status stored in the bank’s data store 492.
If'the account is currently set to “off”, then the bank computer
operates to communicate to notify the host that the transac-
tion is not approved. In this embodiment no other transaction
checks (e.g., account balance, etc.) by the bank are necessary.
If the account is determined by the bank to be currently set to
“on”, the bank computer can operate to conduct the analysis
of whether the account is open and valid and the specific
transaction approval/disapproval process, and then notify the
host of the results. The host will then operate in response to
the messages from the bank computer to communicate appro-
priate messages with the POS terminal.

It should be understood that the security system arrange-
ments shown in FIGS. 27, 28 and 29 are exemplary, and that
other variants of the disclosed security system arrangements
employing similar principles may be used. This can involve
the use of other or additional processes and steps to allow or
deny transactions.

In some exemplary embodiments transactions on an
account are only permitted while the account hold is lifted and
unblocked. Any transaction attempted on the account while
the account hold is in place and transactions are blocked is
denied. However, some exemplary embodiments may allow
for programmed switching of account status for customer-
specified transactions. For example, an online banking sys-
tem of a bank 488 which enables customers to pay bills such
as utility bills or mortgage payments via direct withdrawals
may allow a customer to use their PC 486 to pay pending bills
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on a specified date. The one or more computers which com-
prise the online banking system can be programmed to cause
the customer’s account to be automatically temporarily
unblocked (if not already unblocked) to pay a specific bill on
a specific date. The bill pay software causes the one or more
computers to allow transactions on the customer’s account on
the specified date or at the specified time, pays the bill as a
transaction on the account, then immediately blocks further
transactions in the account (if it was previously blocked). The
bill pay software can cause the one or more computers to pay
every authorized bill in this manner of turning on then turning
off the account.

Alternatively, the one or more computers responsive to the
instructions included in the bill pay software of the online
banking system or other system can determine if more than
one bill is to be paid on a particular date. That is, the bill pay
software can determine whether plural bills are assigned to be
paid on the same date. As a result, the one or more computers
may operate so all assigned bills can be paid while the
account’s “open” window is available. That is, the account is
turned “on”, then all of the bills designated to be paid on that
day are paid, then the account is returned to “off” status. Thus,
even though plural bills were paid, the account was only
unblocked once, and only to allow transactions for a brief
length of time.

As can be seen, the described ability of a customer to
independently and automatically (without a human service
provider) temporarily block and unblock their own account
provides enhanced protection against fraudulent use of their
account. The security system may also provide a tool for law
enforcement, which can use the data and server operation to
detect, investigate and track unlawful attempts to use blocked
customer accounts.

As previously discussed, in exemplary embodiments an
account owner can turn their debit card account “on” and
“off” in real time (or near real time). Thus, even if the debit
card is lost/stolen and the card’s PIN is compromised, the
card would still be prevented from being used by a thief to
conduct a transaction if the debit card account (e.g., bank
checking account) is set to “oft”.

As previously discussed, the exemplary security system
arrangement can allow or deny a transaction from being pro-
cessed and charged against an account based on the stored
on/off status of the account. It should also be understood that
the exemplary security system arrangement also allows for a
transaction on an account to be approved or denied based on
the stored on/off status of the account. That is, the security
system can be used to approve a transaction on an account,
regardless of when the transaction is later processed for
charging against the account and the involved accounts are
settled. This allows security system approved transactions to
be processed on the account regardless of the account’s on/off
status at the time the transaction settlement processing
occurs. In an example, a credit card charge for a purchase
from a merchant may have been approved by the security
system server 416 at 6:00 p.m. at the time of the purchase, but
not submitted for settlement processing until 12:00 a.m. Dur-
ing the approval process, the exemplary server 416 operates
in accordance with programmed instructions to cause the data
corresponding to the transaction to be tagged or associated
with an identifier (e.g., digital signature/code) as being
approved by the security system. In some exemplary embodi-
ments the tag can be attached to, included in or otherwise
resolved in association with the transaction data at the time of
approval. Alternatively, the server 416 can link the tag data
with the transaction data (e.g., date, time, and/or transaction
number, etc.) and then store the tag data in one or more data
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stores for later retrieval and comparison, or send the tag/data
to a transaction processing computer associated with the
transaction. Alternatively, one or more computers may
resolve an identifying value or signature based on selected
portions of the transaction data, store such a value in one or
more data stores, and use such a value to identify authorized
transactions. Later, when the transaction is submitted for
settlement processing at 12:00 a.m., the server 416 can deter-
mine (from the submitted transaction data received from the
merchant, or the tag data or other value previously stored by
the server 416) whether the transaction was previously
approved. If so, then the server 416 can allow the transaction
to be carried out on (charged against) the account regardless
of the account’s current on/off status.

In an alternative exemplary arrangement, since the security
system can be configured to allow a transaction to be pro-
cessed for settlement regardless of the account’s on/off status
at the time of settlement processing, the security system
server 416 can be used only to approve a transaction. That is,
the security system server 416 can be used without its
involvement in settlement processing of the transaction. The
account’s on/off status will only apply to whether a transac-
tion should be approved/denied at the time the transaction is
requested. There is no need to check the account’s on/off
status at transaction settlement processing time. Rather, a
transaction that was approved by the server 416 can be pro-
cessed by an (account settling) remote computer. Denied
transactions will be denied at the time they are attempted and
will not be later presented for settlement. As a result only
transactions that were authorized will be included in transac-
tions that are later presented for charging against the account.
In alternative embodiments transactions that have been
authorized by the security system can be tagged in a manner
to indicate they were authorized. As previously discussed
such tagging may include associating certain data in or with
the transaction data that is indicative it was authorized. Such
data may be included in the transaction record or stored
separately and/or remotely of transaction data. In some
arrangements the account settling computer can recognize
transactions that have been approved by the security system.
For example, the account settling computer can recognize a
tag or approval value added to (or used to modify, or resolved
from, or associated with) the transaction data. Thus, when the
transaction is submitted for processing at 12:00 a.m., the
account settling computer can determine (from the submitted
transaction data received from the merchant, or from stored
data previously received from the server 416) whether the
transaction was previously approved. If so, then the server
416 can allow the transaction to be carried out on (charged
against) the account regardless of the account’s current on/off
status. Thus, the account’s on/off status is not considered (not
a factor) at the time of charging the purchase against the
account. However, before allowing the purchase to be
charged against the account there can be in some embodi-
ments a double check, including the server 416 approving the
transaction at the time of the transaction request and the
account settling computer verifying (e.g., via the approval
tag) that the transaction was indeed approved by the server
416.

An exemplary process includes operating a computer asso-
ciated with a financial entity (e.g., financial banking institu-
tion) to receive a message from a personal device (e.g., cell
phone, home computer) of a customer having an account with
the financial entity. The message includes a request (e.g.,
change in account on/off status) that all future transaction
approvals (e.g, transaction approvals attempted after the
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blocking) based on the account be temporarily blocked (e.g.,
refused, denied, or prevented from being carried out).

An exemplary process further includes automatically oper-
ating the computer in response to the customer request to
modify associated data in a data store to change the status of
the account to block transaction approvals. The data store
includes data corresponding to status information on each of
aplurality of accounts, where for each respective account, the
status information indicates whether the respective account is
blocked to transaction approvals. The computer is operative
to determine from the data store whether a respective account
is blocked to transaction approvals. The computer is also
operative to prevent future transaction approvals from occur-
ring on a respective account while the respective account is
blocked to transaction approvals. Subsequent to changing the
status of the account, the computer is operative to receive data
corresponding to a further message including data sent from
the personal device of the customer. The further message
includes data corresponding to a request that future transac-
tion approvals involving the account be permitted to be con-
sidered.

The example process further includes automatically oper-
ating the computer in response to receiving the request, to
permit future transaction approvals on the account, to modify
the data store to change the account status to allow transac-
tions to be conducted. The computer is operative to determine
from the data in the data store whether a respective account
permits transactions to be conducted thereon, and is also
operative to allow future transactions on a respective account
while that respective account permits transactions to be con-
ducted thereon.

An account status that allows transactions to be conducted
does not necessarily mean that a transaction will be automati-
cally approved on the account, but rather that the account is
simply available for consideration to approve the transaction.
Thus, even for an account that permits transactions to be
conducted thereon, the transaction can still be denied
approval (e.g., insufficient funds, account closed due to
reported stolen card, etc.).

In another exemplary method of conducting a transaction,
a customer communicates using a phone with one or more
computers in an automated service center associated with the
bank at which the customer’s account is held. The customer
uses their cell phone to provide data corresponding to the
necessary ID or PIN that enables the bank computer to autho-
rize the customer to make a status change request on their
bank account. The customer can use the phone keys to send
one or more messages including data to request that their
account be turned on. The one or more computers in the bank
service center operates to send one or more messages that
inform the customer that their requested change in account
status has been made.

In some embodiments the verification may be an auto-
mated voice message that the computer causes to be returned
to the customer during their call with the service center.
Alternatively, for further protection against fraud, the verifi-
cation may be an automated text message sent to the phone
that is listed in a data store as having the phone number
assigned to the account. Of course these approaches are
exemplary.

Next the customer uses their account in making payment
for a transaction, such as a purchase from a merchant. The
merchant uses a POS terminal or other device to process the
transaction. The customer conventionally receives confirma-
tion from the merchant or terminal that payment on their
account was accepted, e.g., their VISA card was accepted for
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payment. Next the customer again phones the one or more
computers in the bank service center to request that their
account be turned off.

In an alternative arrangement, the one or more computers
of the bank service center are programmed to provide the
option of allowing the customer to hold on the phone while
the transaction is being made. That is, the at least one com-
puter of the service center turns the account on and then waits
for a signal from the customer to turn the account back off.
This prevents the customer from having to call the service
center twice with regard to the same transaction.

In alternative embodiments the at least one computer of the
service center is programmed responsive to the customer’s
input messages to turn the account off within a predetermined
waiting time period, such as 5, 10, 15, or 30 minutes after the
account is turned on. This can be done via programming in the
initial set up, or via messages and data from the customer’s
mobile device, PC, or ATM input sign up data. Once the
predetermined time period expires then the service center
computer automatically acts to cause the account to be
returned to its off status as a precaution. If the transaction is
taking longer than expected, then the customer during the set
time period may ask via messages from the customer’s
mobile device (and receive) from the service center computer
additional time to carry out the transaction. Alternatively, one
ormore computers may be programmed selectively to change
the account status to off generally immediately after each
authorized transaction. Of course these approaches are exem-
plary. In some embodiments the customer’s options for com-
municating with the one or more computers of the bank
service center and controlling their account’s on/off status
may be changeable or set as determined by the user. The
predetermined waiting time period can be set by the customer.
For example, the customer can send messages via their
mobile device or PC to set the period to 5, 10, 15, 30, or 60
minutes (or other length of time) that the account is on and
usable for transactions. Likewise, in some embodiments a
request for (a shorter) additional time (e.g., 3, 7, 10, minutes
or other length of time) may be set by the customer. Also, the
customer can configure their account such that when the
predetermined time period expires the account is not turned
off but is kept on. Further in some embodiments, an account’s
current on/off status can be checked by the customer through
their phone or online through the Internet.

In some other example embodiments at least one computer
which is operative to allow transactions to be conducted or
block transactions may be configured responsive to inputs
from the customer to selectively block or allow certain types
oftransactions. This may include, for example, automatically
authorizing prearranged bill payment or direct account
deduction types of transactions of the types previously dis-
cussed. Thus responsive to messages received by a computer
from a customer’s mobile device, PC, inputs at an ATM
interface, or other inputs, these selected types of transactions
that would otherwise be blocked can be allowed. Alterna-
tively in some example embodiments other types of transac-
tions on the account can be permitted to be conducted based
on the nature of the transaction. For example transactions
under a certain user set dollar amount may be permitted to be
conducted while transactions over that set amount may be
blocked. Similarly the computer may operate responsive to
user input data to only allow transactions up to a cumulative
total amount within a defined period. For example account
status data stored in association with data corresponding to
the account may permit total transactions up to $100 on the
account within any given 24 hour period, but may block any
transactions in excess of that amount.
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In other example embodiments the computer may operate
in response to stored status data responsive to inputs provided
by the customer to allow purchase transactions but to block
cash dispensing transactions. As can be appreciated, a plural-
ity of different transaction type criteria, amount criteria and
timing criteria may be stored in one or more data stores and
used as the basis for either allowing a transaction to be pro-
cessed or blocking a transaction.

In still other embodiments the system may be operative to
enable a customer to deal with situations where the entity
holding the account has taken steps to temporarily close the
account. This might occur, for example, when the account
holding entity is a credit card company that notes suspicious
activity related to the account. In these circumstances the
credit card company is often monitoring the account and
notes one or more transactions that meet their criteria as
possibly fraudulent. In such circumstances the credit card
company may close the account temporarily preventing all
transactions thereon pending verification from the user that
the transactions that are suspect are in fact authorized.

In some exemplary embodiments at least one computer is
in operative connection with the data store holding account
status data may operate in accordance with its programming
to cause at least one notification message to be sent to the
customer in response to the computer resolving or receiving a
message from another system or device indicating that the
user’s account should be temporarily closed. Such notifica-
tion messages may include, for example, contacting a user via
the user’s mobile device registered with the system. Such a
notification may include a text message, synthesized voice
message or other suitable message via automated or unauto-
mated means. Alternatively or in addition, the user may
receive notification messages that their account is temporarily
closed due to suspicious activity through the at least one
computer causing messages to be sent to other system
addresses associated with the user, such as their home e-mail
address, work e-mail address, home phone number and/or
work phone number. The types of notifications to be given
will depend on the information provided to the system by the
user and stored in one or more data stores as well as the
program capabilities of the particular system.

In some embodiments in response to receiving the notifi-
cation that the user’s account has been temporarily closed by
the account holding entity, the user may contact the account
holding entity to provide the necessary information that the
account holding entity requires to reopen the account. This
may include voice communication through an interactive
voice response system in operative connection with the at
least one computer with access to the data which caused the
account to be temporarily closed. Alternatively or in addition
it may include communication with an individual in a call
center who can review the information which resulted in the
account being temporarily closed and who can after receiving
verification from the user that the charges in questions are
legitimate, can change the closed status of the account.

In still other embodiments one or more computers associ-
ated with the computer controlling the account status and/or
the open and closed status of the account, may operate to
cause communications to the user’s mobile device indicating
the nature of the suspect transactions. This may be done via
text message, interactive voice response system communicat-
ing to the user’s mobile device, or other suitable methodol-
ogy. The user may respond to these communications by pro-
viding inputs which indicate whether or not the user considers
the transactions in question to be authorized and unautho-
rized. Responsive at least in part to the inputs provided by the
user, the at least one computer of the account holding entity
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may operate to reopen the account. Alternatively if the user
indicates that the transactions were not authorized, the card
holding entity computers may operate to permanently close
the user’s account and to cause the opening of a replacement
account. Associated with the replacement account may be the
taking of such necessary steps to issue to the user a replace-
ment credit or debit card for use in connection with conduct-
ing transactions on the new account.

It should be further appreciated that in some example
embodiments the at least one computer of the account holding
entity may exchange further messages with the user to assure
that the communications are received from the authorized
account holder. This may include, for example, requiring that
the user provide additional information likely to be only
readily known by the authorized user and which was previ-
ously stored in a data store of a computer accessible by the
account holding entity, can be used to verity the user’s iden-
tity. Alternatively and/or in addition, processes for verifying
the user’s mobile device may be used. These may include, for
example, GPS tracking of the position of the device or other
suitable verification techniques to help assure that the mes-
sages exchanged which will result in the account being
changed from the closed status to the reopened status are from
the authorized account holder.

In still other embodiments the system may be operated to
enable a user to open an account that has been temporarily
blocked by the account holder through a transaction con-
ducted at an automated banking machine such as an ATM. In
such circumstances in some exemplary embodiments the
machine may operate in accordance with its programming to
determine whether an account associated with a card that is
presented to the banking machine is available to allow a
transaction to be conducted thereon. In circumstances where
the account is determined to have been temporarily closed by
the account holding entity, the server or host computer may
operate to cause messages to be sent which the user can
respond to, to reopen the account. This may include, for
example, requiring the user to provide one or more inputs to
the machine which would be likely only be readily known by
the authorized user and which the at least one remote com-
puter can verify as accurate by comparing the stored data.
Alternatively or in addition, the machine may instruct the user
to utilize their mobile device to contact the computer associ-
ated with the account holding entity and to provide one or
more verification inputs. These verification inputs may
include, for example, the PIN number associated with the
account. Such inputs may alternatively or additionally
include other data that only the authorized account holder
would readily know and which can be verified as accurate
based on data stored in at least one data store that is accessible
to the computer associated with the account holding entity.
Alternatively or in addition the machine and mobile device of
the user may operate to directly communicate via NFC, Blue-
tooth or other suitable methodology so that the identity of the
user’s mobile device may additionally be verified as being in
proximity to the machine. Alternatively and/or in addition
GPS tracking information related to the user’s mobile device,
the ATM and/or both devices may be received and compared
through operation of the at least one computer to further
verify the identity of the user at the machine.

In an exemplary embodiment responsive to the user pro-
viding information that can be verified as accurate through
operation of the at least one computer of the account holding
entity, and/or upon the analysis of other information that is
suitable to verify the identity of the user and/or their mobile
device, the user’s account which has been temporarily closed
can be reopened responsive to operation of the at least one
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computer. As a result the user can operate their mobile device
to change the status associated with their account to be
unblocked, if not already unblocked. As a result the user can
then again conduct transactions on the account. Thereafter if
the user wishes to again block the account, the user may
provide inputs through their mobile device which cause data
to be received by the atleast one computer associated with the
account holding entity and which causes the status associated
with the account in the at least one data store to be returned to
a blocked condition.

As can be appreciated, such features would enable a user to
be more readily aware of circumstances which have caused
the account holder to close the user’s account due to suspi-
cious activity, and may facilitate and expedite the determina-
tion of whether fraudulent activity has occurred. This can
minimize the exposure of both the customer and the account
holding institution to fraud. In addition the capabilities of
some example embodiments to enable the user to act to
reopen the temporarily closed account may facilitate user
convenience by avoiding circumstances where the user is
away from their home and is relying on access to their
accounts for purposes of paying the expenses that they are
incurring. Of course it should be understood that these pro-
cesses and systems are merely exemplary and that alternative
approaches and arrangements may be used.

FIG. 30 shows schematically the system of an exemplary
embodiment that utilizes a banking server 516 associated
with the machines 502, 504, and 506. Server 516 is alterna-
tively referred to herein as a mobile banking server because it
is operative to communicate with mobile wireless devices,
such as a mobile wireless device 524. Server 516 is operative
to cause financial transactions in response to the messages
sent by the mobile wireless device 524. The mobile wireless
device may be a cell phone, personal digital assistant, a smart
phone, portable tablet, a pager, or other suitable mobile wire-
less device. For purposes of illustration, the cell phone will be
discussed as the mobile wireless device of this exemplary
embodiment. However, it should be understood that other
types of mobile wireless devices could be used as well. It
should also be understood that the system is shown schemati-
cally for purposes of facilitating explanation.

The system shown in FIG. 30 includes automated banking
machines 502, 504 and 506. The automated banking
machines may in some embodiments be ATMs and in other
embodiments other types of automated banking machines
may be used. The automated banking machines may be con-
nected through one or more networks 508 with one or more
remotely located computers. Alternatively, the automated
banking machines may be connected directly to the one or
more remotely located computers. In the exemplary embodi-
ment the remote computers include a host computer 510. The
host computer 510 may include one or multiple computers
that are in operative communication with one or more data
stores schematically indicated 514. The host 510 receives
request messages from each of the automated banking
machines. The host 510 also sends response messages to the
automated banking machines. The request and response mes-
sages may be in Diebold 91x format, NCR NDC format, or
any other type of format suitable for communication between
the host and the automated banking machines.

The exemplary embodiment may also include a banking
transaction computer 521 operatively connected to the host
computer 510. The banking transaction computer of an exem-
plary embodiment is associated with a financial institution
and includes at least one data store which includes data cor-
responding to user accounts. The banking transaction com-
puter can also perform banking transactions such as financial
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account balance determinations or monetary transfers on the
accounts in response to messages from the host. The auto-
mated banking machines 502, 504, and 506 can operatively
communicate with the banking transaction computer 521
regarding banking transactions. The exemplary messages
sent between the banking transaction computer 521 and the
host computer 510 are in ISO8583 format. However, in other
embodiments other message formats may be used. These may
include for example IFX format messages or other types of
messages that are suitable for the computers and the financial
messages involved.

In the exemplary embodiment, the host computer 510 is in
operative connection with a wireless communication system
schematically indicated 520. Similarly in this exemplary
embodiment the server 516 is also in operative connection
with a wireless communication system schematically indi-
cated at 522. In exemplary embodiments the wireless com-
munication system may be operative to provide connections
to achieve communications with wireless devices such as cell
phone 524 as schematically shown in FIG. 30. The wireless
communication systems may be in operative connection with
one or more wireless networks. This includes, for example,
suitable connections to telephone networks, public networks
such as the Internet and/or wide area or local area private
networks. Alternatively or in addition the wireless communi-
cation networks may be operative to communicate wirelessly
with other devices. This may include in some embodiments
the capability for communication of GPS data for tracking
cell phones or other wireless devices as previously discussed.
Alternatively or in addition the wireless communication
capability may be usable for wireless tracking of the auto-
mated banking machines or other items. Such capabilities
may include tracking capabilities like those shown in U.S.
Pat. No. 7,942,314, the disclosure of which is incorporated
herein by reference in its entirety.

In the exemplary embodiment the automated banking
machines may include input devices of the types previously
discussed. This may include, for example, a card reader which
is operative to read data from user cards which correspond to
financial accounts. Such readers may include magnetic stripe
readers, IC chip readers, wireless readers or other types of
readers for example. The automated banking machines may
also include other input devices which have a capability to
provide user identifying data. The exemplary automated
banking machines may also include input devices such as
keypads which are usable to receive manual inputs from
users. This may include, for example, data such as personal
identification numbers (PINs). Keypads may also be used for
receiving transaction amounts or other user provided inputs.
It should be understood for purposes of this disclosure that
keypads can include touch screens or other devices that can
receive user selectable inputs. Exemplary automated banking
machines may also include other input devices such as for
example a bar code reader. Bar code readers may be usable to
read for example one-dimensional or multi-dimensional bar
codes such as QR codes for purposes of determining the data
represented thereby. Of course this is accomplished through
operation of one or more banking machine computers that are
included in or associated with each of the automated banking
machines. Further in some exemplary embodiments, image
capture devices such as cameras may be associated with or
mounted near or within each of the automated banking
machines. The image capture devices may operate in connec-
tion with one or more computers and systems having the
capabilities described in U.S. Pat. No. 7,533,805 the entire
disclosure of which is incorporated herein by reference. Of
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course these capabilities are exemplary and in other embodi-
ments other approaches may be used.

In the exemplary embodiment the host system may operate
in a manner like that discussed in the incorporated disclo-
sures, to receive messages from an automated banking
machine and to cause financial transfers related to one or
more accounts corresponding to the card data on the card that
is read for purposes of carrying out the transaction at the
particular machine. Thus for example in exemplary embodi-
ments the host 510 may receive one or more messages from an
automated banking machine at which a user is requesting a
transaction. These host messages may include data corre-
sponding to the card data which identifies the user and/or their
financial accounts. The host messages may include data cor-
responding to a PIN number, data corresponding to a biomet-
ric identifier of the user or other identifier presented by the
user at the banking machine. The one or more messages sent
to the host from the banking machine may generally also
include information regarding the type of transaction the user
wishes to conduct. This may include, for example, a request
for cash withdrawal from the automated banking machine.
The one or more messages sent to the host may also include
data corresponding to an amount associated with the transac-
tion that the user wishes to conduct. This may include, for
example, in a cash withdrawal transaction, a request for $200
to be dispensed from the banking machine and with a corre-
sponding debit assessed to a user’s checking account.

In exemplary embodiments the host may operate in accor-
dance with its programming based on data stored in the one or
more data stores, to determine that the card data corresponds
to an authorized account that is authorized to carry out the
requested transaction. The host computer may also operate in
accordance with its programming to determine that the PIN
number data or other data input by the user and associated
with the message corresponds to that which is appropriate for
the particular user or account. This is done based on the host
computer operating to determine that the data included in the
message requesting the transaction corresponds to data in the
one or more data stores 514. Of course these approaches are
exemplary.

The host computer may also determine that the requested
automated banking machine transaction is authorized for the
particular account and/or user, and operates to cause one or
more messages to be sent from the host to the particular
automated banking machine. This may include, for example,
messages including data which indicates that the transaction
is authorized. In response to receiving one or more messages
from the host, the automated banking machine operates to
carry out the transaction. In this example this would include
operating a cash dispenser to cause cash stored in the machine
in the requested amount of $200 to be dispensed from the
machine to a user. Of course in a situation where the host
computer determines that the transaction is not authorized,
then the messages sent to the automated banking machine
will indicate that the transaction is not to be conducted. In this
case the automated banking machine may operate to display
an appropriate message to the user and will operate to cancel
the transaction. In some embodiments and based on the mes-
sages from the host to the automated banking machine, the
user card may be returned to the user. In cases where the card
is reported stolen or otherwise the programming of the host
indicates the card is being improperly used, the messages to
the automated banking machine may operate to cause the
banking machine to capture the card. Of course these
approaches are exemplary.

Further in exemplary embodiments the automated banking
machine may operate once it has carried out successfully the
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authorized transaction, to generate one or more messages to
the host to indicate the successful completion of the transac-
tion. This may be done through operation of the one or more
banking machine computers included in or associated with
the machine which operate in accordance with their program-
ming to cause such messages to be sent to the host. The host
may operate in accordance with its programming in response
to the data included in such messages to cause the financial
transfer from the user’s account corresponding to the value of
the cash dispensed. Alternatively if the automated banking
machine was not able to carry out the transaction (for example
the cash could not be dispensed), the at least one computer of
the automated banking machine operates to cause one or
more messages to be sent to the host with data indicating that
the authorized transaction could not be carried out. The host
operates in response to the one or more messages from the
automated banking machine to record that the transaction
could not be completed. The host also operates in such cir-
cumstances in accordance with its programming not to charge
the user’s account for the value of the requested transaction,
even though the transaction was approved. The host may
further operate in accordance with its programming to cause
a notification to be given in appropriate circumstances of a
problem or other condition at the banking machine will need
to be remedied because the transaction could not be com-
pleted. This might include for example that the transaction
was unable to be completed because the automated banking
machine does not contain sufficient cash. The host may oper-
ate in accordance with its programming to give notice to
appropriate entities to replenish the machine with cash. Of
course these operations and steps are exemplary and in other
embodiments, other approaches may be used.

A typical banking transaction using the automated banking
machine 502 is performed as follows. First, a user swipes or
otherwise causes an input of the card data from his or her card
which is read through the card reader. The user then enters his
PIN and enters the desired transaction type and amount using
the keypad, touch screen or other input devices as mentioned
above. The automated banking machine 502 then sends a
request message regarding the banking transaction to the host
510. The host 510 then either by itself or by communicating
with other systems verifies that the user is authorized to
conduct the transaction. The host 510 then sends a response
message to the automated banking machine 502 that includes
data which indicates to the machine whether to perform or not
perform the transaction. If the host does not have the neces-
sary data to send the response message to the automated
banking machine 502 indicating whether to perform or not
perform the transaction, the host 510 may in some embodi-
ments send one or more messages corresponding to the
request through the network 508 to the banking transaction
computer 521 requesting the data. Upon receiving the request
message from the host 510, the banking transaction computer
521 will resolve whether the transaction is authorized based
on data stored in one or more associated data stores and send
the data concerning whether the transaction is authorized to
the host 510. The host then sends an appropriate correspond-
ing response to the banking machine.

For example, the automated banking machine 502 may
send a request message to the host 510 which indicates that
the user is requesting the machine to dispense a certain
amount of cash. The host 510 then sends a request message
that the user’s account is requesting to withdraw the requested
amount of cash to the banking transaction computer 521. The
banking transaction computer 521 then determines whether
that amount may be withdrawn from the user’s account based
on data stored in at least one data store. The banking transac-
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tion computer 521 sends areply message regarding that deter-
mination to the host 510. If the message or messages from
banking transaction computer 521 indicates that the amount
of cash can be withdrawn from the user’s account and the user
is authorized to conduct the transaction, the host 510 then
sends a response message which causes the automated bank-
ing machine 502 to dispense the cash. Alternatively, the host
510 may send a reply message telling the automated banking
machine 502 to display a user denial message on its display,
if the banking transaction computer has returned a message to
the host indicating that the person is not authorized to conduct
the transaction or that the requested amount of cash cannot be
withdrawn from the user’s account. Then, when the auto-
mated banking machine 502 is instructed to dispense cash,
when the machine completes dispensing the cash, the
machine 502 sends a completion message to the host 510 that
says that the cash has been dispensed.

The exemplary embodiment further includes a mobile
banking server 516. The mobile bank server 516 is opera-
tively connected to the banking transaction computer 521.
The mobile banking sever is also operatively connected to the
host and automated banking machines via network 508. The
mobile banking server 516 allows a user to use his or her cell
phone to conduct banking transactions. In an exemplary
embodiment the cell phone would appear to the banking
transaction computer to act like an automated banking
machine to other transaction terminal computers connected in
the network. Such transactions via the cell phone in an exem-
plary embodiment may include an inquiry about a user’s
account balance and transferring money between a user’s
accounts.

The exemplary mobile banking server 516 includes at least
one data store with computer executable instructions opera-
tive to cause at least one processor in the server to carry out
certain steps. The data store may include semiconductor
memory, optical memory, magnetic memory or other suitable
computer readable memory which can be used to store and
recover data. In the exemplary embodiment these instructions
include a parser program 517 for parsing messages, and an
interface program 519 that operates to register and store the
user’s information based on the messages, and to recover
such information. The mobile banking server 516 is also in
operative connection with one or more data stores 518, where
user and program instruction data may be stored. The mobile
banking server 516 may be operated by the financial institu-
tion which holds user financial accounts, or may be operated
by a third party. The mobile banking server 516 may include
data associated with a plurality of accounts. The accounts
may be associated with a single financial institution or a
plurality of different financial institutions whose customers
may use the system. For example, the mobile banking server
516 may be operatively associated with a bank of a first user
and also operatively associated with a credit union which
holds a financial account of a second user. Of course these
account relationships are exemplary and in some embodi-
ments the mobile banking server could have data for various
types of accounts with one or several entities.

The mobile banking server 516 communicates with the
banking transaction computer 521 to exchange messages
operative to cause a banking transaction on a user’s account.
In response to the receipt of messages from the mobile bank-
ing server 516, the banking transaction computer 521 com-
municates with the mobile banking server 516 to send mes-
sages related to the banking transaction involving the user’s
account. The messages exchanged between the mobile bank-
ing server 516 and the banking transaction computer 521 may

10

15

20

25

30

35

40

45

50

55

60

65

76
be in ISO8583 format or other suitable format that can be used
by the banking transaction computer.

In the exemplary embodiment the mobile banking server
516 may have capabilities like those described in U.S. Pat.
No. 7,516,087 or U.S. Pat. No. 7,946,480 the disclosures of
which are incorporated herein by reference in their entirety.
This includes for example including data in the one or more
data stores 518 which corresponds to user data and messages
or other actions to be presented and/or taken when a particular
user is determined to be requesting a transaction at a particu-
lar automated banking machine. This can include for example
presenting certain specific determined messages to the par-
ticular user based on stored information and/or criteria asso-
ciated with that particular user. It may also include certain
features to improve security. Of course, these approaches are
exemplary.

In this particular exemplary embodiment the one or more
server data stores 518 include data corresponding to one or
more predetermined notification network addresses. This net-
work address data may correspond to one or more ways of
communicating with the particular user or account holder. In
exemplary embodiments these ways of communicating may
correspond to a network address for communication with a
user’s wireless device. This data may include, for example, a
network address data for calling the particular user’s cell
phone, such as a cell phone number. Alternatively or in addi-
tion, the network address data may include data for commu-
nicating a text message to the user’s particular cell phone.
Alternatively or in addition, the network address data may
include an e-mail address at which messages are receivable
with the user’s cell phone, or other data that can be used for
communicating with the particular user’s cell phone or other
mobile device so as to enable the communication to be pro-
vided to the user during or proximate to the conduct of a
particular transaction. Further the exemplary embodiment of
the one or more servers 516 includes computer executable
instructions that are operative to cause the server to generate
message content appropriate for messages to be communi-
cated to a user’s cell phone or other mobile device related to
particular transaction conditions. Alternatively or in addition,
such message generation capabilities may be associated with
other connected computers and/or the wireless communica-
tion system with which the server 516 is connected.

In the system schematically represented in FIG. 30, the
system may utilize the mobile banking server 516 to perform
banking transactions in response to the messages communi-
cated with the cell phone 524. In an exemplary arrangement,
the user is first given the option by the system to register the
cell phone 524 for this service. The exemplary software logic
flow to accomplish this registration is schematically repre-
sented in FIG. 31.

In particular, as can be appreciated before a user
approaches the automated banking machine it may be oper-
ating in a wait mode. This may include, for example, output-
ting particular promotional messages or other information to
attract a user to the machine and/or providing instructions to
a user on how to commence a transaction with the machine. In
the exemplary embodiment, the machine user may com-
mence a transaction by causing the card reader to read data
from a card which includes data corresponding to the user’s
financial account. This is represented schematically in FIG.
31 by a step 526 in which the machine operates to cause a
user’s card to be read. This can be done for example through
operation of the particular type of card reader in the machine.

In accordance with the incorporated disclosure, the exem-
plary embodiment of the banking machine computer is opera-
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tive to prompt the user to input their personal identification
number (PIN). This is represented in a step 528.

The machine 502 then operates in accordance with the
software instructions associated with its computer to receive
PIN data from a user. This is represented by a step 530. The
user inputs their PIN through a keypad or other input device
on the machine. Of course it should be understood that other
input devices for receiving alternative or additional identify-
ing information may be used. This may include for example
biometric inputs, facial recognition inputs or other inputs that
are suitable for identifying the particular user or their account.

In the exemplary embodiment, the automated banking
machine 502 operates in accordance with its programming to
provide auser with an output through a display or other output
device that includes transaction options that the user may
select. The transaction options correspond to transaction
types that the user could conduct at a machine. In this exem-
plary arrangement, one of these transaction options corre-
sponds to setting up the user’s cell phone 524 or other mobile
wireless device to conduct transactions through the mobile
banking server 516. To do this transaction, the automated
banking machine 502 first verifies that the user is authorized
to conduct banking transactions at step 531. This verification
may be done in several ways.

For example, if a previous banking transaction, such as a
cash withdrawal, has already been performed by the user in
the current transaction session, the user has already been
verified to be authorized to conduct banking transactions on
the respective account. As previously mentioned, to accom-
plish this verification, the automated banking machine 502
sends a request message in the Diebold 91x format regarding
this banking transaction to the host 510. The host 510 either
by itself or by communicating with other systems then veri-
fies that the user account and PIN have the required corre-
sponding relationship and that the user is authorized to con-
duct the banking transactions.

The computer of the automated banking machine may have
associated programming which includes data associated with
one or more transactions conducted by the user while at the
machine during this transaction session, and if a prior trans-
action has been carried out which has verified the authority of
the user to conduct transactions then the user is deemed to be
properly identified and authorized for purposes of registering
address data for their mobile device.

Ifaprevious banking transaction has not been satisfactorily
completed in this transaction session at the machine, the
automated banking machine 502 may operate in accordance
with its programming to automatically send a request mes-
sage in the 91x or other appropriate format to the host 510 to
do a balance inquiry transaction to verify that the user’s card
and PIN data are associated with an authorized user. The host
510 then operates responsive to this message to generate an
ISO8583 format message or other appropriate message, and
sends a corresponding message to the banking transaction
computer 521 to request the balance inquiry. The bank trans-
action computer 521 then authorizes or refuses the balance
inquiry transaction based on the card and PIN data, and sends
a reply message regarding that determination to the host. If
that reply message corresponds to the banking transaction
computer 521 authorizing the balance inquiry transaction, the
host sends a response message to the automated banking
machine with that account balance data. The receipt of such a
message is an indication to the machine that the account is
valid, the input PIN is correct and that the user currently
operating the machine is authorized to conduct the banking
transactions on that account. Of course, these approaches are
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exemplary and in other embodiments other approaches to
verifying the authority of the banking machine user to register
a mobile device may be used.

After the person is verified to be authorized to conduct the
banking transactions, the automated banking machine 502
may then prompt the user to set up the user’s cell phone 524
to conduct transactions with the mobile banking server 516.
For example, the automated banking machine 502 may dis-
play a message that says “Would you like to sign up for the
mobile banking service?”” The user then indicates by one or
more inputs to the automated banking machine 502 his or her
desire to set up his or her cell phone 524 to conduct mobile
banking transactions. This is represented by a step 532.

The automated banking machine 502 then prompts the user
to enter the network address the user wants to register in
connection with the user’s account. This may include, for
example, the user’s cell phone number. The user enters his
cell phone number via a key pad or other input device into the
automated banking machine as represented by step 534. The
automated banking machine then sends a request message in
91x format or other suitable format to the host 510 as repre-
sented by step 536. The exemplary request message contains
data corresponding to the user’s phone number, account num-
ber, PIN, transaction type, and amount involved. In this case,
the transaction type includes data corresponding to setting up
of the user’s mobile wireless device to conduct transactions
with the mobile banking server, and the amount involved is
zero. The host 510 then determines that this is a sign up
message. The host 510 receives the 91x format or other mes-
sage and generates an ISO8583 format or other format mes-
sage in step 538. The host 510 then sends the user’s account
number, the PIN, and sign up message in ISO8583 format or
other format to the mobile server in step 540. Of course as can
be appreciated in other arrangements, other server messages
and host messages may be used. Also such messages may be
appropriately encrypted or otherwise configured to reduce the
risk of interception.

In step 542, the parser software 517 parses the ISO8583
message, and in this exemplary embodiment the user’s name,
phone number, and account information is resolved through
operation of the server. The mobile banking server 516 oper-
ates so that all or a portion of this data is stored in the data
store 518 or other memory for future use. The mobile banking
server 516 then sends a message to the host 510, and the host
operates responsive at least in part to the message to send a
message to the automated banking machine 502 that the user
has set up his or her cell phone 524 to conduct transactions
through the mobile banking server 516. This is indicated by
step 543. The automated banking machine 502 then provides
one or more outputs indicating to the user that this cell phone
524 can now be used to conduct mobile banking transactions.
The automated banking machine 502 may also operate to give
the user the phone number, text messaging number, short
code or other contact data for purposes of conducting banking
transactions with the cell phone 524. This information may be
in the form of a message displayed on the display screen of the
automated banking machine. Alternatively, the information
could be sent by the machine via RF such as Bluetooth or
Near Field Communication (NFC) messages to the cell
phone. Alternatively data could be provided to the phone via
visual outputs to the phone. Such codes can include bar codes
such as QR codes or other outputs that can be received via the
camera or other input devices on the phone. In alternative
embodiments the machine may also provide other data to the
phone. This may include identifying data, authentication
data, a digital certificate or other information useful in iden-
tifying the mobile device and/or in carrying out transactions.
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Alternatively, a user’s mobile device may be registered and
enabled to conduct transactions in other ways. This may
include, for example, the user registering the phone at a
financial institution. This may include the user being identi-
fied as authorized and having contact data for the mobile
banking server along with security credentials or other data
loaded in the phone via a communication interface at the
institution. Alternatively, in some embodiments, a user may
register the phone using an online banking system. Of course,
these approaches are exemplary of many that may be used.

After the cell phone 524 is registered in at least one data
store associated with the mobile banking server, the cell
phone 524 may be operated to request the mobile banking
server 516 to perform transactions as illustrated in FIG. 32.
For example, the transactions may include balance inquires
and transfers between linked accounts of the user. Optionally,
the system could be set up so that other transactions that do
not involve the dispensing of cash that can otherwise be
performed at a machine can be performed by the cell phone
communicating with the mobile banking server 516.

To accomplish a transaction, the user enters or causes the
phone to contact the phone number, short code or other sys-
tem contact data given to him by the automated banking
machine 502 or other system used for registration. The cell
phone operates to connect with the mobile banking server
516. The mobile banking server 516 receives this number of
the cell phone and/or other identifying data and/or identifying
credentials such as a digital certificate sent by the cell phone
in a step 544. Server 516 then determines that this number
and/or other data is registered and associated with the user or
the user’s account. This is represented in step 545. If the
phone corresponds to a registered user or account, the mobile
banking server 516 then communicates with the user’s cell
phone 524 to prompt the user to enter the user’s PIN. Such
communication may be via audio, text message or other
means. The user enters his PIN into the cell phone 524 and
this information is sent to the mobile banking server 516 as
represented by step 546.

The mobile banking server 516 then communicates mes-
sages with the user’s cell phone 524 that cause outputs from
the cell phone that ask the user what type of transaction that
the user wishes to conduct. Such outputs may be audio out-
puts, visual outputs, or both. The user then operates the cell
phone 524 by pressing certain key inputs or providing audio
inputs to select the transaction. If the transaction involves a
transaction amount the user is prompted to input the amount
responsive to messages from the server. The cell phone 524
then sends a message to the mobile banking server 516 in step
550 to perform the selected banking transaction. In step 552,
the mobile banking server 516 receives the transaction
request message and operates responsive thereto to generate a
corresponding ISO8583 format message. The message is then
sent to the banking transaction computer 521 in step 554. The
ISO8583 message is sent to the banking server that can autho-
rize the transaction based on the user’s account data resolved
by the server 516 and included in the message. The banking
transaction computer 521 then determines if the transaction is
permitted or denied and sends a message including data
related to the transaction and the determination back to the
mobile banking server 516 in step 556. The server 516 then
sends one or more messages corresponding to the determina-
tion and data in the message from the banking server to the
user’s cell phone 524 in step 558.

For example, a user may inquire about his account balance
in a bank account using his or her cell phone 524. The mobile
banking server 516 verifies that the user’s cell phone is asso-
ciated with an authorized account receives a PIN input and

10

15

20

25

30

35

40

45

50

55

60

65

80

prompts the user to input what type of transaction that the user
wishes to conduct. The user operates the cell phone 524 to
select the transaction which will cause a check of the user’s
account balance with the user’s bank. The cell phone 524 then
sends one or more transaction request messages regarding the
account balance inquiry to the mobile banking server 516.
The mobile banking server 516 receives the transaction
request associated messages and generates an appropriate
message or messages for such an account balance inquiry in
an ISO8583 message format. The message is then routed to
the banking transaction computer 521 based on the user’s
account data. The banking transaction computer 521 operates
to verify the account data, determines the balance in the user’s
account and then sends a message including data correspond-
ing to the user’s account balance to the mobile banking server
516. The mobile banking server 516 then sends one or more
messages including data corresponding to the user’s account
balance to the user’s cell phone 524. The user’s account
balance then, for example, may be displayed on the display
screen 525 of the user’s cell phone 524 or output as an audio
output via synthesized speech system, for example.

In the exemplary embodiment, the user when requesting a
transaction operates the keypad of the cell phone to enter his
PIN, and to select the type of transaction and provide other
inputs. Alternatively, the user could input the PIN, type of
transaction amount or other data by voice activation or by text
messaging. For example, the user may text message the type
of transaction that he or she wants to conduct.

The exemplary embodiment of the mobile banking mes-
sage server operates to provide a cell phone user with trans-
actions that a user could otherwise conduct at an ATM with
the exception of receiving cash. Further the mobile banking
server in the exemplary embodiment may be operative in a
manner similar to an ATM host or other computer that com-
municates with other banking computers or other financial
transactions.

It should be understood that while the mobile banking
server has been discussed in connection with carrying out
balance inquiries and transfers between linked accounts of a
user, in other embodiments other transactions may be per-
formed. These may include the receipt of account statements
that provides a detailed record of transactions conducted
involving the user’s account. Alternatively such transactions
may involve viewing cancelled checks or other documents
associated with the account of the user. In still other embodi-
ments messages sent to the phone may correspond to mon-
etary value which can be stored in memory of the phone, ina
reloadable stored value account, or elsewhere in a connected
computer so as to be disbursed responsive to operation of the
phone. Checks may be deposited using features like those
described in U.S. Pat. No. 7,896,235 the disclosure of which
is incorporated herein by reference in its entirety. Of course
these transactions are exemplary and other transactions
involving determining financial status or transferring finan-
cial value may be accomplished utilizing the principles
described herein.

Alternatively, in other exemplary embodiments, the system
may be set up such that the user’s account and PIN number
data may be associated with other identifying data that can be
input through the phone or other mobile device. For example,
at the time of registration, whether at the machine, financial
institution, home banking interface or other methodology, the
user can be prompted to select an alternative data input which
can be linked in a data store with a user’s PIN number. The
selected data may include a password, phrase or other suitable
input that can be provided to a mobile device. The data linking
the substitute and the actual PIN number may be stored in a
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data store associated with the mobile banking server or other
connected suitable data store. Thus, for example, when a user
conducts a transaction with their mobile device, the user may
be prompted to input their authorization data through the
phone. The mobile banking server may then operate in accor-
dance with its programming to receive this authorization data
and determine if it corresponds to data representative of a user
PIN associated with the account data. The user PIN may then
be used to attempt to conduct the transaction.

In still other example embodiments, a user’s cell phone
includes an application that enables the user to establish a
plurality of selectable identifying features, which can be input
through input devices on a smart phone or other device so as
to identify the user. Data corresponding to these plurality of
inputs are stored in data stores associated with one or more
servers and correlated with a user’s account number and/or
PIN number. A smart phone application for example, can
provide the user with options to set certain features as the
identifying features, data corresponding to which is corre-
lated with their account data. The user can be prompted
through programmed instructions included in a smart phone
application or other programmed instructions, to select cat-
egories of images, sounds, signals and/or key inputs to serve
as the suitable identifying features which are alternatively
referred to herein as authenticating factors. Options may be
provided to a user under each of the categories to select a
particular type of input to be utilized as the identifying infor-
mation for prompting the input. For example, if a user were to
select an image feature as a user identifying input, the appli-
cation on the phone would then prompt the user to select a
biometric feature, a body art feature, or an article. In addition,
the instructions might include subcategories under each. For
example, selecting a biometric feature might cause the phone
to provide one or more outputs that prompt the user to select
their face, an eye, ear, finger or other body part as the item, the
image of which is to serve as an authenticating factor. Based
on the selection by the user, the user is then prompted to
utilize the camera on the smart phone to capture an image of
that particular feature. In response to capturing such an
image, the smart phone may in some embodiments operate to
cause data corresponding to that image to be stored in one or
more data stores in the phone. Alternatively, in other embodi-
ments the software instructions included in the smart phone
may operate to store data aspects or digests (such as a hash,
digital fingerprint or other data) corresponding to the image,
which are useable to verify the authenticity of a future such
image of the user’s selected feature.

Alternatively, if the user were to provide an input selection
corresponding to body art, the user is prompted to select an
image of a piercing or tattoo which they may have. The user
may then make a selection and use the camera on the phone to
capture an image of that selected item. An image or a digest
thereof will be stored. Likewise, a user who has selected to
capture an image of an article may be prompted to select an
article such as a driver’s license, identification card, item of
jewelry, or other article that they expect to always have with
them when authenticating themselves to the machine. Again,
the user would be prompted to capture an image of the par-
ticular article and data corresponding thereto stored in the
data store.

Alternatively, if the user were to select items in a sound
category, the software instructions included on the smart
phone may prompt a user to select items such as voice rec-
ognition, a pass phrase, or other sound. If the user selected
voice recognition, they would be prompted to speak their
name or some other phrase from which voice characteristics
can be recognized. Data corresponding to the audio signals
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would then be stored through operation of at least one pro-
cessor in the smart phone in a suitable data store. Alterna-
tively, the user may select a pass phrase. This may be a phrase
that is known only to the user. The pass phrase spoken by the
user, in exemplary embodiments, may be converted to a suit-
able format, such as via speech to text, and data correspond-
ing thereto stored in at least one data store through operation
of software included in the smart phone. Alternatively, the
user may select other identifying sounds. This might include
for example, unusual items such as a bird call or other sound
the user is capable of making and the user feels will distin-
guish them from other persons. Data corresponding to the
audible signals associated with the sound may be stored in
one or more data stores.

In some example embodiments, the executable instructions
in the smart phone may prompt the user to select a particular
signal type as an identifying factor. This might include for
example, signals that a user can retrieve from an article that
the user is likely to have present when authenticating them-
selves for purposes of a transaction. Such signals might
include for example, wireless signals that are generated by
credit or debit cards or identification cards. These can include
for example, RFID signals or NFC signals that are generated
by the card. Alternatively, such signals may include signals
that can be generated from an article such as a token with
access to particular facilities or features. Alternatively or in
addition, selectable signal types may include internal signals
that are capable of being generated by a user’s smart phone or
other device. This might include for example, data corre-
sponding to one or more values that can be resolved based on
a digital certificate or other item that is resident in the phone
and that can be used to generate a generally unique authenti-
cating value. Of course, other types of signals may be selected
via user input to the smart phone.

Finally, in connection with some example embodiments,
the user may also provide one or more inputs to select key
type inputs as authenticating factors. This may include alpha-
numerical values or values corresponding to other symbols
that can be selected through a key pad or via icons on a touch
screen. The user can choose to input one or several different
values that can be keyed in and used as one or more identify-
ing factors for purposes of the application. Data correspond-
ing to such selected values is stored in at least one data store.

In some exemplary embodiments, the user may also estab-
lish through operation of the application on the smart phone,
a series of prompts that will guide them through inputting the
authenticating factors that will then correspond to what they
have selected. This might include allowing the user to estab-
lish a series of output prompts that will guide the user through
the series of authenticating factors they have selected. These
prompts may include reminders or questions that remind the
user of each of the factors and the sequence of factors that are
required to be input through the smart phone in order to
provide all the authenticating factors. For example, if the user
has selected an image of body art as an authenticating factor,
the user may input and store the phrase “my favorite tattoo™ as
a prompt to remind them that that is one of their factors.
Likewise, if they have chosen an image of a particular credit
card as an authenticating factor, they may input and store a
prompt such as “my oldest credit card”. Likewise, if the user
has selected a numerical prompt that corresponds to a home
address, the user might input and store a prompt such as “the
street address of grandma’s house”. Of course, these are
merely examples and the user could include a prompt for each
authentication factor they have chosen to use.

In some example embodiments, while selecting factors
during set up the user may be required to input a prompt and
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provide an input to cause it to be stored each time they select
a given authentication factor. In this way, the user will not
forget the authentication factors, or confuse the order in
which they are required to be later input. The application may
also require that the user have at least a minimum number of
identifying factors (for example, three). The application
could also limit the number to, for example, no more that a
given number (for example, six). Of course, the approach is
exemplary and in other embodiments other approaches may
be used.

Responsive to operation of the executable instructions
operating in the smart phone or similar device, a processor in
the phone may operate to store data corresponding to the
selected authentication factors, and any associated prompts in
memory in the device.

In the exemplary embodiment, when the user chooses to
implement these features when they operate the automated
banking machine using their traditional card and PIN, the
automated banking machine can offer the user a selection
which corresponds to the opportunity to conduct future trans-
actions using their smart phone or other wireless device as
previously discussed. If the user provides an input selecting
this option and their card and PIN data has been authenticated
as valid, the machine may operate in accordance with its
programming to communicate with the smart phoneto collect
the stored data corresponding to such of the different authen-
ticating factors the user has selected. The automated banking
machine may then operate in accordance with its program-
ming to cause data corresponding to the authenticating data to
be stored in at least one data store in the remote mobile
banking server or other suitable computer. Once stored on the
remote server, some embodiments may operate to cause the
data corresponding to the authenticating factors, other than
the prompts to be erased from the memory of the smart phone.
The mobile banking server may then operate in accordance
with its programming to correlate this data, or results, digests
or other data resolved using the authenticating factors, with
the user’s account and/or PIN numbers.

The correlation of the data that corresponds to these
authenticating factors and the user’s traditional transaction
data, then enables the user to carry out transactions through
communications via their smart phone with the banking sys-
tem by first inputting or otherwise providing these authenti-
cating factors to the smart phone. The smart phone can then
transmit the currently input data corresponding to the selected
authenticating factors to the mobile banking server. The cur-
rent data received can then be compared with the stored data,
and if the input factors correspond or otherwise have a pre-
determined relationship with what is stored in the at least one
data store, the user is then enabled to carry transactions via
their mobile device with the banking system in a manner like
that previously discussed. Of course, it should be understood
that these approaches are exemplary and in other embodi-
ments other approaches may be used.

Further, in some exemplary embodiments, the user may be
provided with the capability to periodically change the
authenticating factors corresponding to their card and/or PIN
number. This may be done, for example, when a user conducts
atransaction at an automated banking machine. The machine
may include in a manner similar to the mobile device regis-
tration option, another option which enables the user to
modify their authorization data. Thus the user, once proven to
be an authorized user to the machine through input of their
card and PIN data, may cause the authorization data stored in
connection with the mobile banking server or other server to
be changed to new authorization data that corresponds to new
authenticating factors such as a phrase, pass code and other
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suitable factors. Thus if the user were concerned that their
authenticating factor data has been intercepted, or if the user
is concerned because they have lost their phone, the user may
provide inputs through the machine interface to change the
authenticating factors.

Alternatively or in addition, the user interface of the
machine may operate to enable users to provide inputs that
immediately discontinue the ability of the mobile device to
operate to conduct transactions. This may be provided
through the machine being configured to provide outputs as
part of the user interface that enables the user who has been
properly authenticated via card and PIN data, to discontinue
the capability to conduct transactions via their mobile phone.

Other example arrangement may enable a smart phone or
other mobile device that has been set up for wireless operation
with a transaction network, to further conduct cash dispens-
ing transactions or other transactions that require the
exchange of tangible items with an automated banking
machine. This may be done for example, by enabling the
smart phone to communicate data which indicates that the
smart phone is adjacent to an automated banking machine and
is in a position to conduct a transaction therewith. This might
be done in some embodiments using the principles discussed
in U.S. patent application Ser. No. 13/373,168 filed Nov. 7,
2011, the disclosure of which is incorporated herein by ref-
erence in its entirety. Alternatively, in some example embodi-
ments, an automated banking machine may operate to pro-
vide a user with options to utilize the authorization data
associated with their mobile device to identify themselves to
the banking system and receive cash or other items of value
from the automated banking machine.

For example, FIG. 33 shows an example of an output
screen from an automated banking machine that includes the
capability of the operator of a mobile device to receive cash.
Screen 570 is output through the display of an automated
banking machine that may dispense cash to users based on
input of card data and appropriate corresponding PIN data.
Screen 570 however, also presents a selection that enables the
user to conduct a transaction without inputting a card, but
rather by selecting a cardless transaction. This may be done
for example, by selecting a particular area as indicated on a
touch screen, or providing an input through a key or other
input device. In order to utilize this option in the exemplary
embodiment, the user would need to have a mobile wireless
device such as device 572, which is a smart phone. The smart
phone would include a corresponding application of the type
previously discussed for enabling the user to conduct trans-
actions with the banking network.

Responsive to the receipt of at least one input selecting a
cardless transaction, the banking machine may operate in
accordance with its programming to output visible indicia,
which enables the input of authentication data to the banking
system from the mobile wireless device. As shown in FIG. 34,
the indicia in this example embodiment includes indicia in the
form of a two-dimensional bar code. This is represented in a
screen 574. The two-dimensional bar code may include vari-
ous types of data. For example, it may correspond to a par-
ticular transaction identifier that is to be associated with this
particular user transaction. Alternatively or in addition, the
indicia may correspond to the particular automated banking
machine at which the transaction is to be conducted. The
output indicia may also include security values or other val-
ues that are useful in carrying out the transaction. In some
example embodiments, the indicia may be generated respon-
sive to operation of one or more computers of the automated
banking machine. Alternatively, the automated banking
machine may receive all or a portion of the data represented
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by the indicia from a remote server, such as the host or
banking transaction computer.

In the example embodiment, responsive to screen 574, the
user may operate a smart phone 572 and the application
thereon to capture an image of the indicia output through the
screen. This is represented by FIG. 35. The application in the
user’s smart phone may then operate to resolve and utilize
data corresponding to the indicia for purposes of carrying out
a user transaction.

In some example embodiments, the receipt of the indicia
may cause the smart phone application to request authoriza-
tion data. This may be done for example, by the smart phone
application instructing the user to input the authenticating
factors at the time of the transaction. Alternatively, in some
embodiments the application operating on the smart phone
may enable the user to input and store the authenticating
factor data on the phone for a set period of time, so that the
user can then utilize this data immediately during the trans-
action. The authenticating factor data and data corresponding
to at least a portion of data represented by the bar code, may
then be sent through operation of the phone to the mobile
banking server. In some embodiments, this may be accom-
plished by the phone sending such information directly. Alter-
natively in other embodiments, the automated banking
machine may receive this data from the phone via wireless
communication such as via Bluetooth or an NFC communi-
cation. In either case, communication of such data to the
server that can correlate the authenticating factor data with
the user’s account and/or PIN number data and/or other data
needed to authorize a transaction, enables the user’s request
for the transaction to be processed by the banking transaction
computer or other computer that can authorize the transac-
tion.

In some embodiments, it should be understood that the user
can input their request for the particular amount of cash or
other financial transaction desired via the smart phone user
interface. This might be done for example, where the smart
phone communicates directly with the remote server to
deliver the authentication factor data. Alternatively in other
example embodiments, the user may provide inputs through
the user interface of the automated banking machine to indi-
cate the particular type of desired transaction. For example, a
cash withdrawal and the amount they wish to receive. This
might be done for example, in cases where the authenticating
factor data is sent through the automated banking machine.
Of course, it should be understood that these approaches are
exemplary and in other embodiments the user may provide
the data through the smart phone interface, even when the
data is going to be sent via the automated banking machine.
Likewise in some embodiments, some data may be input
through the automated banking machine in situations where
the authentication factor data is sent directly from the cell
phone to the remote server.

Further in some alternative embodiments, the user may
provide authenticating factor data through the phone and
other authorization data through the user interface of the
automated banking machine. For example in some embodi-
ments, the authorization data that the user has set up may be
received from the phone, while the user may still be required
to input a PIN through input devices on the automated bank-
ing machine. Alternatively, other inputs such as biometric
input or other input can be required of the user directly
through the automated banking machine user interface. This
might be done for example, where the operator of the machine
desires additional identifying data to verify that the dispense
of cash from the machine has been properly authorized. Of
course, these approaches are exemplary.
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In the exemplary embodiment the authorization data cor-
responding to the authenticating factors associated with the
user is received at the computer that can correlate such data
with user transaction information. Such data is used by the
system to compare such data to stored data and resolve data
corresponding thereto, such as the user’s account number
data and/or the user’s PIN data. In some exemplary systems
the data resolved based on the authorization data may be an
encrypted form of the user’s card and/or PIN data. Such
account and PIN data is then included in one or more mes-
sages along with data corresponding to the amount of the cash
dispense or other transaction type and amount requested by
the user, in one or more messages to the banking transaction
computer. The computer then determines if the transaction
requested is authorized based on the account and PIN data,
and if so generates one or more messages responsive to the
transaction being authorized. One or more messages are then
utilized to cause the automated banking machine at which the
user is present to complete the transaction, such as by dis-
pensing a requested amount of cash.

This may be done in several ways, depending on the par-
ticular system. For example, in some embodiments in which
the indicia output on the screen identifies the machine, autho-
rization of the transaction may cause one or more messages to
be routed to that particular machine, which causes the
machine to dispense the requested amount of cash. The user
can then take the cash to complete the transaction and the
user’s account will be charged. In alternative embodiments
features may be included to assure that the user is still present
at the machine where the cash dispense is made. This may be
done in a manner similar to that previously discussed to
assure that the transactions are authorized. These approaches
may include for example, the message to indicate that the
transaction is authorized being received by one or more com-
puters, which then causes different indicia to be output from
the machine. This indicia may also be in the form of a two-
dimensional bar code. Alternatively, such indicia may corre-
spond to signals such as wireless signals that can be received
through operation of a smart phone.

The smart phone may then be used to image this indicia or
otherwise process this data. The smart phone may operate to
cause this data or data that is a function thereof to be trans-
mitted to the mobile banking server or other remote computer.
In response to receiving the data corresponding to the indicia
that was output from the machine, the machine may then
receive signals from the remote server that cause it to operate
to dispense the requested cash. In this way, it is assured that
the user who requested the transaction is still present at the
machine as the transaction is completed.

Alternatively in other embodiments, the messages identi-
fying authorization of the transaction by the banking com-
puter may be received by one or more computers that cause
one or more messages to be sent to the user’s smart phone.
The data included in messages sent to the user’s smart phone,
may cause the smart phone in some example embodiments to
output indicia from the smart phone. This may include for
example, another two-dimensional bar code output through
the display on the phone or other indicia that can be read
through operation of a reader such as a bar code reader or
wireless port on the machine. The machine may then operate
to read this indicia from the display of the smart phone or
receive it through the port. The phone may analyze this data or
send data corresponding thereto to the remote computer to
verify that the data that the machine has received corresponds
to the data that was sent to the phone of the user that requested
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the transaction. Responsive to this determination, the auto-
mated banking machine may operate to dispense the cash
requested in the transaction.

Alternatively in other embodiments, the one or more mes-
sages sent to the smart phone may include data, such as data
which can be output from the phone received wirelessly such
as via NFC communication, by the automated banking
machine. The communications may include values that cor-
respond to data in messages that were sent to the user’s phone
so that the presence of the user’s phone at the machine can
then be authenticated. Responsive to such authentication, the
machine may then operate to dispense the requested cash, or
otherwise complete the requested transaction.

It should be understood in some example embodiments the
determination of whether data received by the phone is appro-
priate for allowing the transaction to proceed may occur at
computers located remotely from the automated banking
machine. Alternatively, such determinations may be made at
a computer located at or in the proximity to the automated
banking machine, which includes software instructions suit-
able for authenticating the particular data that is received as
genuine. Some embodiments may include features described
in U.S. application Ser. No. 13/565,905 filed Aug. 3, 2012
which is incorporated herein by reference in its entirety. Of
course, it should be understood that these approaches are
exemplary and in other embodiments other approaches may
be used.

An alternative arrangement enables a user to carry out a
transaction at an automated banking machine through use of
a mobile wireless device such as a smart phone, PDA, tablet
or similar device. In the exemplary embodiment, devices such
as those described in connection with FIG. 30 may be used in
connection with such a system. For example in such embodi-
ments, users may be able to carry out transactions at auto-
mated banking machines such as machines 502, 504 and 506
without input of data from a card at the time of the transaction.
This may be accomplished in exemplary embodiments by the
user operating a mobile wireless device such as device 524 so
it communicates identifying data to a remote server such as
server 516. Such a server may operate to cause identifying
data provided by the mobile wireless device, to be correlated
with account data such as data that can be read from a card or
other data suitable for carrying out transactions. The server
may then operate to cause the resolved account data to be
utilized in connection with carrying out a transaction at the
automated banking machine. Thus, the user may be enabled
to carry out a transaction at an automated banking machine
without the need to be in possession of their card. Further in
exemplary embodiments, such a system may be operated
such that users have the opportunity to operate the automated
banking machine in a conventional manner utilizing a card or
other identifying data for purposes of carrying out transac-
tions.

In an exemplary embodiment, a user is provided the oppor-
tunity to enroll in the system that allows use of a mobile
wireless device instead of a card, through an automated bank-
ing machine. The logic flow carried out in connection with an
automated banking machine, mobile wireless device and
transaction server to enroll are shown schematically in the
flow charts in FIGS. 42 through 47. In this exemplary embodi-
ment, the logic is schematically represented and these flow
charts accomplish providing a unique identifier associated
with the user’s mobile wireless device and correlating such a
unique identifier with account data that an automated banking
machine may utilize in connection with carrying out financial
transactions. As can be appreciated, computer executable
instructions associated with one or more processors are
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operative to cause an automated banking machine, mobile
wireless device and server to carry out the respective opera-
tions that are schematically described. Of course, it should
understood that additional steps, processes and functions
other than those mentioned may be involved in actual system
implementations of this type.

FIGS. 42 and 43 show schematically the operations caused
to be carried out by the computer executable instructions
associated with the automated banking machine. As repre-
sented in F1G. 42, the exemplary automated banking machine
provides through its display one or more selectable options to
a user who is operating the machine. This is represented by a
step 736. If a user selects an option to sign up for conducting
cardless transactions, they provide an input as represented in
step 738. If a user does not elect to sign up for cardless
transactions, the machine provides the options to select other
types of transactions as represented in a step 740. As can be
appreciated, numerous types of transactions can be carried
out in exemplary automated banking machines. These may
include card based transactions or cardless transactions
which may be carried out after the user has signed up for such
transactions. Of course in other embodiments, other types of
transactions which may be cardless or based on other forms of
identification may also be carried out at different types of
automated banking machines.

If a user requests to sign up for cardless transactions, the
automated banking machine operates as represented in step
742 to obtain a unique code from a server. In an exemplary
embodiment, such a code may include a multi-dimensional
bar code such as a QR code. Of course, it should be under-
stood that in other embodiments other types of codes or data
may be utilized instead of such visible output indicia.

FIGS. 46 and 47 show schematically the corresponding
logic associated with a user signing up for cardless transac-
tions that are carried out through operation of an associated
server. The request from the automated banking machine is
received by the server in a step represented 744. In response
to the request, the server resolves a code to send to the auto-
mated banking machine. This is represented in a step 746. It
should be understood that in some embodiments the code
may correspond to random data or pseudo random data. In
other embodiments code values may be predetermined or
may be transaction dependent. Further, it should be under-
stood that although in the exemplary embodiment the server
resolves the code, in other embodiments the code may be
resolved through operation of a processor located in the auto-
mated banking machine or other processor. Such code, once
resolved, may be communicated to the server or other loca-
tion as appropriate. It should be understood that numerous
alternatives which will perform the functions described can
be used.

As represented by step 748 in FIG. 42, the automated
banking machine is operative to receive the code data sent
from the server and provide the output code in the form of a
QR code. FIGS. 44 and 45 indicate schematically the logic
carried out through operation of at least one processor in the
mobile wireless device. As shown in FIG. 44, a user may
operate the mobile wireless device to read the output QR code
from the screen of the automated banking machine. This is
represented by a step 750. The automated banking machine
thereafter waits until it receives a message from the server as
represented by step 755, and then operates in accordance with
its programming to output a prompt which asks the user to
provide an input, such as a touch screen input, after they have
completed downloading the mobile application or App that is
associated with carrying out cardless transactions. This is
represented in FIG. 42 by step 752. Of course, it should be
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understood that if for some reason the user does not proceed
with the registration process, the automated banking machine
will be subject to a time out which terminates the transaction
and returns the machine to normal operation. This is repre-
sented in FIG. 42 by steps 754 and 756. It should be under-
stood however that although not explicitly shown in the sche-
matic logic, numerous of the steps executed by each of the
automated banking machine, mobile wireless device and
server have associated logic which will recover and return the
machine to normal operation in the event that an expected
response from another device is not received within a given
time out period. Of course, these approaches are exemplary
and other approaches may be used.

Returning to the description of the operation of the mobile
wireless device and the sign up process is represented in FIG.
44. The reading of the QR code in step 750 causes the device
to communicate with the server as represented by step 751.
The server then sends a message to the device as represented
by a step 753, which causes the device to display a link
corresponding to data included in the code. This is repre-
sented by a step 758. The server then sends the message to the
machine instep 755. Receiving the selection of the link on the
interface of the device from the device user as represented in
a step 760 causes the device to communicate with a web page
asrepresented in a step 762. In an exemplary embodiment, the
displayed page explains the service and terms associated with
providing cardless transactions. It also provides other infor-
mation that the user should know in connection with carrying
out such transactions. The page includes information on how
the user may download to their mobile wireless device an
application or app suitable for carrying out the cardless trans-
actions. Of course, such a page may include any other infor-
mation that is useful in terms of operation of the system. In an
exemplary embodiment, the user makes a selection as repre-
sented in steps 764 on whether to download the app to accom-
plish cardless transactions. If the user chooses not to down-
load the app, the mobile wireless device returns to a menu as
represented in a step 766.

If the user chooses to download the app, the application is
downloaded to the mobile wireless device as represented by
step 768. Once downloaded, the app is launched on the device
as represented in step 770. In the exemplary embodiment, the
app that is downloaded to the mobile wireless device prompts
the user to input a unique pass code. This is represented by
step 772. In the exemplary embodiment the pass code may be
numbers or characters selected by a user. Alternative in some
embodiments, the pass code may include other identifying
data, such as identifying data as discussed herein, which a
user can provide as an input to the device for purposes of
identification. The mobile wireless device receives the pass
code input from the user as represented by step 774. In the
exemplary system, after the user has downloaded the app,
they provide the input to the automated banking machine
prompted through the output from the machine in step 752.

After the user has provided the input to the automated
banking machine indicating that they have downloaded the
app, the automated banking machine operates in accordance
with its programming to prompt the user to provide their pass
code input to the mobile wireless device. This output is pro-
vided through the screen of the automated banking machine
of the exemplary embodiment. However in other embodi-
ments, other types of prompts can be used. This is represented
in FIG. 42 by a step 776. In the exemplary embodiment, the
automated banking machine provides prompts via outputs
from a display of the machine. Of course, it should be under-
stood that in other embodiments other types of outputs may be
provided. These may include for example, simulated voice
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outputs or other types of outputs that are capable of being
perceived by a user operating the automated banking
machine.

As represented in a step 778 shown in FIG. 44, the mobile
wireless device operates responsive to instructions included
in the app to communicate with a server. In the exemplary
embodiment, the mobile wireless device operates to send
device identifying data to the server. Such device identifying
data may include serial number data, certificate data, or other
data that can be used to uniquely identify a mobile wireless
device. Further in the exemplary embodiment, the mobile
wireless device is also operative to forward the pass code data
to the remote server. In other embodiments the pass code data
need not be sent to the remote server. In other embodiments,
other types of data may be sent. The sending of such data to
the remote server is indicated schematically by a step 778. As
represented in FIG. 47, the server receives the mobile device
identifying data, and pass code data if provided, in a step 780.
The server then operates in accordance with its programming
to store the received data in a step 782.

In response to receiving the data from the mobile device,
the server next operates in accordance with its programming
to communicate with the automated banking machine to indi-
cate that the automated banking machine should further pro-
ceed with the enrollment process. This is represented in FIG.
46 by a step 784. The automated banking machine receives
this message from the server as represented by step 786. In
response to receiving the message from the server, the auto-
mated banking machine operates as represented by step 788
in FIG. 42 to provide one or more outputs that prompt a user
to input their card to the automated banking machine. The
automated banking machine operates as represented in step
790 in FIG. 43 to read the card data. In the exemplary embodi-
ment, the automated banking machine then operates to send a
message to the server as represented by step 792 to request an
enrollment authorization code.

The server operates in accordance with its programming to
generate an enrollment code as represented by step 794 and to
send the enrollment code to the automated banking machine
as represented in step 796.

The automated banking machine operates as represented in
FIG. 43 to receive the enrollment code data from the server.
This is represented by a step 798. The automated banking
machine then operates responsive to the received code to
output the code through the display of the machine. In the
exemplary embodiment, the code is output as a QR code. This
represented in FIG. 43 by a step 800. The machine then
operates in accordance with its programming to return the
user’s card at a step 802 and to send data corresponding to at
least a portion of the card data that was read from the user’s
card to the server as represented in a step 804.

As represented in FIG. 47, the server receives the card data
from the automated banking machine as represented in step
806 and stores the card data as represented in step 808. In the
exemplary embodiment, the server operates to store the card
data in correlated relation with mobile device identifying data
and the pass code data that was received previously from the
mobile wireless device. Of course, this approach is exemplary
and in other embodiments other approaches may be used.

As represented in F1G. 48, the mobile wireless device, after
sending the phone identifying data to the server, is open to the
cardless transaction page in which the mobile device is
enabled to read the QR code. This is represented by step 810
in FIG. 45. The mobile device is then operated to read the QR
code output by the display of the automated banking machine.
This is represented in step 812. This is the QR code that is
output from the automated banking machine in step 800.
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In the exemplary embodiment, the mobile wireless device
is operative responsive at least in part to the instructions
included in the QR code read in step 812, to connect to the
server. This is represented by a step 814. As shown in FIG. 47,
the server operates to receive the message from the mobile
wireless device that includes the enrollment code data. This is
represented by step 816. The server then operates in accor-
dance with its programmed instructions to generate token
data, which can be used to uniquely associate the mobile
wireless device and account data. The generation of this data
is represented by step 818 in FIG. 47. The server next operates
to send the generated token data to the mobile wireless device
as represented by step 820. It should be understood that
suitable precautions may be taken in transmitting the data
between the various devices so as to avoid interception
thereof. This may include suitable forms of encryption and
device authentication as appropriate to provide secure com-
munication.

As represented in FIG. 45, the mobile wireless device
receives the token data in a step 822. The token data is then
stored through operation of the app in the data store of the
mobile wireless device. In operation of the exemplary
embodiment, the server then operates to send to the mobile
wireless device a confirmation request, which is represented
by a step 824 in FIG. 47. The receipt of this message operates
to cause the mobile wireless device to prompt the user to
provide an enrollment confirmation through the device. This
is represented in FIG. 45 by a step 826. In response to a
request for enrollment confirmation, the mobile device is
operative to receive one or more inputs from a user to confirm
the enrollment. This is represented by step 828. A confirma-
tion message is then sent to the server as represented by a step
830.

As represented in FIG. 47, the remote server receives the
confirmation request as represented by step 832. In response
to the confirmation request, the exemplary server is operative
to store the data regarding the account in one or more data
stores for use in carrying cardless transactions. This includes
storing the data that associates the account identifying card
data with the other data that can be received so that the sever
can resolve the card data from messages sent by the phone.
This is represented in FIG. 47 by a step 834.

In an exemplary embodiment, the remote server is also
operative to cause to be sent to the automated banking
machine, one or more messages that indicate that the enroll-
ment has been completed. In response to receiving such mes-
sages, the automated banking machine is operative to output
one or more messages indicating enrollment confirmation.
This is represented in FIG. 43 by a step 832. The automated
banking machine then outputs one or more messages to indi-
cate that the enrollment is complete in a step 834 and returns
to the main menu.

The portable wireless device through operation of the app
also provides an indication that the enrollment is complete as
indicated in a step 836. The app then returns to a main page
represented by a step 838. The user is then presented with the
option to proceed immediately with a cardless transaction at
the automated banking machine as represented by a step 840,
or the user can close the app and utilize it at a later time as
represented by a step 842. If the user chooses to proceed with
the wireless transaction immediately, the mobile wireless
device will proceed with the logic for carrying out the card-
less transaction in conjunction with the automated banking
machine in the manner that is later described.

It should be understood that the enrollment process
described is exemplary and in other embodiments other dif-

10

15

20

25

30

35

40

45

55

60

65

92

ferent or additional steps may be utilized, depending on the
particular nature of the system and the transactions involved.

FIGS. 48 through 52 describe schematically the logic flow
associated with carrying out an exemplary wireless transac-
tion in connection with an automated banking machine. Such
transactions may be carried out in connection with a system
for which the enrollment process has been previously
described. Of course, it should be understood that alternative
approaches may also be utilized to accomplish such transac-
tions.

FIGS. 48 and 49 schematically describe the steps carried
through operation of the automated banking machine in con-
nection with an exemplary cardless transaction. The exem-
plary machine outputs a menu of transactions that a user may
select as represented by step 844. These transactions may
include card based, as well as the cardless transaction. In step
846, the user may select a cardless transaction or one of the
other transactions which can be performed by the machine.
The other transactions, if selected, are represented collec-
tively by a step 848.

If the user has selected a cardless transaction, the auto-
mated banking machine operates in accordance with its pro-
gramming to obtain a transaction identifying code from the
server. This is represented by a step 850. FIG. 51 corresponds
to the logic carried out by an exemplary server in connection
with the cardless transaction. As represented in FIG. 51, the
server receives the request for the code from the automated
banking machine, and in step 852 it sends a transaction iden-
tifying code to the automated banking machine as represented
in step 854.

As represented in FIG. 48, the automated banking machine
operates in response to the code sent from the server to output
a QR code through the display of the machine. This is repre-
sented by step 856. A user wishing to conduct a cardless
transaction operates their mobile wireless device, which car-
ries out the programmed logic represented in FIG. 50. The
user launches the app on the mobile wireless device as rep-
resented by step 858. The user also inputs the pass code
associated with access to the app as represented by a step 860.
The user then scans the QR code output by the automated
banking machine. This is represented by step 862. The mobile
wireless device then operates to send the scanned QR code
data, the token data, device identifying data, and/or the pass
code data to the server. This is represented by a step 864. In
the meantime, after displaying the code for a reasonable
period of time, the automated banking machine operates in
accordance with its programming as represented in FIG. 48 to
display an appropriate wait screen. This is represented by step
866.

The data sent from the mobile wireless device is received
by the server as represented by a step 868 in FIG. 51. The
server then operates in accordance with its programming to
resolve the account data from the data that has been sent from
the mobile wireless device. This is represented by a step 870.
The exemplary server then operates to send a confirmation
message to the mobile wireless device in a step 872. The
receipt of this confirmation by the mobile wireless device is
represented by a step 874 in FIG. 50. The server is also
operative to send a confirmation of receipt of the data to the
automated banking machine. This is represented in FIG. 51
by a step 876, and receipt of this message by the automated
banking machine is represented in FIG. 48 by a step 878.

In the exemplary embodiment, the automated banking
machine operates in accordance with its programming to then
prompt the user to input their PIN or other identifying data
associated with the transaction they wish to conduct. This is
represented in FIG. 48 by a step 880. The automated banking
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machine then prompts a user to provide a transaction selec-
tion as represented in a step 882. The automated banking
machine then receives the transaction selection via inputs
from the user as represented in a step 884. The machine then
prompts for an amount input corresponding to the transaction
type. This is represented in a step 886. This may be for
example in the case where a user has selected a transaction
type which corresponds to a withdrawal, asking the user to
input the amount of the withdrawal they wish to make. The
machine then operates in accordance with its programming to
receive an amount input as represented in a step 888. It should
be understood that these transaction prompts and inputs are
exemplary and in other embodiments other approaches and
transaction flows may be used.

Exemplary embodiments of the cardless transaction sys-
tem may operate in different ways, depending on the particu-
lar type and configuration of the system being operated. In
one exemplary arrangement, as represented in FIG. 49, an
automated banking machine operates in response to receiving
the PIN and data necessary to identify the transaction type and
amount, to send a transaction request message to the server.
This is represented by a step 890. In the exemplary embodi-
ment, the automated banking machine operates to send this
request message with either null data for the card data or,
alternatively, pseudo data in place of the card data. This is
because the card data is not received by the automated bank-
ing machine in a cardless transaction. Instead the card data is
resolved through operation of the server in response to the
data sent through the mobile wireless device.

As represented in FIG. 52, in this exemplary arrangement
the server receives the request message from the automated
banking machine. This is represented in a step 892. The server
then operates in accordance with its programming to build an
ATM request message, including the card data corresponding
to the mobile phone that has been used in lieu of a card for
purposes of this transaction. The request message may be in
some embodiments a Diebold 91x format message or other
suitable message requesting the type of transaction the user at
the automated banking machine has requested. The building
of the request message by the server is represented by a step
894. The server then operates to send the request message to
the corresponding host computer or other computer that can
authorize the transaction request. This represented by a step
896.

In the exemplary embodiment, the server operates to logi-
cally stand between the automated banking machine and the
host. Thus in this exemplary embodiment, the server receives
the response from the host, which indicates whether the trans-
action requested is to be carried out or not. This is represented
in FIG. 52 by a step 898. A server then operates to pass the
response message or otherwise generate and send such a
message to the automated banking machine in a step 900. It
should be understood however that in alternative embodi-
ments, the server may only operate to handle the request
message, and other messages between the automated banking
machine and the host may pass directly without being passed
through the intermediate server.

As represented in F1G. 49, the automated banking machine
receives the response message, which has been generated by
the host. This is represented by a step 902. In response to the
message from the host, the automated banking machine car-
ries out the appropriate transaction function. This may
include for example, operating the machine to dispense cash
or to receive a deposit. Alternatively, the function performed
may include providing an output which indicates that the
transaction cannot be carried out. The performance of the
function in response to the message that is received is repre-

10

15

20

25

30

35

40

45

50

55

60

65

94

sented in a step 904. The automated banking machine then
generates a message which indicates whether the transaction
function that is indicated as authorized by the received host
message could be carried out. This is represented by a step
906.

In the exemplary embodiment, where messages are passed
through the server to a host, the host receives the completion
message from the automated banking machine as represented
in a step 908. The server operates to pass a completion mes-
sage to the host so that a record of the transaction and the
assessment of the accounts can be made through the operation
of'the host computer. This is represented in a step 910. Further
in the exemplary embodiment, the server operates to make a
record associated with the particular transaction that was
carried out. This is represented in a step 912.

In some exemplary embodiments, the transaction data may
also be sent through operation of the server to the mobile
wireless device. This may provide the mobile wireless device
with receipt data which can be stored therein. The acquisition
of the receipt data by the mobile wireless device is repre-
sented by a step 914 in FIG. 50. The user of the mobile
wireless device may then operate the device to close the app
as represented in a step 916.

In other exemplary embodiments, instead of the server
sending the transaction request message to the host, the server
may operate in accordance with its programming to cause the
resolved card data derived from the data sent by the mobile
device, to be sent to the automated banking machine. As a
result, the automated banking machine may build the request
message and communicate with the host in a manner compa-
rable to that carried out when the card data is read directly at
the machine from a user card. This alternative is represented
by the transaction flow represented in FIG. 52, which pro-
vides alternatives to steps 892, 894 and 896. As represented
by step 918, the server operates after resolving the card data
from the data received from the mobile device to send the card
data to the automated banking machine. Receipt of this data
by the automated banking machine is represented by a step
920 in FIG. 49. Also as represented in FIG. 52, in the exem-
plary embodiment the server operates to make a record of the
transaction data associated with the cardless transaction and
store it in a data store. This is represented by step 922.

As represented in FIG. 49, when the automated banking
machine receives the card data in step 920 from the server, the
automated banking machine then operates in accordance with
its programming to build a transaction request message in a
manner similar to what is done during a transaction when card
data is read directly by the automated banking machine from
auser’s card. The machine then operates to send a transaction
request message to the host computer as represented by step
924. As previously discussed, in the exemplary embodiment
the transaction request message includes the card data and
PIN data, as well as an indication of the transaction type and
the amount that the user wishes to conduct at the machine.
The host computer receives the message and determines if the
transaction is authorized to be carried out. In response to this
determination, the host sends a response message, which is
received by the automated banking machine as represented by
a step 926. In response to receiving the message, the auto-
mated banking machine operates in accordance with its pro-
gramming to carry out the transaction functions in the manner
indicated by the data included in the response message. This
is represented by a step 928. The transaction functions may
include for example, dispensing cash, receiving a deposit,
declining the transaction or taking other steps as is appropri-
ate. The automated banking machine then operates to send a
completion message to the host as represented in a step 930.
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A completion message indicates to the host computer
whether the requested transaction function was successfully
carried out through operation of the automated banking
machine.

In other embodiments, instead of a server resolving card
data that corresponds to an account number from the data sent
by the mobile wireless device, the server may resolve other
values. Such other values may have no relationship to a user’s
actual account number, except that a host computer or other
computer can correlate the substitute values with the account
number. This approach can be used to avoid transmission of
actual account number data to and from the host or other
computer. This might be done as a way to enhance security.

It should be understood that the arrangement and steps
discussed are exemplary. Numerous other approaches may be
taken towards carrying out cardless transactions through the
use of mobile wireless devices. Arrangements may be devel-
oped by those skilled in the art using the principles described
herein.

It should be understood that while the exemplary transac-
tions have been discussed in connection with dispensing cash,
other types of transactions may also be conducted through use
of a smart phone or other mobile wireless device application
that can be operated in connection with an automated banking
machine. Such transactions might include a user receiving
paper or electronic checks through operation of the auto-
mated banking machine. Alternatively or in addition, such
transactions may include the receipt of items such as phone
cards, tickets or other tangible items that can be paid for and
dispense through operation of the banking machine. Alterna-
tively or in addition, transactions in which the automated
banking machine receives cash and credits a user’s account
can be conducted in a manner using cardless transactions
carried out through use of the authorization data which is
received through the mobile wireless device such as the smart
phone.

It should further be understood that although the transac-
tions that have been described may involve the exchange of
tangible items with an automated banking machine, transac-
tions may also be carried out that may involve the use of
intangible items. These may include for example, transac-
tions which operate to cause the smart phone to receive data
corresponding to credit value stored in a digital wallet asso-
ciated therewith through communication of messages with
the automated banking machine. This might be done for
example in a transaction in which the user supplies cash to the
machine and receives the credit to their digital wallet. It may
also involve a transfer of value from the user’s account to their
digital wallet on the phone or stored in a cloud system. Alter-
natively value may be stored in a reloadable stored value
account. Alternatively, the user may operate to carry out
transactions that provide other data which can be used for
things of value, such as additional phone service, electronic
access tokens, or providing access to certain facilities, events
or other things.

Thus in some example embodiments, the user may be able
to use their portable wireless device to carry out transactions
which do not involve exchanges of tangible items or other
items from an automated banking machine in remote loca-
tions, wherever the user happens to be. Further, the user may
operate their mobile wireless device in a similar manner
adjacent to an automated banking machine to receive cash or
other items from the machine without the use of a banking
card or other data, as might otherwise be required for opera-
tion of the machine.

FIG. 36 shows an alternative embodiment of a transaction
system schematically indicated 576. System 576 includes a
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plurality of automated banking machines 578. Automated
banking machines may be generally of the type previously
described. Exemplary automated banking machines 578 may
include, for example, output devices such as a display, audio
output devices, haptics devices or other types of devices that
can output human perceivable outputs. The exemplary auto-
mated banking machine may also include input devices. Such
input devices may include function keys, a keypad, a touch
screen, a card reader, a bar code scanner, a wireless port or
other devices which are capable of receiving manual inputs or
other types of inputs from users or devices operated by
machine users.

In the exemplary embodiment, the automated banking
machines 578 are operative to dispense cash to users. Cash is
dispensed to users in responsive at least in part to user iden-
tifying data that is input by a user corresponding to an autho-
rized financial account. Cash is dispensed responsive at least
in part to the account data indicating the account includes
sufficient funds in an amount being requested by a user at the
machine. The machine operates to cause the user’s account to
be assessed for funds dispensed. Each of the automated bank-
ing machines has at least one computer (alternatively referred
to as a processor herein) associated therewith. The automated
banking machines 578 of the exemplary embodiment do not
include a check imager. For purposes of this disclosure a
check imager includes a device that is operative to scan a
check of a user that a user wishes to deposit in the machine to
deposit in their account and/or redeem for cash. It should be
understood, however, that the principles described herein
may also be used in conjunction with automated banking
machines that do include check imagers.

Inthe exemplary embodiment each of the automated bank-
ing machines 578 is connected in a network 580. Network 580
of the exemplary embodiment may be a private network,
public network, virtual private network or other suitable com-
munications medium to enable the automated banking
machines to communicate with at least one remote computer
582. In the exemplary embodiment remote computer 582 is in
operative connection with at least one data store 584. As
schematically indicated, computer 582 is a host computer
associated with a bank or other financial institution 586. In the
exemplary embodiment the automated banking machines
communicate data corresponding to user and/or account iden-
tifying data through the network 580 to the host computer
582. The host computer 582 is operative to analyze the data
sent from the automated banking machine and compare such
information to data stored in the at least one data store 584 to
determine if the data input to the machine corresponds to an
authorized user and/or financial account. The host computer
582 is operative to authorize transactions responsive at least
in part to such a determination.

In the exemplary embodiment the at least one host com-
puter 582 is also operative to receive data corresponding to
the transaction type and amount that a user at an automated
banking machine wishes to conduct. For example if the user
is requesting a cash withdrawal at the automated banking
machine, the at least one host computer 582 operates to ana-
lyze data stored in the at least one data store to determine if the
transaction is authorized and whether the account has suffi-
cient funds or is associated with data that corresponds to an
authorization to allow the requested transaction. Responsive
to making the determination that the transaction is authorized,
the at least one host computer 582 is operative to send at least
one message to the automated banking machine where the
user is located to cause the machine to carry out the requested
transaction. In the case of automated banking machines 578,
generally the user will be provided with cash dispensed from
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the machine. Of course ifthe transaction is not authorized, the
at least one host computer is operative to send a message to
the automated banking machine to indicate that the transac-
tion cannot be performed. Responsive to the automated bank-
ing machine dispensing the requested cash to the user, the
exemplary machines send at least one message to the host
computer 582. The host computer operates responsive thereto
to cause the user’s account to be assessed an amount corre-
sponding to the dispensed cash. Of course these approaches
are exemplary and in other embodiments other or different
transaction steps may be used.

In the exemplary system 576, users of automated banking
machines that do not include a check imager are nonetheless
able to make check deposits into their account and/or to
receive cash in exchange for such deposited checks. This is
accomplished in the exemplary embodiment by authorized
users being able to use portable wireless devices such as a
smart phone 588 in connection with the system. The exem-
plary portable wireless devices (which are alternatively
referred to herein as mobile devices) include a camera 590
and an output device such as a display 592. Such mobile
devices include at least one processor 594 and at least one
data store 596 as schematically shown.

In the exemplary embodiment the portable wireless
devices 588 are enabled to capture images of checks or other
instruments schematically indicated 598. The exemplary por-
table wireless device includes a software application resident
thereon that includes computer executable instructions that
cause the device to provide outputs that guide a user through
certain transaction steps as hereinafter described. Those
transaction steps include imaging one or both sides of a check
associated with a check transaction.

In the exemplary embodiment the mobile devices are
enabled to communicate wirelessly in one or more wireless
networks schematically indicated 600. The mobile devices
communicate check data that includes data corresponding to
an image of at least one side of the check and/or other check
or user related data, to at least one remote computer 602. At
least one remote computer 602 is in operative connection with
at least one data store 604. In the exemplary embodiment the
computer 602 is operated by a service provider. The computer
is operative to receive check data including check images and
other data, including check images and other data from the
mobile device, and to provide messages to the mobile device
sending the check data, that corresponds to the check data that
has been delivered to the remote computer 602. This data in
exemplary embodiments may correspond to the particular
check transaction being carried out by the user. The exem-
plary mobile device operates responsive at least in part to the
data sent by the computer 602 responsive to receiving the
check data, to provide at least one output. As hereinafter
explained, the at least one output from the mobile device can
be provided as an input to at least one input device of an
automated banking machine 578 in order to accomplish a
check related transaction at the machine even though the
machine does not include a check imager. Although in the
exemplary embodiment the at least one computer 602 that
receives the check data is indicated as operated by a service
provider entity, it should be understood that in some embodi-
ments the at least one computer may be operated by the
financial institution owning the automated banking machines
or other financial processing entity.

In the exemplary embodiment the at least one computer
602 is in operative communication with at least one computer
606. Atleast one computer 606 of the exemplary embodiment
is operative to perform check item processing. At least one
computer 606 is in operative communication with at least one
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data store schematically indicated 608. It should be under-
stood that although the at least one computer which performs
item processing is shown as separate from at least one com-
puter 602 and the at least one host computer 582, in some
embodiments the functions of one or more ofthese computers
may be combined. Further it should be understood that in
some arrangements such computers may be operated by the
bank or other financial institution which operates the auto-
mated banking machines or by a different banking or service
provider entity. It should be understood that such computers
are shown separately for purposes of this schematic descrip-
tion in order to facilitate understanding of the functions per-
formed by each.

In the exemplary embodiment the item processing com-
puter is operative to receive the check data including image
data from the at least one computer 602. In the exemplary
embodiment the at least one computer 606 is operative to
resolve data from the check image. This includes data
included in the micr line on the check as well as the amount
for which the check is written. This can be accomplished
using character recognition software which is applied to the
check image data so as to resolve these values and data. The
at least one computer 606 may also perform other functions
such as assuring that the check has been signed by the maker
who has written the check and/or is endorsed by the recipient
of'the check. Further in some exemplary embodiments the at
least one computer 606 may operate to analyze the check data
to determine instances of probable check fraud. This may
include analyzing images for purposes of determining if a
check may be a photocopy or is otherwise fraudulent. Alter-
natively in some embodiments it may include analyzing the
maker signature and/or endorsement signature as either a
genuine signature of the indicated individual or for properties
which indicate that it is not a photocopy or facsimile signa-
ture. In addition, other tests may be carried out by the com-
puter in some embodiments associated with resolving check
data and/or verifying the genuineness of the check. Of course
these approaches are exemplary and in other embodiments
other approaches may be used.

In the exemplary embodiment the at least one item pro-
cessing computer 606 is in operative connection with the at
least one computer 582 which is associated with the bank or
other financial institution which, in the exemplary embodi-
ment, is operative to communicate with the automated bank-
ing machines 578. As later described in more detail, the at
least one computer 602 is operative to provide data to the
mobile device responsive to receipt of the check data that
uniquely identifies the check data that the user has sent. This
received data is operative to cause the exemplary mobile
device to provide at least one output which is communicated
as a check related input to the automated banking machine at
which the user is conducting a transaction. In the exemplary
embodiment this check related input uniquely identifies the
particular check transaction. In the exemplary arrangement
this check related input that is received by the machine is
communicated to the at least one host computer 582. This
check related input that uniquely identifies the check is com-
municated to the at least one computer 606. Such data may
also be accompanied by other data such as data that identifies
the financial institution 586 as the bank of first deposit for the
check. Such data may also include other transaction identi-
fying data such as a transaction number, deposit account data
or other information that can be used to identify the particular
transaction in which the check was involved.

In the exemplary embodiment the at least one item pro-
cessing computer 606 is configured to process check data so
as to present the check data for payment. In some exemplary



US 9,047,728 B1

99

embodiments the at least one bank which operates the auto-
mated banking machines may also send images and data
associated with checks it receives to the at least one computer
606 for processing. As later explained in greater detail, the at
least one computer 606 operates to enable checks that are
written on accounts held by the bank 586 to be charged
against those particular accounts on which the checks are
drawn and the associated amounts credited to accounts into
which the checks are deposited. In addition in cases where
checks that are deposited in accounts held by the bank 586 are
drawn on other banks, the at least one computer 606 of the
exemplary embodiment is enabled to send images and data
corresponding to those checks for payment to the banks on
which the checks were written. This may be done in the
exemplary embodiment by communicating the check related
data and check images through one or more networks 610 to
the Federal Reserve system schematically indicated 612. The
Federal Reserve system of the exemplary embodiment oper-
ates to forward the checks to the banks on which the respec-
tive checks were drawn schematically indicated 614. This is
done through one or more networks 616. In the exemplary
embodiment the Federal Reserve also operates to settle
accounts between financial institutions related to amounts
owed by various maker banks to banks of first deposit which
hold the accounts into which the checks have been deposited
by their customers.

In the exemplary embodiment the Federal Reserve bank
also operates to handle the returns for any checks that are
presented electronically for payment to a maker bank, and for
which check payment is refused. This may include, for
example, checks that are dishonored due to insufficient funds
in the account on which the check is drawn. It may also
include checks that have a stop payment order applied, or
checks drawn on accounts that have been closed, or checks
that are identified as having missing or forged maker signa-
tures. Of course these reasons for refusing payment on a
check are merely exemplary. The data associated with dis-
honored checks are sent through the Federal Reserve elec-
tronically to the at least one computer 606 so that the account
of'the person who has deposited the check in the bank of first
deposit is not provided with credit for the amount of the
check. In addition it should be understood that in other
embodiments, entities other than or in addition to the Federal
Reserve may perform these functions. This may include, for
example, a private clearinghouse which performs these func-
tions for a plurality of member banks. Further in some exem-
plary embodiments, some images and data for checks may be
sent directly to maker banks for presentment under agree-
ments that exist between banks or groups of banks. Further
some systems may send some images and data checks
directly to maker banks, for some checks through private
clearinghouses and for some other checks through the Federal
Reserve. Numerous different arrangements for the present-
ment, payment and return of checks may be utilized in various
embodiments.

The exemplary system 576 is particularly adapted for use
in connection with automated banking machines that do not
include a check imager, but which nonetheless enable the
financial institution or other entity operating the automated
banking machine to receive check based deposits. In the
exemplary embodiment, the mobile devices of customers
include programming that carries out the logic flow schemati-
cally indicated in FIG. 38. In the exemplary embodiment the
portable wireless device includes programming included in
an application which provides the ability to deposit checks
into automated banking machines that do not include a check
imager. Of course this approach is exemplary and other
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approaches may be used. As represented in FIG. 38, the user
of the portable wireless device provides one or more inputs
through the touch screen display 592 or other input device
such as a keypad of the device to select the automated banking
machine check deposit application. This is represented by a
step 618. In the exemplary application, the application
prompts the user to input identifying data that authenticates
the user as authorized to operate the application. This is
represented in a step 620.

Responsive to proper user identification inputs, the appli-
cation causes an output through the display of the portable
wireless device which presents the user with account selec-
tions. The account selections may correspond to numerous
accounts that the user has, into which the check may be
deposited. This is represented in a step 622. In addition the
outputs from the phone may include the ability to conduct a
check deposit transaction directly to the user’s account sepa-
rate and apart from an automated banking machine such as is
described in the patents incorporated herein by reference. In
the exemplary embodiment, the transaction selections
include an automated banking machine check related trans-
action. Such a check transaction might be desired by a user,
for example, in cases where the user wishes to receive cash for
acheck immediately at an automated banking machine rather
than depositing their check in the account separate from an
automated banking machine and then withdrawing cash at a
later time when the user is adjacent to a machine. Of course
these approaches are exemplary and numerous different
transaction options may be provided.

As represented schematically in FIG. 38, the user may
select an automated banking machine check transaction
through one or more inputs through an input device on the
portable wireless device. This is represented in a step 624.
Responsive to this selection, the exemplary application is
operative to provide outputs through the display of the por-
table wireless device that prompts the user to capture images
from one and/or both sides of the check. The outputs may
further instruct a user to carry out other steps or to provide
other inputs as well. This is represented in a step 626.

The portable wireless device operates to capture the images
of one or both sides of the check through operation of the
camera 590. The capturing of the check image data is repre-
sented by step 628. In the exemplary embodiment, the appli-
cation then operates to cause the check data which includes
the one or more check images and/or other data which is
associated with the check images, such as for example
account data, check amount or other items, to be transmitted
through the wireless network 600 to the at least one computer
602. This is represented in FIG. 38 by step 630. In response at
least in part to the receipt of the check data, the at least one
computer 602 is operative to send to the portable wireless
device at least one message which includes data related to the
check related transaction in which the check is submitted to
the at least one server. These received messages include data
which correspond to at least one check related input which
will be provided by the user to the automated banking
machine in a manner hereinafter discussed. For purposes of
this disclosure, the data that is received by the portable wire-
less device from the at least one computer 602 is described as
a code or code data. However, it should be understood that
such code data may include any manner of data which is
usable to identify the particular check, the images for which
are uploaded from the mobile wireless device to the at least
one computer 602 in connection with the check related trans-
action. This is represented schematically in FIG. 38 by step
632.
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In the exemplary embodiment the at least one computer
602 is also operative to send to the portable wireless device,
data which corresponds to a receipt for the check related
transaction. The receipt of this additional data can be used by
the user to establish or prove that they transmitted the par-
ticular check to the at least one computer 602, is represented
by a step 634.

In the exemplary embodiment the portable wireless device
is operative to store in the at least one data store of the device,
the data corresponding to the code data, which is used to
provide at least one output from the portable wireless device
that is received as at least one input to the automated banking
machine. In exemplary embodiments the storage of this data
may be maintained by the portable wireless device for an
extended period of time until the user is ready to conduct the
related transaction at the automated banking machine. Thus
the application may enable the user to close the application at
this stage and perform other activities through their portable
wireless device until they are ready to complete the transac-
tion at the automated banking machine. The application may
be structured for example, to enable the user to restart the
application and recover this data so as to recover the data from
the at least one data store that corresponds to the particular
check that has been sent to the at least one computer 602. Of
course it should be understood that this approach is exem-
plary and in other embodiments, the application may be struc-
tured so that the user scans the check with the phone while at
the automated banking machine, and there is no significant
delay between when the data received from the at least one
computer 602 is stored in the portable wireless device and
when the user outputs such data for purposes of providing at
least one check related input to the automated banking
machine. Variations on these approaches will be apparent to
those skilled in the art from the teachings herein.

In the exemplary application, the user either in proximity to
when the data is received from the at least one computer 602,
or at sometime thereafter, provides at least one input to an
input device of the mobile device which comprises an instruc-
tion to the portable wireless device to provide at least one
output based on the received data. This is represented in a step
638. Responsive to receiving the instruction to provide the
output in step 638, the portable wireless device is then opera-
tive to provide at least one output as represented in step 640.
This at least one output corresponds to at least one check
related input that is provided to at least one input device on the
automated banking machine. For example, in some exem-
plary embodiments, the output may include a numeric or
alphanumeric code that can be visually perceived by a user
and then input through a keypad (either a physical keypad or
a touch screen display keypad) on an automated banking
machine. In other example embodiments, the output may
include data that produces a two-dimensional bar code that
can be received as a check related input by a bar code reader
on the automated banking machine. This is represented in
FIG. 39 which demonstrates a bar code scanner 642 associ-
ated with an automated banking machine reading output indi-
cia in the form of a two-dimensional bar code 644 from the
display 592 of the portable wireless device. In still other
exemplary embodiments the output data may be provided via
wireless signals such as RF signals that are received through
a wireless port of the automated banking machine. Of course
other approaches may be used to provide outputs from the
portable wireless device that constitute at least one check
related input that is received through operation of at least one
input device on the automated banking machine.

In the exemplary application the portable wireless device
receives at least one confirmation input that indicates that the
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at least one output has been delivered as at least one check
related input to the automated banking machine. This is rep-
resented by a step 646. As can be appreciated, the confirma-
tion input may depend on the particular type of output from
the portable wireless device that is received as a check related
input. For example in cases where the output is an alphanu-
meric code which is manually input by a user to the automated
banking machine, the confirmation input may include a
manual input to the portable wireless device. Alternatively, in
cases where the output is delivered either through a bar code
scanner or through a wireless port, the portable wireless
device may receive a confirmation input via wireless commu-
nication from the automated banking machine. Such confir-
mation input may include RF or IR inputs which indicate that
the output has been received and has been resolved through
operation of at least one computer of the machine. Of course
these approaches are exemplary and in other embodiments
other approaches may be used.

Once the at least one output from the portable wireless
device has been received by the automated banking machine
as at least one check related input, the user may then close the
application on the mobile device. This is represented by a step
648. Of course it should be understood that the logic shown is
schematic and is exemplary of logic that may be executed by
the portable wireless device in connection with check related
transactions. Other exemplary embodiments may include
additional or different steps so as to achieve similar functions.

FIG. 37 shows schematically steps carried out in connec-
tion with an automated banking machine of an exemplary
embodiment. The schematic logic flow is associated with the
automated banking machine carrying out a check deposit
and/or a check cashing transaction but the machine does not
include a check imager.

The logic flow begins with a step 650 in which user and/or
account identifying data is read from a card through operation
of a card reader. It should be understood while in the exem-
plary embodiment a data bearing record such as a card is used,
other types of readers and identifying inputs to identify a user
and/or their financial account may be used in other embodi-
ments.

In response to reading the card data, at least one computer
associated with the machine operates to prompt a user to input
a personal identification number (PIN). The prompt is pro-
vided through a display on the automated banking machine.
This is represented by a step 652. The automated banking
machine receives the user PIN input through a keypad touch
screen or other suitable input device. This is represented by a
step 654. The at least one processor that operates the auto-
mated banking machine then prompts the user at a step 656 to
select a transaction. This may be done via a display or other
output device. It should be understood that numerous types of
transactions may be offered to a user. These may include, for
example, a cash dispensing transaction, a balance inquiry
transaction, a transaction to transfer funds between accounts,
atransaction to load value to a digital wallet or other types of
transactions in addition to check related transactions. Further
in exemplary embodiments, more than one check related
transactions may be offered. For example the user may be
prompted to select between a check cashing transaction and a
check deposit transaction. The types of transactions offered
will depend on the desires of the machine owner and the
programming of the computer associated with operation of
the machine. As represented by a step 658, for purposes of this
example the user provides at least one input through at least
one input device to select a check related transaction.

In the exemplary embodiment, the user is next prompted
through an output via an output device to input an amount
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associated with the check. This is represented in a step 660. In
response to the prompt, the user inputs the check amount
through at least one input device on the automated banking
machine. This is represented by a step 662. It should be
understood that in exemplary embodiments manual input
devices such as akeypad or a touch screen display with virtual
keys may be used for this purpose. Alternatively in other
embodiments a check amount may be received through an
input device on the automated banking machine from the
mobile wireless device such as via a wireless port. This might
occur, for example, when the check amount has been input to
the portable wireless device in connection with sending the
check data to the remote computer 602. In other embodiments
the amount of the check may be resolved or confirmed
through operation of the at least one computer 602, and the
data sent to the mobile device and included with the other
checkrelated data. In such embodiments the portable wireless
device may communicate the check amount data viaNFC, IR,
Bluetooth or other wireless communications, for example.

In the exemplary embodiment the automated banking
machine provides at least one output that prompts the user to
provide a check related input. In this exemplary embodiment
the at least one computer associated with the machine pro-
vides an output that prompts a user to scan a two-dimensional
bar code output from their portable wireless device. This is
represented in a step 664. In response to receiving this
prompt, the user may operate the portable wireless device in
the manner previously described in connection with step 638
to provide one or more inputs which cause the portable wire-
less device to output the two-dimensional bar code that cor-
responds to the check related data received from computer
602. When the output from the portable wireless device is
provided in accordance with step 640 of FIG. 38, the auto-
mated banking machine operates in a step 667 to read the data
output from the display of the portable wireless device. This
scanned display data includes at least one check related input
that uniquely corresponds to the particular check transaction
in which the user’s check was sent to the remote computer
602.

The automated banking machine of the exemplary embodi-
ment then operates in accordance with its programming to
send data corresponding to the check related input of the at
least one host computer 582. This is represented by step 668.
Thereafter in a step 670, the host computer 582 determines if
the card and PIN data corresponds to an authorized user, and
whether the authorized user is permitted to conduct a check
transaction in the amount indicated as associated with the
check on their account. This determination which is made by
the at least one computer 582 is done responsive to the data
stored in the at least one data store 584. This determination is
represented in FIG. 37 by a step 670.

The at least one host computer 582 determines whether to
allow the transaction or deny the transaction. This is repre-
sented by a step 672. If the transaction is denied, one or more
messages are sent by the at least one computer 582 to the
computer associated with the automated banking machine
which indicates to the user that the transaction is not autho-
rized. This is represented in a step 674.

If the transaction is allowed, the at least one computer 582
operates to send one or more messages to the computer asso-
ciated with the automated banking machine indicative that the
transaction is allowed. This is represented in a step 676. For
example if the transaction requested is a check deposit to the
user’s account, the user may receive outputs through the
display of the machine which indicates that a value corre-
sponding to the amount of the check has been added to their
account.
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Alternatively in other embodiments where a user has
requested a check cashing transaction, further messages may
be exchanged with the automated banking machine. For
example in some embodiments the messages may cause
operation of the cash dispenser to dispense cash to a user
corresponding to the amount of the check. Further in still
other embodiments depending on the nature of the system, the
automated banking machine may treat a check cashing trans-
action as two separate transactions. One of these may involve
a deposit of the check to the user’s account, and a separate
transaction thereafter which represents a cash withdrawal
from the account. In that case the automated banking machine
may receive the one or more messages indicating that the
amount of the check has been deposited to the user’s account,
and may thereafter operate in accordance with the program-
ming of its associated computer to cause messages to be sent
to the at least one computer 582 requesting a cash dispense in
an amount corresponding to the amount of the check. Such
messages may include the card and PIN data previously input,
as well as data indicating that the user is to receive cash as a
withdrawal from their account in an amount having a rela-
tionship to the check. These messages may be generated
automatically through operation of the machine associated
computer, and sent to the at least one host computer 582
which verifies the user and account identifying data and sends
messages in the automated banking machine associated com-
puter indicative that the transaction is authorized. This may
include messages that cause the cash dispenser to dispense
cash to the user. These steps associated with the particular
check transaction type carried out through operation of the
automated banking machine are represented by a step 678.

It should be understood that in some embodiments the
automated banking machine may operate in accordance with
its programming to facilitate check cashing transactions in
circumstances where the amount of the check does not cor-
respond to an exact amount that the machine may dispense.
For example some automated banking machines may dis-
pense several denominations of bills, the smallest of which
may be a five dollar bill. In such cases the automated banking
machine may operate to round the check amount either up or
down (depending on the programming of the computer asso-
ciated with the machine) to the nearest value that the machine
can dispense based on the bill denominations that are avail-
able. In this case it would be an amount that is divisible by
five. Further in some embodiments the automated banking
machine may only dispense one denomination ofbills such as
twenty dollar bills. In such embodiments the programming
associated with the automated banking machine associated
computer may round up or down to the nearest amount divis-
ible by twenty. In such exemplary embodiments when cash in
excess of the amount of the check is dispensed, the additional
amount is charged to the user’s account through operation of
at least one computer 582. Likewise when an amount of cash
less than the amount of the check is dispensed, the excess
value of the check is credited to the user’s account. Of course
it should be understood that in some embodiments automated
banking machines may be operative to cash checks to the
penny. This may include machines that have coin and bill
dispensers that can dispense coin in multiple denominations
and bill dispensers that can dispense bills in multiple denomi-
nations. The principles described may also be used with such
machines. However, the approaches described may be more
likely to provide benefit in connection with automated bank-
ing machines that are set up for primarily cash dispensing
operations, and then do not dispense coin or a large variety of
bill denominations.
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Returning to the exemplary transaction flow represented in
FIG. 37, at least one computer processor associated with the
automated banking machine carries out a step 680 in which a
determination is made whether the automated banking
machine could carry out the functions necessary to complete
the transaction. In the case of'a check cashing transaction, this
may include determining whether the appropriate amount of
cash could be dispensed through operation of the cash dis-
penser. In the case of a check deposit transaction to the user’s
account, this may include notifying the user of the deposit and
providing them with a receipt. Of course the nature of the
steps to complete the transaction will depend on the exact
transaction type. If the automated banking machine could not
operate to complete the transaction, the automated banking
machine sends one or more messages to the one or more
computers 582 to indicate that the transaction could not be
completed. This is represented in a step 682. In this case the at
least one computer 582 stores data concerning the transaction
including the fact thata check has been sent from the phone to
a check processor so that the transaction can be reconciled.
Such reconciliation may include, for example, computer or
manual intervention to recover the check data and be sure that
the amount of the check is added to the user’s account if the
check is valid and paid when presented to the maker bank. Of
course these approaches are exemplary and in other embodi-
ments other approaches may be used.

If'the automated banking machine was able to successfully
carry out the functions necessary to complete the transaction,
one or more messages are sent to the computer 582 indicating
that the transaction was completed. The messages from the
automated banking machine associated computer are opera-
tive to cause the at least one computer 582 to store the trans-
action related data. Such check related data will generally
include the check related input data, check amount and other
data related to the transaction so as to facilitate recognizing
the check and completing the check payment process. The
storing of this data is represented in a step 684. In addition, in
the exemplary embodiment the at least one remote computer
582 is operative to modify the data stored in the at least one
data store 584 to modify the user’s account associated data in
accordance with the transaction conducted. This is repre-
sented in a step 686. This may include, for example, in the
case of a check deposit transaction, granting in connection
with the user’s account a provisional credit for the amount of
the check as a deposit to the account. This provisional credit
will correspond to an amount added to the user’s account if
the check is not dishonored upon presentment. Likewise
embodiments where a check transaction involves a check
deposit to the account and a cash withdrawal associated with
a cash dispense, the account is provisionally credited for the
amount of the check and assessed for the amount of the cash
withdrawal. Of course these approaches are exemplary and
are dependent on the particular nature of the transaction con-
ducted.

Further in the exemplary embodiment the at least one com-
puter (alternatively referred to herein as at least one proces-
sor) associated with the automated banking machine operates
in accordance with its programming to issue to the user a
transaction receipt. Such a transaction receipt may include the
details of the transaction conducted. In some embodiments it
may be issued to the user on paper, through operation of a
printer in the automated banking machine. In other embodi-
ments the transaction receipt may alternatively or addition-
ally be issued electronically to the user’s portable wireless
device. Alternatively or in addition, the transaction receipt
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datamay also be sent to other systems such as a home banking
system or other system associated with the user. This is rep-
resented by a step 688.

Although in this previously described embodiment the at
least one check related input provided to the automated bank-
ing machine includes visible indicia that can be scanned
through operation of a scanning device, in other alternative
embodiments the at least one check related input may include
other types of inputs provided through at least one input
device of the automated banking machine. For example in
some embodiments the messages communicated by the at
least one computer 602 to the mobile device may result in the
mobile device receiving at least one code that can be visibly
output to a user through a display of the mobile device. This
particular output which corresponds to the particular check
transaction may then be provided as at least one check related
input through a manual input device on the automated bank-
ing machine. Thus for example an alphanumeric code may be
input to the machine via a keypad, touch screen, voice recog-
nition or other suitable device. This at least one check related
input may then be utilized in a manner like that previously
discussed for purposes of correlating the check data sent from
the mobile device to the at least one computer 602 and the at
least one computer 606 with the data corresponding to the
automated banking machine transaction.

Further in other exemplary embodiments, the at least one
check related input provided by the mobile device may
include a wireless input such as an IR input or an RF input
such as a Bluetooth or NFC type input. This atleast one check
related input may be sent from the mobile device to an input
device including a wireless port on the automated banking
machine. The data communicated from the mobile device to
the wireless port again may serve the function of identifying
the check data. Of course it should be understood that these
approaches are exemplary and in other embodiments other
types of check related inputs may be used.

As can be appreciated from FIG. 36, upon completion of
the automated banking machine transaction, data correspond-
ing to the transaction including the at least one check related
input received by the automated banking machine is stored in
the at least one data store 584 associated with at least one
computer 582. In exemplary embodiments the data stored in
association with the at least one check related input may
include the indicated check amount, the account data associ-
ated with the individual providing the check, a transaction
identifier generated through operation of the at least one
computer 582 and/or the automated banking machine and/or
other associated transaction data. In the exemplary embodi-
ment the data which identifies the transaction and data corre-
sponding to the at least one check input is communicated
from the at least one computer 582 to the at least one com-
puter 606 which performs item processing. Of course as
previously discussed, in addition to check related transaction
data received through automated banking machines the pro-
cessor may perform other functions for the bank 586 such as
processing other checks as check images that are received by
the bank as the bank of first deposit.

In the exemplary embodiment the at least one computer
606 operated in connection with the item processing activity
receives the check data and data corresponding to the at least
one check data input from the at least one computer 602. The
data corresponding to the at least one check related input that
was sent by the at least computer 602 to the mobile device,
corresponds or otherwise has a predetermined relationship
with the at least one check related input that was received in
connection with the check transaction through the automated
banking machine. By correlating the data corresponding to
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the at least one check related input, the at least one computer
606 is able to identify the particular check data, including the
check and/or images that correspond to the particular check
involved in the transaction. Responsive to this information,
the at least one computer 606 is able to analyze the check data
to determine if the amount of the check as indicated by the
user input during the automated banking machine transaction
corresponds to the amount written on the check. In the event
that the amount of the check was entered at the automated
banking machine incorrectly, steps are taken responsive to
operation of the at least one computer 606 to indicate an
anomaly and to take appropriate action so as to correct the any
errors. This may include, for example, providing for further
automated or manual review of the check images so as to
determine the correct check amount. Alternatively and/or in
addition, such corrective actions may include crediting or
debiting the individual’s account who conducted the transac-
tion at the automated banking machine so as to adjust for the
correct amount on the check. Some embodiments may
include features such as those described in U.S. application
Ser.No. 13/793,246 filed Mar. 11, 2013 which is incorporated
herein by reference in its entirety. Of course the steps taken
will depend on the capabilities of the particular system and
the type of anomaly which is detected through operation of
the computer 606 or other operations of the system.

In the exemplary embodiment the at least one computer
606 is operative to determine the bank and account number
associated with the particular check. As previously men-
tioned this is determined from data that is included on the
micr line of the check. Ifthe computer 606 determines that the
check is drawn on an account that is held by the bank of first
deposit for the check transaction which in this case is bank
586, the at least one computer 606 operates to generate a
record to indicate that the particular check is drawn on the
bank of first deposit. In the exemplary embodiment the at least
one computer 606 is operative to also generate records indi-
cating the nature of the financial transfer including the
account from which the funds represented by the check are to
be withdrawn and the transaction and/or account to which the
funds represented by the check are to be deposited. In such
cases the account for deposit may be based on account num-
ber data sent by the at least one computer 582 to the at least
one computer 606. Alternatively in other embodiments the
account to be credited for the amount of the check can be
represented by other data such as the at least one check related
input or other transaction identifier utilized in connection
with the particular transaction. In some exemplary embodi-
ments the transaction data related to the check that is drawn
on the bank 586 may be sent promptly to one or more com-
puters at the bank 586. Alternatively in other embodiments
the check related data may be accumulated with other data
from multiple checks associated with automated banking
machine transactions that are drawn on the bank as the bank
of first deposit. This data may be sent as an accounting file or
other file to the bank as a batch one or more times a day. Of
course these approaches are exemplary and in other embodi-
ments, other approaches may be used.

In the exemplary system the at least one computer 606
associated with the item processing, is also operative in con-
nection with carrying out image based check presentment in
connection with checks that are received and that are drawn
onbanks other than the bank of first deposit, which in this case
is bank 586. In an exemplary embodiment the at least one
computer 606 is operative to collect checks that are drawn on
other banks and organize them as image cash letters which are
acollection of check images and check data for checks drawn
on a particular maker bank. In some cases the image cash
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letter will be associated with one particular bank of first
deposit. Alternatively if the check image processor is operat-
ing a service bureau, it may be possible to combine checks
associated with numerous banks of first deposit into an image
cash letter that is to be routed to a particular maker bank with
the funds selectively dispersed among the different banks of
first deposit, when the funds associated with those checks is
paid to the service bureau. Of course these approaches are
exemplary.

As previously discussed, generally image cash letters will
be routed to the maker banks upon which the checks are
drawn via the Federal Reserve or a clearinghouse. The funds
that are payable to the bank of first deposit in connection with
the image cash letters will be credited by the Federal Reserve
or the clearinghouse to the bank of first deposit. This will be
done in connection with balancing accounts between the dif-
ferent financial institutions upon which checks are written.
The Federal Reserve or clearinghouse may then operate to
credit the account of the bank of first deposit as is appropriate
for the checks which were presented. Further in the exem-
plary embodiment the at least one computer associated with
the item processing may also prepare the associated account-
ing records to indicate the various accounts and amounts
involved in the check transactions and provide records to the
bank concerning the crediting of accounts.

It should be understood that in the exemplary embodiment
the at least one computer 606 associated with item processing
may also perform other functions. This may include, for
example, receiving information regarding returned checks
that are dishonored upon presentment to the maker bank. This
information may be provided to the bank of first deposit so
that the account of the person making the check deposit has
the amount of the check not credited thereto or if a provisional
credit has been made, deducted therefrom. Further in some
exemplary embodiments the at least one computer associated
with item processing may also operate to process in clearing
items. This may include receiving image cash letters and
check images from the Federal Reserve or an automated
clearinghouse that correspond to checks drawn on bank 586
as the maker bank, and which are deposited in other banks
which are the bank of first deposit for those checks. The at
least one computer 606 may process the in clearing items to
determine that the amounts can be paid and to prepare
accounting files that make the appropriate deductions from
the particular accounts. Further the at least one computer 606
may also process any return items that are dishonored when
presented. Further in some embodiments the at least one
computer 606 may also process the data necessary for prepa-
ration of statements related to accounts held at the bank 586.
This may include, for example, preparing statements that
include image data that show the particular checks and
amounts that are drawn on the bank accounts of customers of
bank 586. Further the one or more computers associated with
the item processing system may perform other functions as
well, depending on the nature of the particular system.

As can be appreciated, the operation of the exemplary
system 586 enables check related deposit transactions and/or
check cashing transactions to be carried out at automated
banking machines that do not include a check imager. Thus
the automated banking machines may be lower cost devices
that are commonly employed when checks are to be received.
However, it should be understood that while the operation of
the system has been described in connection with automated
banking machines that do not include a check imager, the
same principles may be applied to automated banking
machines that include check imagers and other devices
therein for processing checks. Further, while the exemplary
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system has been described in connection with automated
banking machines that dispense cash, it should be understood
that the system may also be employed in connection with
automated banking machines that do not dispense cash and/or
that perform other functions. This may include, for example,
machines at which users can make payments for goods and/or
services. This may include, for example, machines that dis-
pense tickets, scrip or other items. Further, such principles
may be used in connection with automated banking machines
that are operative to load value into digital wallets, phone
accounts, stored value accounts or other similar accounts
which contain value which may be utilized by a particular
user. The principles described may also be applied to numer-
ous other types of systems.

A further alternative transaction system is schematically
represented in FIG. 40. This particular system generally indi-
cated 670 enables the user to associate a data bearing record
such as a debit card or a credit card that can be used for
conducting transactions at an automated banking machine,
with data corresponding to a particular merchant’s customer
affinity program. Such affinity programs are sometimes
referred to as reward or loyalty programs, are commonly
offered by different merchants to give their customers dis-
counts, promotions or other incentives and benefits in
exchange for making purchases of goods or services from the
particular merchant. Thus in the exemplary embodiment once
a data bearing record such as a particular transaction card is
linked to the particular merchant’s affinity program, the user
may receive the benefits associated with the affinity program
whenever they use the particular card in connection with
acquiring goods or services of that merchant. In addition the
user may receive advertisements, promotional items, cou-
pons, notices or other useful information in conducting trans-
actions in connection with automated banking machines
using the card that is linked to the particular merchant affinity
program.

In the exemplary embodiment system 650 includes a plu-
rality of automated banking machines such as machine 672,
674 and 676. These automated banking machines may be
machines of the type previously described that are usable in
connection with carrying out cash dispensing transactions or
other types of transactions that include automated transfers of
value. The automated banking machines are in operative con-
nection with at least one network 678. The at least one net-
work is in operative connection with the at least one host
computer 680 which is in operative connection with at least
one data store 682. In the exemplary embodiment the at least
one computer 680 is in operative connection with a financial
institution schematically represented as bank 684. The at least
one computer 680 may be operative to enable transactions
such as cash dispensing, check deposit, cash acceptance,
envelope deposit or other transactions at the automated bank-
ing machines in the manner previously discussed or referred
to. Of course these particular approaches are exemplary and
in other embodiments, other approaches may be used.

In the exemplary embodiment the automated banking
machines are in operative connection with at least one com-
puter 686. Computer 686 is in operative connection with at
least one data store 688. In the exemplary embodiment the at
least one computer 686 is operative to cause promotional
offers and other messages to be output selectively through the
automated banking machines 672, 674 and 676 during trans-
actions. This may be done in the manner described in U.S. Pat.
No. 7,516,087 the disclosure of which is incorporated herein
by reference in its entirety. Of course alternative approaches
may be utilized as well. In this particular exemplary embodi-
ment the at least one computer 686 is operative to present
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promotional offers including offers for discounts, incentives
or other offers to users during transactions at the automated
banking machines based on the user identifying data pre-
sented by the user at the machine. This identifying data may
include, for example, the information read from the user’s
card. The at least one computer 686 may also be operative to
provide promotional items directly from the machines such as
through the printing of coupons, vouchers, tickets or other
items. Further in the exemplary embodiment the at least one
computer 686 is operative to cause the output of messages
that enable a user to provide inputs which indicate the accep-
tance of promotional offers, offers for sale, offers for other
benefits or other things which are accepted by users through
inputs to the automated banking machines.

As schematically represented in FIG. 40, a first merchant
system 690 is associated with a first merchant. The first mer-
chant system may be operated by a merchant who provides
goods or services to customers. The first merchant system
includes a plurality of point of sale terminals 692 through
which purchasers from the merchant may make payment
using data bearing records such as a credit or debit card. Point
of'sale terminals 692 are in operative connection with a mer-
chant network 694 operated by the merchant that is connected
to one or more merchant computers 696. The merchant com-
puters 696 are in operative connection with one or more data
stores 698. The merchant computer systems may be operative
in exemplary embodiments to store data including price data
associated with particular items, transaction data, inventory
data and other data that is useful to the merchant in carrying
out their business. In addition in exemplary embodiments, the
merchant computers 696 are operative to process and store
the data corresponding to particular customers who are par-
ticipants in customer affinity programs operated by the mer-
chant. This may include, for example, information about par-
ticular individuals who are entitled to additional discounts,
promotional offers, credits, rebates or other benefits in con-
nection with their purchases from the merchant. In exemplary
embodiments these customers may be identified via particu-
lar codes or other data that can be represented through indicia
such as abar code, an RFID tag or other identifier on an article
that is provided by a merchant to the user. The data from this
article may be presented by the user in the time of making a
purchase transaction from the merchant to identify them-
selves as the particular member of the affinity program, so
that they can get the benefits the merchant provides. Further
this enables the merchant to track the purchases being made
by the particular user so that they can then provide targeted
promotional messages and the like to the user based on the
user’s buying habits, patterns and other information.

In the exemplary embodiment the one or more merchant
computers 696 also enable conducting purchase transactions
by communicating through a transaction processing network
700 with one or more transaction processors. Such a transac-
tion processor is represented by one or more computers 702
which are in operative connection with one or more data
stores 704. In the exemplary embodiment the one or more
computers 702 associated with the transaction processor have
accessible thereto data concerning whether particular
accounts are authorized to conduct particular transactions and
the permissible limits associated with such transactions. This
may include, for example, the transaction processor having
information concerning credit or debit cards that are autho-
rized to conduct transactions and the limits that are available
concerning such transactions. Further in other embodiments
the transaction processor may have access to data that is the
same or generally up to date that is maintained in connection
with an account of a user as maintained by the bank that holds
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the account. This may be done for example by periodically
(such as daily, hourly, etc.) updating debit card account data,
stored in connection with bank 680 and bank 684 through one
or more networks 706. In this way the transaction processor
may have access to data regarding accounts that is generally
a mirror image of the account data for the particular account
that is retained by the bank.

In the exemplary embodiment the at least one transaction
processor computer 702 operates in accordance with its pro-
gramming to either authorize or deny a transaction on each
account as it is presented from the merchant system. The at
least one computer 696 of the merchant operates to either
allow or prevent the transaction based on the information
from the transaction processor. In addition the at least one
computer 696 of the merchant is also operative to store the
data regarding the particular user and each of their transac-
tions in connection with the user identifier for the affinity
program and other data maintained by the merchant.

In the exemplary embodiment a further merchant system
708 is also shown schematically. Merchant system 708 is also
associated with a particular merchant. This merchant operates
to accept sales transactions through the merchant system
which includes at least one merchant computer 710 and at
least one data store 712. The exemplary merchant system
further includes at least one merchant network 714. The mer-
chant system 708 is operative to receive and carry out pur-
chase transactions through terminals 716. In this exemplary
embodiment the terminals 716 may include point of sale
terminals such as those previously discussed. Alternatively or
in addition, terminal 716 may include online terminals
including, for example, user owned terminals which can be
operated to carry out transactions. This might include termi-
nal devices such as home PCs, tablet computers, mobile
devices or other devices through which consumers can
present purchase transactions.

As described in connection with merchant system 690 the
at least one computer 710 may be operative to hold affinity
data including the particular affinity identification data asso-
ciated with particular users. The at least one merchant com-
puter 710 is also operative to communicate with the one or
more transaction processors for purposes of authorizing
credit or debit transactions which are requested through the
various terminals.

Of course it should be understood that these approaches are
exemplary and may be somewhat different from those actu-
ally used in practice. The features described herein are also
explained in a manner that provides brevity as well as clarity
of the principles involved.

In the exemplary embodiment the user is enabled to selec-
tively link one or more of their accounts to one or more
affinity programs. This may be done through the auspices of
the account holder’s bank or through a service bureau or other
entity that provides the service that enables the user to obtain
the benefits associated with the applicable affinity program
whenever they use a particular account to make purchases
from a merchant that has been linked by the user to the
particular merchant’s affinity program.

In an exemplary embodiment the user is enabled to asso-
ciate such an account with an affinity program using a com-
puting device associated with the user. This may include for
example the user’s PC indicated 718 or a mobile device such
as a smart phone indicated 720.

In an exemplary embodiment one or more computers asso-
ciated with a bank such as bank 684 provides a user interface
which can be accessed by a user so as to associate their
particular accounts and the credit or debit cards associated
therewith with selected merchant affinity programs have
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authorized the bank or other account holding entity to provide
such associations. FIG. 41 shows schematically the logic flow
associated with associating such account data with particular
affinity programs. In connection with this logic flow, the bank
may operate a secure web site or other portal which enables
the user to securely connect to account data associated with
their various accounts. This might include, for example, a
credit card account associated with a card issued by the bank
as well as a debit card account associated with an account held
with the bank. Through an appropriate secure system, a user
may be presented through their computing device with a
selectable menu of outputs which identify their particular
accounts. This is represented by a step 722. After selecting the
particular account, the user may be presented in the exem-
plary embodiment with a menu of available affinity programs
with which the user can associate their particular account.
The user may then provide inputs so as to select a particular
affinity program of a merchant with which to associate the
particular account. This is represented in a step 724. The user
then provides one or more inputs so as to cause an association
which is operative to link the particular selected account with
the particular affinity program in one or more databases such
as database 682 associated with the at least one computer 680
of the merchant’s bank. This is represented in a step 726.

In the exemplary embodiment the user interface provided
through the user’s PC, mobile device or other device is then
operative to prompt the user as to whether they wish to create
more associations linking particular accounts with particular
affinity programs. This is represented in a step 728. If the user
wishes to link additional accounts and/or already selected
accounts to additional affinity programs, the user can repeat
steps 722 through 726 as often as desired to link their respec-
tive debit and credit card accounts to particular merchant
affinity programs.

Further in exemplary embodiments the user is also given
the opportunity to select particular promotional items and
activities which they wish to receive or in which they wish to
participate. For example in a step 730 the user may be queried
concerning whether they want promotional offers and the
type and character of promotional offers they wish to receive
in connection with the linking of their account to the affinity
program. This might include, for example, selections indicat-
ing whether the user wishes to be notified of particular dis-
counts, sales, contests, free giveaways or other items that are
being offered by the particular merchant. The nature of the
information presented and which the user can select will
depend on the character of the particular merchant. In addi-
tion, in some cases the user may be given the option of
receiving information concerning coupons or other similar
items that the merchant offers in connection with their par-
ticular affinity program. This is represented in a step 732. Of
course it should be understood that other or additional types
of queries and responses may be solicited from the user in
connection with the particular merchants and affinity pro-
grams which are selected and linked to the user’s accounts.
Upon the conclusion of the input data which is operative to
link particular accounts to affinity programs, the data corre-
sponding to the user inputs is stored in at least one data store.
This is represented by a step 734. This data corresponding to
the association of the user’s accounts with the particular
affinity programs and the user selections in connection there-
with are then communicated and distributed through opera-
tion of one or more computers to the appropriate other com-
puters connected in the system. This may include, for
example, communication of the data to the one or more com-
puters 796 and 710 operated by respective merchants. This
may also include sending the data to the one or more com-
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puters 686 and also to one or more bank computers and/or
other computers that utilize the information concerning the
association of the user accounts and the particular affinity
programs.

This data may be used, for example, so that when the user
utilizes their card or other data bearing records that includes
their account data in connection with making a purchase from
a merchant the user account data automatically indicates a
user is a member of the merchant’s affinity program. The at
least one computer of the merchant links the account data to
the data corresponding to the user identifier, the other data
associated with the user that is stored in connection with the
affinity program. This may include for example, the user
receiving discounts, free items or other benefits automatically
from the particular merchant without having to provide a
separate user identifier specific to the merchant. Similarly in
cases where purchases are made online using the account
data, linking the user account data to an affinity program
would be recognized by the at least one merchant computer as
associated with the particular member of the merchant’s
affinity program. At least one computer operates to correlate
the user’s affinity data with the merchant to the transaction, so
that the user receives the corresponding benefits.

Further in exemplary embodiments the at least one mer-
chant computer may also operate to provide the user with
additional benefits to protect account data or other things in
connection with transactions. This might be done for example
by utilizing the linkage between the merchant’s affinity iden-
tifier for the particular customer to account data for the cus-
tomer. Such linkage data may enable the user to make online
purchases or to conduct other transactions using their affinity
program identifying number, which the merchant can corre-
late to the user’s account data through data the merchant has
securely stored in its computers. Thus, for example, in con-
nection with making online purchases a user can avoid trans-
mitting their credit or debit account information through a
network and instead may utilize their affinity information
which may be of no value to criminals in the event that it is
intercepted. Thus for example the consumer may utilize their
affinity data for making purchases in lieu of account data, and
a merchant may then have the account data for purposes of
authorizing a transaction.

Further in some exemplary embodiments the merchants
may utilize the data provided by the consumer for purposes of
communicating to the consumer at various computer devices
associated with the consumer such as their mobile devices
and PCs. Such communications may relate to opportunities
for the particular consumer to obtain benefits from the mer-
chants. In addition, the at least one computer 686 may also
include the data that associates the account data that can be
read from a card at an automated banking machine, with the
identifying data of the user for the particular merchant affinity
programs. This data is stored in one or more databases in
connection with the at least one computer 686. The at least
one computer 686 also stores data corresponding to the pro-
motional offers, sales opportunities and to other promotions
that the merchants offer in connection with their affinity pro-
gram.

In the exemplary embodiment the at least one computer
686 or other computers are operative to present through the
automated banking machine such promotional offers and
transaction messages as may be associated with the particular
affinity programs. Thus for example in the situation where a
user presents their user card or other data bearing record at an
automated banking machine for purposes of making a cash
withdrawal transaction, the at least one computer 686
receives the information concerning the card data and/or the
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user, and is operative to determine the affinity programs with
which the user is associated. The at least one computer 686 is
also operative to determine such promotional offers or other
presentations that are appropriate based on the user’s selec-
tions that should be presented to the user through the auto-
mated banking machine during the transaction. This may
include, for example, offers to receive discounts on particular
items if they are purchased from the merchant. Such offers
may be presented through the interface of the automated
banking machine, and the user can then provide inputs select-
ing to receive or decline such offers.

In cases where the user elects to select the offer, the data
corresponding thereto is stored in the at least one data store
688. Thereafter the data corresponding to the selected item by
the consumer is communicated to the merchant computer
associated with the particular merchant Thus, for example, if
the promotional item is a discount on a purchase of a particu-
lar item from the merchant, this data is stored in connection
with the particular merchant computer. Thereafter when the
consumer utilizes their account in connection with a mer-
chant transaction, the merchant computer is automatically
able to associate the information regarding the discount the
consumer is entitled to receive when they purchase the par-
ticular item, with the user’s item purchase. As aresult the user
automatically receives the discount. Of course this approach
is exemplary and in other embodiments other types of pro-
motions and features might be used.

Likewise the at least one computer 686 may be operative to
offer the user coupons, tickets, electronic value or other
things that the user can receive directly at the machine. In
such cases the at least one computer may be operative to cause
outputs from the automated banking machine to deliver such
items to the user. This may include for example the printing of
a coupon or ticket that the user can then take and redeem to
receive the benefit described. Alternatively the at least one
computer 686 may operate to cause a transfer of value such as
to an electronic wallet or to a stored value account. Such items
are delivered to the at least one output device such as a device
of'the machine. Such an output device may include a wireless
port that is operative to deliver stored value or other data
corresponding to a value to the user’s portable device such as
a smart phone. Such data that the user may be able to redeem
through transactions with the merchant is communicated to
the merchant computer system so that the user can take
advantage of the particular benefit.

In alternative embodiments the at least one computer 686
may be operative to provide a user with information concern-
ing the status of their affinity accounts. This might be done for
example in response to inputs during a transaction at an
automated banking machine. Alternatively or in addition such
data could be delivered through a public or a private network
to the computing devices associated with a user such as their
mobile device, PC or other device.

As can be appreciated the exemplary system enables a user
to receive the benefit of affinity programs with selected mer-
chants without the need to provide to the merchant in con-
nection with a particular transaction, a separate purchaser
identifier that is associated with the merchant affinity pro-
gram. Instead the user can use their linked account for pur-
poses of transactions and receive all of the benefits of the
affinity program. In addition in some exemplary embodi-
ments, selected benefits such as coupons, discounts or other
things that a user has selected via an automated banking
machine or other ways, can be linked and stored in the at least
one merchant computer so that the user can automatically
receive the benefit thereof at the time of their transaction.
Further in still other embodiments such a system may enable
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the user to use a less sensitive identifier such as an affinity
program identifier for purposes of carrying out online trans-
actions instead of transmitting data that universally identifies
their account. This may provide the user with enhanced secu-
rity against criminal attacks and theft of their account data.

Of course it should be appreciated that these particular
approaches are exemplary and numerous other arrangements,
transactions and systems may be carried out by employing the
principles described herein.

While certain exemplary embodiments previously
described enable a user of the mobile device the capability to
conduct or authorize transactions, other embodiments may
include additional features which provide capabilities for
conducting transactions via mobile devices. These may
include features described in connection with the following
U.S. patents, each of which is incorporated herein by refer-
ence in its entirety: U.S. Pat. Nos. 8,191,767; 8,186,578;

8,177,126; 8,172,130; 8,146,803; 8,146,802; 8,127,983;
8,104,676, 8,091,778; 8,070,055; 8,052,050, 8,033,456;
8,011,575; 7,992,778; 7,992,777; 7,992,776, 7,959,077,
7,946,480, 7,946,477; 7,896,235; 7,874,479, 7,850,073;
7,712,656, 7,686,213; 7,657,473; 7,638,448; 7,555,461,
7,537,154; 7,490,758; 7,461,779; 7,445,155, 7,445,146,
7,418,427, 7,392,938; 7,344,066; 7,216,800, 7,207,477,
7,201,313; 7,150,393; 7,040,533; 7,025,256, 6,905,072;

6,796,490; 6,702,181; and 6,315,195. All of these patents are
owned by the assignee of the present invention.

Thus, the features and characteristics of the embodiments
previously described achieve desirable results, eliminate dif-
ficulties encountered in the use of prior devices and systems,
solve problems and attain one or more of the objectives stated
above.

In the foregoing description certain terms have been used
for brevity, clarity and understanding, however no unneces-
sary limitations are to be implied therefrom because such
terms are for descriptive purposes and are intended to be
broadly construed. Moreover, the descriptions and illustra-
tions given herein are by way of examples and the invention is
not limited to the exact details shown and described.

In the following claims any feature described as a means
for performing a function shall be construed as encompassing
any means known to those skilled in the art capable of per-
forming the recited function, and shall not be deemed limited
to the particular means shown in the foregoing description or
mere equivalents thereof.

Having described the features, discoveries and principals
of the invention, the manner in which it is constructed, oper-
ated, and utilized, and the advantages and useful results
attained; the new and useful structures, devices, elements,
arrangements, parts, combinations, systems, equipment,
operations, methods, processes, and relationships are set
forth in the appended claims.

We claim:

1. Apparatus comprising:

an automated banking machine configured to cause finan-

cial transfers responsive at least in part to data read from

data bearing records, including

a card reader, wherein the card reader is configured to
read data from user cards, wherein the data corre-
sponds to financial accounts,

at least one automated banking machine input device,
wherein the at least one automated banking machine
input device is configured to receive machine user
inputs,

acash dispenser, wherein the cash dispenser is operative
to selectively cause cash stored in the machine to be
accessible to machine users,

at least one automated banking machine computer associ-

ated with the automated banking machine, wherein the
at least one automated banking machine computer is in
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operative connection with the card reader, the at least

one automated banking machine input device and the

cash dispenser, wherein the at least one automated bank-
ing machine computer is configured to cause

the card reader to read card data from a user card,

a determination to be made that the card data corre-
sponds to a financial account upon which at least one
transaction is authorized to be conducted through
operation of the machine,

the cash dispenser to dispense cash responsive at least in
part to the determination, and

the financial account to be assessed a value associated
with the dispensed cash,

wherein the at least one automated banking machine input
device is configured to receive at least one check related
input, wherein the at least one check related input cor-
responds to a check transaction, wherein the at least one

check related input corresponds to data received by a

mobile device from a remote computer responsive at

least in part to check data corresponding to a check sent
from the mobile device to the remote computer via com-
munication other than through the automated banking
machine,

wherein the machine is configured to operate responsive at
least in part to the received at least one check related
inputto cause the financial account to be credited with an
amount that corresponds to the check.

2. The apparatus according to claim 1

wherein the at least one check related input is output
through the mobile device responsive at least in part to
the check data sent to the remote computer in the check
transaction,

wherein the at least one check related input includes at least
one of a manual input, a scanned input or a wireless
input.

3. The apparatus according to claim 2

wherein the check data includes at least one check image of
at least one side ofthe check captured via a camera ofthe
mobile device.

4. The apparatus according to claim 3

wherein the at least one check related input uniquely cor-
responds to the at least one check image.

5. The apparatus according to claim 4

wherein the at least one input device is configured to
receive at least one user input corresponding to the check
amount,

and wherein the automated banking machine is operative to
cause data corresponding to the check amount and at
least a portion of the at least one check related input to be
sent to at least one further remote computer other than
the remote computer.

6. The apparatus according to claim 5

wherein the automated banking machine does not include
a check imager.

7. The apparatus according to claim 6

wherein the automated banking machine is operative to
cause cash to be dispensed from the automated banking
machine responsive at least in part to at least one com-
munication received from the at least one further remote
computer.

8. The apparatus according to claim 7

wherein the dispensed cash has an associated value, and
wherein the automated banking machine is operative to
cause the financial account to be assessed the associated
value responsive at least in part to communication with
the at least one further remote computer.

9. The apparatus according to claim 1

wherein the at least one check related input corresponds to
at least one bar code output from the mobile device,
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wherein the at least one bar code output is provided

responsive at least in part to the check data sent in the

check transaction,

wherein the at least one input device includes a bar code
scanner,

wherein the at least one check related input includes at least
one bar code scanned through operation of the bar code
scanner from a display of the mobile device.

10. The apparatus according to claim 1

wherein the at least one check related input corresponds to
at least one wireless signal from the mobile device,
wherein the at least one wireless signal is provided
responsive at least in part to the check data sent in the
check transaction,

wherein the at least one input device includes a wireless
port,

wherein the at least one check related input includes the at
least one wireless signal received by the wireless port
from the mobile device.

11. Apparatus comprising:

an automated banking machine configured to cause finan-
cial transfers responsive at least in part to data read from
data bearing records, including:

a card reader, wherein the card reader is configured to
read data from user cards, wherein the data corre-
sponds to financial accounts,

at least one automated banking machine input device,
wherein the at least one automated banking machine
input device is configured to receive inputs from
machine users,

a cash dispenser, wherein the cash dispenser is config-
ured to selectively cause cash stored in the machine to
be dispensed to machine users,

at least one automated banking machine computer associ-
ated with the automated banking machine, wherein the
at least one automated banking machine computer is in
operative connection with the card reader, the at least
one automated banking machine input device and the
cash dispenser, and wherein the at least one automated
banking machine computer is configured to cause

the card reader to read card data from a user card,

a computer determination to be made that the card data
corresponds to a financial account upon which at least
one transaction is authorized to be conducted,

wherein at least one financial transaction is authorized to
be conducted on the financial account through opera-
tion of the machine responsive at least in part to the
determination,

wherein the at least one automated banking machine input
device is configured to receive at least one check related
input, wherein the at least one check related input cor-
responds to check data associated with a financial check
having a check amount, received via a mobile device
from a remote computer responsive at least in part to
check data corresponding to the check sent to the remote
computer other than through the automated banking
machine computer,

wherein the at least one automated banking machine com-
puter is configured to operate responsive at least in part
to the at least one check related input, to cause the cash
dispenser to dispense cash generally corresponding to
the check amount.

12. The apparatus according to claim 11

wherein the check data corresponds to at least one image of
at least one side of the check captured through operation
of a camera of the mobile device,

wherein the check related data uniquely corresponds to the
at least one image of the check.
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13. The apparatus according to claim 12

wherein the at least one input device includes at least one of
a bar code scanner or a wireless port,

and wherein the check related data corresponds to at least
one of a bar code output on a display of a mobile device
and at least one RF signal output from the mobile device.

14. The apparatus according to claim 13

wherein the at least one automated banking machine com-
puter is operative to cause data corresponding to the
check related data to be sent to a further remote com-
puter other than the remote computer.

15. The apparatus according to claim 14

wherein the cash dispensed is caused to operate responsive
at least in part to the further remote computer.

16. The apparatus according to claim 14

wherein the data corresponding to the at least one check
related input is usable to identify the at least one image
of the at least one side of the check.

17. Apparatus comprising:

an automated banking machine configured to cause finan-
cial transfers responsive at least in part to data read from
data bearing records, including:

a reader, wherein the reader is configured to read data
corresponding to financial accounts,

at least one input device,

at least one banking machine computer associated with the
automated banking machine, wherein the at least one
banking machine computer is in operative connection
with the reader and the at least one input device, wherein
the at least one banking machine computer is configured
to cause,

a computer determination that data read through opera-
tion of the reader corresponds to a financial account
authorized to conduct a financial transaction through
operation of the machine,

the at least one input device to receive at least one input
including mobile device received check identifying
data, the mobile device received check identifying
data received via a mobile device from at least one
remote computer responsive at least in part to at least
one image of at least one side of a check sent from the
mobile device,

responsive at least in part to the determination and the at
least one input, financial value to be provided corre-
sponding to the check at least in part through opera-
tion of the machine.

18. The apparatus according to claim 17

wherein the at least one input is usable to identify the at
least one image of the at least one side of the check.

19. The apparatus according to claim 18
wherein the check has an associated check amount,
wherein the at least one banking machine computer is
configured to cause the financial account to be credited
with financial value corresponding to the check amount.
20. The apparatus according to claim 18
wherein the automated banking machine includes a cash
dispenser,
wherein the check has an associated check amount,
wherein the at least one automated banking machine
computer is configured to cause the cash dispenser to
dispense cash having financial value corresponding to
the check amount.

#* #* #* #* #*



